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ACTION: Notice of meeting.

SUMMARY: Pursuant to Public Law 92–
463, notice is hereby given of a 
forthcoming meeting of the National 
Security Education Board. The purpose 
of the meeting is to review and make 
recommendations to the Secretary 
concerning requirements established by 
the David L. Boren National Security 
Education Act, Title VIII of Public Law 
102–183, as amended.
DATES: October 29, 2004.
ADDRESSES: The Crystal City Marriott 
Hotel, 1999 Jefferson Davis Highway, 
Arlington, Virginia 22202.
FOR FURTHER INFORMATION CONTACT: Dr. 
Edmond J. Collier, Deputy Director for 
Programs, National Security Education 
Program, 1101 Wilson Boulevard, Suite 
1210, Rosslyn P.O. Box 20010, 
Arlington, Virginia 22209–2248; (703) 
696–1991. Electronic mail address: 
colliere@ndu.edu

SUPPLEMENTARY INFORMATION: The Board 
meeting is open to the public.

Dated: October 8, 2004. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.
[FR Doc. 04–23115 Filed 10–14–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Defense Science Board

AGENCY: Department of Defense.
ACTION: Notice of Advisory Committee 
Meeting. 

SUMMARY: The Defense Science Board 
Task Force on Identification 
Technologies will meet in closed 
session on November 4–5, 2004, at 
Strategic Analysis Inc., 3601 Wilson 
Boulevard, Arlington, VA. The Task 
Force will assess current technologies 
and operational concepts to identify and 
track individuals and materiel. 

The mission of the Defense Science 
Board is to advise the Secretary of 
Defense and the Under Secretary of 
Defense for Acquisition, Technology & 
Logistics on scientific and technical 
matters as they affect the perceived 
needs of the Department of Defense. In 
this assessment, the task force’s 
investigation will encompass defense, 
intelligence, and commercial systems, 
including compartmented technology in 
development and promising 
technologies in the lab that are not yet 
deployed. Technologies will include 
passive/active, line of sight/non-line of 

sight, and cooperative/non-cooperative. 
Potential mechanisms include 
predictive behavior modeling based on 
threat characteristics (attack modality, 
ideological makeup, social, ethnic, 
religious and political tendencies, etc.), 
identification technologies such as 
biometrics (iris scans, facial features, 
voice prints, etc.), DNA matching, and 
advanced non-identification 
technologies such as EO, RF, 
hyperspectral, and fluid surface 
assembly (FSA) sensors. 

In accordance with Section 10(d) of 
the Federal Advisory Committee Act, 
P.L. No. 92–463, as amended (5 U.S.C. 
App. 2), it has been determined that 
these Defense Science Board Task Force 
meetings concern matters listed in 5 
U.S.C. 552b(c)(1) and that, accordingly, 
the meetings will be closed to the 
public.

Dated: October 8, 2004. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.
[FR Doc. 04–23113 Filed 10–14–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Defense Science Board

AGENCY: Department of Defense.
ACTION: Notice of Advisory Committee 
Meeting. 

SUMMARY: The Defense Science Board 
Task Force on Red Lessons Learned will 
meet in closed session on October 22, 
2004, at SAIC, 4001 N. Fairfax Drive, 
Arlington, VA. This Task Force will 
assess what useful information can our 
adversaries learn from U.S. military 
engagement and, particularly, what 
might they have learned from Operation 
Iraqi Freedom and Operation Enduring 
Freedom; identify the channels through 
which adversaries learn about U.S. 
capabilities; is there any evidence an 
adversary is adjusting to U.S. 
capabilities and what might the U.S. do 
to counter this; what are the indicators 
or observables that the Intelligence 
Community can focus on to determine 
if an adversary is engaging in this type 
of practice and do the indicators change 
in peacetime or wartime; do different 
technology insertion models exist; is 
there any evidence potential adversaries 
are targeting the seams in the U.S. 
command and control alignment and 
planning process; and the preceding 
areas of concern focus primarily on the 
military operations phases, are the 
potential adversaries observing, 

analyzing and adapting during the 
preparation and stabilization phase? 

The mission of the Defense Science 
Board is to advise the Secretary of 
Defense and the Under Secretary of 
Defense for Acquisition, Technology & 
Logistics on scientific and technical 
matters as they affect the perceived 
needs of the Department of Defense. 

In accordance with Section 10(d) of 
the Federal Advisory Committee Act, 
P.L. 92–463, as amended (5 U.S.C. App. 
2), it has been determined that these 
Defense Science Board Task Force 
meetings concern matters listed in 5 
U.S.C. 552b(c)(1) and that, accordingly, 
these meetings will be closed to the 
public.

Dated: October 7, 2004. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.
[FR Doc. 04–23116 Filed 10–14–04; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Office of the Secretary 

Threat Reduction Advisory Committee

AGENCY: Department of Defense, Office 
of the Under Secretary of Defense 
(Acquisition, Technology and Logistics).
ACTION: Notice of Advisory Committee 
Meeting. 

SUMMARY: The Threat Reduction 
Advisory Committee will meet in closed 
session on Thursday, December 2, 2004, 
at the Institute for Defense Analyses 
(IDA), and on Friday, December 3, 2004, 
in the Pentagon, Washington, DC. 

The mission of the Committee is to 
advise the Under Secretary of Defense 
(Acquisition, Technology and Logistics) 
on combating weapons of mass 
destruction, chemical and biological 
defense, transformation of the nuclear 
deterrence, and other matters related to 
the Defense Threat Reduction Agency’s 
mission. 

In accordance with Section 10(d) of 
the Federal Advisory Committee Act, 
Public Law 92–463, as amended (5 
U.S.C. Appendix II), it has been 
determined that this Committee meeting 
concerns matters listed in 5 U.S.C. 
552b(c)(1), and that accordingly the 
meeting will be closed to the public.
DATES: Thursday, December 2, 2004, (8 
a.m. to 4 p.m.) and Friday, December 3, 
2004, (8 a.m. to 9:20 a.m.)
ADDRESSES: Institute for Defense 
Analyses, Board Room, 4850 Mark 
Center Drive, Alexandria, Virginia and 
the USD(AT&L) Conference Room 
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(3D1019), the Pentagon, Washington, 
DC.

FOR FURTHER INFORMATION CONTACT: 
Lieutenant Colonel Don Culp, USAF, 
Defense Threat Reduction Agency/AST, 
8725 John J. Kingman Road MS 6201, 
Fort Belvoir, VA 22060–6201, Phone: 
(703) 767–5717.

Dated: October 7, 2004. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.
[FR Doc. 04–23117 Filed 10–14–04; 8:45 am] 
BILLING CODE 5001–08–M

DEPARTMENT OF DEFENSE

Defense Finance and Accounting 
Service 

Privacy Act of 1974; Systems of 
Records

AGENCY: Defense Finance and 
Accounting Service.
ACTION: Notice to add a new system of 
records. 

SUMMARY: The Defense Finance and 
Accounting Service (DFAS) is proposing 
to add a system of records notice to its 
inventory of record systems subject to 
the Privacy Act of 1974, (5 U.S.C. 552a), 
as amended.
DATES: This Action will be effective 
without further notice on November 15, 
2004 unless comments are received that 
would result in a contrary 
determination.

ADDRESSES: Send comments to the 
FOIA/PA Program Manager, Office of 
Corporate Communications, Defense 
Finance and Accounting Service, 6760 
E. Irvington Place, Denver, CO 80279–
8000.

FOR FURTHER INFORMATION CONTACT: Ms. 
Linda Krabbenhoft at (303) 676–7514.
SUPPLEMENTARY INFORMATION: The 
Defense Finance and Accounting 
Service notices for systems of records 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended, have been 
published in the Federal Register and 
are available from the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act of 1974, as amended, was 
submitted on October 4, 2004, to the 
House Committee on Government 
Reform, the Senate Committee on 
Governmental Affairs, and the Office of 
Management and Budget (OMB) 
pursuant to paragraph 4c of Appendix I 
to OMB Circular No. A–130, ‘Federal 
Agency Responsibilities for Maintaining 
Records About Individuals,’ dated 

February 8, 1996 (February 20, 2996, 61 
FR 6427).

Dated: October 7, 2004. 
L.M. Bynum, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

T7320

SYSTEM NAME: 
Electronic Funds Transfer (EFT) 

Records.

SYSTEM LOCATIONS: 
Defense Finance and Accounting 

Service, Columbus, P.O. Box 182317 
Columbus, OH 43218–2317

Defense Finance and Accounting 
Service, Cleveland, 1240 E. 9th Street, 
Cleveland, OH 44199–8002

Defense Finance and Accounting 
Service, Denver, 6760 E. Irvington Place, 
Denver, CO 80279–8000

Defense Finance and Accounting 
Service, Indianapolis, 8899 E. 56th St., 
Indianapolis, IN 46249–0100

Defense Finance and Accounting 
Service, Kansas City, 1500 E. Bannister 
Road, Kansas City, MO 64197–0001

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Department of Defense (DoD) civilian 
personnel, and other U.S. government 
employees paid by DFAS; active 
military, former, and retired military 
members; Reserve and National Guard 
personnel; academy nominees, 
applicants, and cadets; dependents of 
military personnel; and foreign 
nationals residing in the United States, 
and all in receipt of payments from 
DFAS. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Individual’s Name, Social Security 

Number, home address, financial 
institution account number, account 
type, financial institution name, 
American Banking Association routing 
and transmittal number, lock box 
number, electronic funds transfer 
payment method, and electronic funds 
transfer waiver. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
5 U.S.C. 301, Departmental 

Regulations; Pub. L. 104–134, Debt 
Collection Improvement Act of 1996; 
DoD Financial Management Regulation 
7000.14–R, Volumes 7B, 7C, 8, Military 
Pay Policy and Procedures—Retired 
Pay, Military Pay Policy and 
Procedures—Active Duty and Reserve 
Pay, Civilian Pay Policy and Procedures; 
and E.O. 9397 (SSN). 

PURPOSE(S): 
The Electronic Funds Transfer 

Records will provide DoD with a central 

repository for military and civilian 
remittance information, which will be 
used to verify the validity of payee and 
financial institution accounts prior to 
issuing an electronic payment. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, as amended, 
these records or information contained 
therein may specifically be disclosed 
outside the Department of Defense as a 
routine use pursuant to 5 U.S.C. 
552a(b)(3) as follows: 

To the U.S. Treasury Department to 
provide information on check issues 
and electronic funds transfers.

To the Internal Revenue Service to 
report taxable earnings and taxes 
withheld, accounting, and tax audits, 
and to compute or resolve tax liability 
or tax levies. 

To the Social Security Administration 
to report earned wages by members for 
the Federal Insurance Contribution Act, 
accounting or tax audits, and death 
notices. 

To the Department of Veterans Affairs 
to report compensation, waivers, and 
audits, life insurance accounting, 
disbursement and benefit 
determinations, and death notices. 

To the American Red Cross and 
military relief societies to assist military 
personnel, and their dependents in 
determining the status of monthly pay, 
dependents’ allotments, loans, and 
related financial transactions, and to 
perform other relief-related duties as 
requested by the service member. 

To Federal Reserve banks to distribute 
payments made through the direct 
deposit system to financial 
organizations or their processing agents 
authorized by individuals to receive and 
deposit payments in their accounts. 

The DoD ‘Blanket Routine Uses’ 
published at the beginning of the 
Defense Finance and Accounting 
Service compilation of systems of 
records notices also apply to this 
system. 

DISCLOSURE TO CONSUMER REPORTING 
AGENCIES: 

Disclosures pursuant to 5 U.S.C. 
552a(b)(12) may be made from this 
system to ‘consumer reporting agencies’ 
as defined in the Fair Credit Reporting 
Act, (15 U.S.C. 1681a(f)) or the Federal 
Claims Collection Act of 1966, (31 
U.S.C. 3701(a)(3)). The purpose of this 
disclosure is to aid in the collection of 
outstanding debts owed to the Federal 
government; typically to provide an 
incentive for debtors to repay 
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