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AGENCY: Centers for Medicare &
Medicaid Services (CMS); Office of
Inspector General (OIG), HHS.

ACTION: Final rule with comment period.

SUMMARY: This final rule with comment
period will implement provisions of the
ACA that establish: Procedures under
which screening is conducted for
providers of medical or other services
and suppliers in the Medicare program,
providers in the Medicaid program, and
providers in the Children’s Health
Insurance Program (CHIP); an
application fee imposed on institutional
providers and suppliers; temporary
moratoria that may be imposed if
necessary to prevent or combat fraud,
waste, and abuse under the Medicare
and Medicaid programs, and CHIP;
guidance for States regarding
termination of providers from Medicaid
and CHIP if terminated by Medicare or
another Medicaid State plan or CHIP;
guidance regarding the termination of
providers and suppliers from Medicare
if terminated by a Medicaid State
agency; and requirements for
suspension of payments pending
credible allegations of fraud in the
Medicare and Medicaid programs. This
final rule with comment period also
discusses our earlier solicitation of
comments regarding provisions of the
ACA that require providers of medical
or other items or services or suppliers
within a particular industry sector or
category to establish compliance
programs.

We have identified specific provisions
surrounding our implementation of
fingerprinting for certain providers and
suppliers for which we may make
changes if warranted by the public
comments received. We expect to
publish our response to those

comments, including any possible
changes to the rule made as a result of
them, as soon as possible following the
end of the comment period.
Furthermore, we clarify that we are
finalizing the adoption of fingerprinting
pursuant to the terms and conditions set
forth herein.

DATES: Effective date: These regulations
are effective on March 25, 2011.
Comment date: We will consider public
comments only on the Fingerprinting
Requirements, contained in §§424.518
and 455.434 and discussed in section
II.A.5. of the preamble of this document,
if we receive them at one of the
addresses provided below, no later than
5 p.m. on April 4, 2011.

ADDRESSES: In commenting, please refer
to file code CMS—6028—FC. Because of
staff and resource limitations, we cannot
accept comments by facsimile (FAX)
transmission.

You may submit comments in one of
four ways (please choose only one of the
ways listed):

1. Electronically. You may submit
electronic comments on this regulation
to http://www.regulations.gov. Follow
the instructions for “submitting a
comment.”

2. By regular mail. You may mail
written comments to the following
address ONLY: Centers for Medicare &
Medicaid Services, Department of
Health and Human Services, Attention:
CMS-6028-FC, P.O. Box 8013,
Baltimore, MD 21244-8013.

Please allow sufficient time for mailed
comments to be received before the
close of the comment period.

3. By express or overnight mail. You
may send written comments to the
following address ONLY: Centers for
Medicare & Medicaid Services,
Department of Health and Human
Services, Attention: CMS—-6028-FC,
Mail Stop C4-26—05, 7500 Security
Boulevard, Baltimore, MD 21244—-1850.

4. By hand or courier. If you prefer,
you may deliver (by hand or courier)
your written comments before the close
of the comment period to either of the
following addresses: a. For delivery in
Washington, DC—Centers for Medicare
& Medicaid Services, Department of
Health and Human Services, Room 445—
G, Hubert H. Humphrey Building, 200
Independence Avenue, SW.,
Washington, DC 20201.

(Because access to the interior of the
Hubert H. Humphrey Building is not
readily available to persons without
Federal government identification,
commenters are encouraged to leave
their comments in the CMS drop slots
located in the main lobby of the
building. A stamp-in clock is available

for persons wishing to retain a proof of
filing by stamping in and retaining an
extra copy of the comments being filed.)
b. For delivery in Baltimore, MD—
Centers for Medicare & Medicaid
Services, Department of Health and
Human Services, 7500 Security
Boulevard, Baltimore, MD 21244-1850.
If you intend to deliver your
comments to the Baltimore address,
please call telephone number (410) 786—
9994 in advance to schedule your
arrival with one of our staff members.
Comments mailed to the addresses
indicated as appropriate for hand or
courier delivery may be delayed and
received after the comment period.
FOR FURTHER INFORMATION CONTACT:
Frank Whelan (410) 786-1302 for
Medicare enrollment issues. Claudia
Simonson (312) 353—2115 for Medicaid
and CHIP enrollment issues. Lori Bellan
(410) 786—2048 for Medicaid payment
suspension issues and Medicaid
termination issues. Joseph Strazzire
(410) 786—2775 for Medicare payment
suspension issues. Laura Minassian-
Kiefel (410) 786—4641 for compliance
program issues.
SUPPLEMENTARY INFORMATION: Due to the
many organizations and terms to which
we refer by acronym in this final rule
with comment period, we are listing
these acronyms and their corresponding
terms in alphabetical order below. In
addition, we are providing a table of
contents which follows the list of
acronyms to assist readers in referencing
sections contained in this preamble.

Acronyms

ABC American Board for Certification in
Orthotics and Prosthetics

A/BMAC Part A or Part B Medicare
Administrative Contractor

ACA “Affordable Care Act”

APD Advance planning document

ASC Ambulatory surgical center

BBA Balanced Budget Act of 1997 (Pub. L.
105-33)

BIPA Medicare Medicaid, and SCHIP
Benefits Improvement Protection Act of
2000 (Pub. L. 106—544)

CAH Critical access hospital

CAP Competitive acquisition program

CBA Competitive bidding area

CFR Code of Federal Regulations

CHIP Children’s Health Insurance Program

CJIS Criminal Justice Information Services

CLIA Clinical laboratory improvement
amendments

CMHC Community mental health centers

CMS Centers for Medicare & Medicaid
Services

CON Certificate of Need

CoP Condition of participation

CORF Comprehensive outpatient
rehabilitation facility

CPI-U Consumer price index for all urban
consumers

DAB Department Appeal Board
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DEA Drug Enforcement Agency

DHUD Department of Housing and Urban
Development

DME Durable medical equipment

DMEPOS Durable medical equipment
prosthetics, orthotics, and supplies

DOB Dates of birth

DOJ Department of Justice

EIN Employer Identification Number

EMTALA Emergency Medical Treatment
and Active Labor Act

VIN Vehicle Identifier Number

ESRD End-stage renal disease

EPLS General Service Administration’s
Excluded Parties List System

FBI Federal Bureau of Investigation

FFP Federal Financial Participation

FFS Medicare fee-for-service program

FQHC Federally qualified health center

GAO Government Accountability Office

HHAs Home health agencies

HHS [Department of] Health and Human
Services

HIO Health insuring organization

IAFIS Integrated Automated Fingerprint
Identification System

ICF/MR Intermediate care facilities for
persons with mental retardation

IDTF Independent diagnostic testing facility

THCIA Indian Health Care Improvement Act

IHS Indian Health Service

THSS In-home supportive services

IPF Inpatient psychiatric facility

IRF Inpatient rehabilitation facility

ISDEAA Indian Self-Determination and
Education Assistance Act

LEIE List of Excluded Individuals/Entities

MCEs Managed care entities

MFCU Medicaid fraud control unit

MAO Medicare Advantage organizations

MMA Medicare Prescription Drug,
Improvement, and Modernization Act of
2003 (Pub. L. 108-173)

NASDAQ National Association of
Securities Dealers Automated Quotation
System

NF Nursing facility

NPI National Provider Identifier

NPPES National Plan and Provider
Enumeration System

NSC National Supplier Clearinghouse

NTIS National Technical Information
Service

NPDB National Practitioner Data Bank

NYSE New York Stock Exchange

OIG Office of Inspector General

OMB Office of Management and Budget

OPO Organ procurement organization

PAHP Prepaid ambulatory health plan

PECOS Provider Enrollment, Chain, and
Ownership System

PIHP Prepaid inpatient health plan

PSC Program Safeguard Contractors

PTAN Provider transaction account number

RFA Regulatory Flexibility Act

RHC Rural health clinic

RNHCI Religious nonmedical health care
institution

SEC Securities and Exchange Commission

SMP Senior Medicare Patrol

SNFs Skilled nursing facilities

SPIA State Program Integrity Assessment

SSA  Social Security Administration

SSA DMF Social Security Administration
Death Master File

SSN  Social Security Number

TTAG Tribal Technical Advisory Group

WAN [FBI CJIS Division’s] Wide Area
Network

ZPIC Zone Program Integrity Contractors
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I. Background

The Medicare program (title XVIII of
the Social Security Act (the Act)) is the
primary payer of health care for 47
million enrolled beneficiaries. Under
section 1802 of the Act, a beneficiary
may obtain health services from an
individual or an organization qualified
to participate in the Medicare program.
Qualifications to participate are
specified in statute and in regulations
(see, for example, sections 1814, 1815,
1819, 1833, 1834, 1842, 1861, 1866, and
1891 of the Act; and 42 CFR Chapter IV,
subchapter G, which concerns standards
and certification requirements).

Providers and suppliers furnishing
services must comply with the Medicare
requirements stipulated in the Act and
in our regulations. These requirements
are meant to ensure compliance with
applicable statutes, as well as to
promote the furnishing of high quality
care. As Medicare program expenditures
have grown, we have increased our
efforts to ensure that only qualified
individuals and organizations are
allowed to enroll or maintain their
Medicare billing privileges.

The Medicaid program (title XIX of
the Act) is a joint Federal and State
health care program for eligible low-
income individuals providing coverage
to more than 51 million people. States
have considerable flexibility in how
they administer their Medicaid
programs within a broad Federal
framework and programs vary from
State to State.

The Children’s Health Insurance
Program (CHIP) (title XXI of the Act) is
a joint Federal and State health care
program that provides health care
coverage to more than 7.7 million
otherwise uninsured children.

Historically, States, in operating
Medicaid and CHIP, have permitted the
enrollment of providers who meet the
State requirements for program
enrollment.

The Patient Protection and Affordable
Care Act (Pub. L. 111-148), as amended
by the Health Care and Education
Reconciliation Act of 2010 (Pub. L. 111—
152) (collectively known as the
Affordable Care Act or ACA) makes a
number of changes to the Medicare and
Medicaid programs and CHIP that
enhance the provider and supplier
enrollment process to improve the
integrity of the programs to reduce
fraud, waste, and abuse in the programs.

The following is an overview of some
of the statutory authority relevant to
enrollment in Medicare, Medicaid, and
CHIP:

e Sections 1102 and 1871 of the Act
provide general authority for the
Secretary of Health and Human Services
(the Secretary) to prescribe regulations
for the efficient administration of the
Medicare program. Section 1102 of the
Act also provides general authority for
the Secretary to prescribe regulations for
the efficient administration of the
Medicaid program and CHIP.

e Section 4313 of the Balanced
Budget Act of 1997 (BBA) (Pub. L. 105—
33) amended sections 1124(a)(1) and
1124A of the Act to require disclosure
of both the Employer Identification
Number (EIN) and Social Security
Number (SSN) of each provider or
supplier, each person with ownership or
control interest in the provider or
supplier, any subcontractor in which
the provider or supplier directly or
indirectly has a 5 percent or more
ownership interest, and any managing
employees including directors and
officers of corporations and non-profit
organizations and charities. The “Report
to Congress on Steps Taken to Assure
Confidentiality of Social Security
Account Numbers as required by the
Balanced Budget Act” was signed by the
Secretary and sent to the Congress on
January 26, 1999. This report outlines
the provisions of a mandatory collection
of SSNs and EINs effective on or after
April 26, 1999.

e Section 936(a)(2) of the Medicare
Prescription Drug, Improvement, and
Modernization Act of 2003 (MMA) (Pub.
L. 108-173) amended the Act to require
the Secretary to establish a process for
the enrollment of providers of services
and suppliers. We are authorized to
collect information on the Medicare
enrollment application (that is, the
CMS-855, (Office of Management and
Budget (OMB) approval number 0938—
0685)) to ensure that correct payments
are made to providers and suppliers

under the Medicare program as
established by title XVIII of the Act.

e Section 1902(a)(27) of the Act
provides general authority for the
Secretary to require provider agreements
under the Medicaid State Plans with
every person or institution providing
services under the State plan. Under
these agreements, the Secretary may
require information regarding any
payments claimed by such person or
institution for providing services under
the State plan.

e Section 2107(e) of the Act, which
provides that certain title XIX and title
XI provisions apply to States under title
XXI, including 1902(a)(4)(C) of the Act,
relating to conflict of interest standards.

e Section 1903(i)(2) of the Act
relating to limitations on payment.

e Section 1124 of the Act relating to
disclosure of ownership and related
information.

e Sections 6401, 6402, 6501, and
10603 of the ACA and 1304 of the
Health Care and Education
Reconciliation Act (Pub. L. 111-152)
amended the Act by establishing: (1)
Procedures under which screening is
conducted for providers of medical or
other services and suppliers in the
Medicare program, providers in the
Medicaid program, and providers in the
CHIP; (2) an application fee to be
imposed on providers and suppliers; (3)
temporary moratoria that the Secretary
may impose if necessary to prevent or
combat fraud, waste, and abuse under
the Medicare and Medicaid programs
and CHIP; (4) requirements that State
Medicaid agencies must terminate any
provider that is terminated by Medicare
or another State plan; (5) requirements
for suspensions of payments pending
credible allegations of fraud in both the
Medicare and Medicaid programs.

II. Proposed Provisions and Responses
to Public Comments

We received approximately 300
timely pieces of correspondence
containing multiple comments on the
Additional Screening Requirements,
Application Fees, Temporary
Enrollment Moratoria, Payment
Suspensions and Compliance Plans for
Providers and Suppliers proposed rule
published September 23, 2010 (75 FR
58204). We note that we received some
comments that were outside the scope
of the proposed rule. These comments
are not addressed in this final rule with
comment period. Summaries of the
public comments that are within the
scope of the proposals and our
responses to those comments are set
forth in the various sections of this final
rule with comment period under the
appropriate headings.
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A. Provider Screening Under Medicare,
Medicaid, and CHIP

1. Statutory Changes

Section 6401 (a) of the ACA, as
amended by section 10603 of the ACA,
amends section 1866(j) of the Act to add
a new paragraph, paragraph “(2)
Provider Screening.” Section
1866(j)(2)(A) of the Act requires the
Secretary, in consultation with the
Department of Health of Human
Services’ Office of the Inspector General
(HHS OIG), to establish procedures
under which screening is conducted
with respect to providers of medical or
other items or services and suppliers
under Medicare, Medicaid, and CHIP.
Section 1866(j)(2)(B) of the Act requires
the Secretary to determine the level of
screening to be conducted according to
the risk of fraud, waste, and abuse with
respect to the category of provider of
medical or other items or services or
supplier. The provision states that the
screening shall include a licensure
check, which may include such checks
across State lines; and the screening
may, as the Secretary determines
appropriate based on the risk of fraud,
waste, and abuse, include a criminal
background check; fingerprinting;
unscheduled or unannounced site visits,
including pre-enrollment site visits;
database checks, including such checks
across State lines; and such other
screening as the Secretary determines
appropriate. Section 1866(j)(2)(C) of the
Act requires the Secretary to impose a
fee on each institutional provider of
medical or other items or services or
supplier that would be used by the
Secretary for program integrity efforts
including to cover the cost of screening
and to carry out the provisions of
sections 1866(j) and 1128J of the Act.
We discussed the fee in section IL.B. of
the proposed rule.

Section 6401(b) of the ACA amends
section 1902 of the Act to add new
paragraph (a)(77) and (ii), which
requires States to comply with the
process for screening providers and
suppliers as established by the Secretary
under 1866(j)(2) of the Act.? Note that
section 6401(b) of the ACA erroneously
added a duplicate section 1902(ii) to the

1 We believe that the reference to section
1886(j)(2) of the Act in section 6401(b)(1) of the
ACA is a scrivener’s error. We believe the Congress
intended to refer to section 1866(j)(2) of the Act,
which, as amended by section 6401(a) of the ACA,
requires the Secretary to establish a process for
screening providers and suppliers. Because the
drafting error is apparent, and a literal reading of
the reference to section 1886(j)(2) of the Act would
produce absurd results, we interpret the cross-
reference to section 1886(j)(2) in the new section
1902(kk) of the Act as if the reference were to
section 1866(j)(2).

Act. Therefore, in the Medicare and
Medicaid Extenders Act of 2010 (Pub. L.
111-309), the Congress enacted a
technical correction to redesignate the
section 1902(ii) of the Act added by
section 6401(b) of ACA as section
1902(kk) of the Act. In this regulation,
we therefore reference section 1902(kk)
of the Act when referring to the
provisions added by section 6401(b) of
the ACA.

We noted in the proposed rule that
the statute uses the terms “providers of
medical or other items or services,”
“institutional providers,” and
“suppliers.” The Medicare program
enrolls a variety of providers and
suppliers, some of which are referred to
as “providers of services,” “institutional
providers,” “certified providers,”
“certified suppliers,” and “suppliers.” In
Medicare, the term “providers of
services” under section 1861(u) of the
Act means health care entities that
furnish services primarily payable
under Part A of Medicare, such as
hospitals, home health agencies
(including home health agencies
providing services under Part B),
hospices, and skilled nursing facilities.
The term “suppliers” defined in section
1861(d) of the Act refers to health care
entities that furnish services primarily
payable under Part B of Medicare, such
as independent diagnostic testing
facilities (IDTFs), durable medical
equipment prosthetics, orthotics, and
supplies (DMEPOS) suppliers, and
eligible professionals, which refers to
health care suppliers who are
individuals, that is, physicians and the
other professionals listed in section
1848(k)(3)(B) of the Act. For Medicaid
and CHIP, we use the terms “providers”
or “Medicaid providers” or “CHIP
providers” when referring to all
Medicaid or CHIP health care providers,
including individual practitioners,
institutional providers, and providers of
medical equipment or goods related to
care. The term “supplier” has no
meaning in the Medicaid program or
CHIP.

The new screening procedures
implemented pursuant to new section
1866(j)(2) of the Act are applicable to
newly enrolling providers and
suppliers, including eligible
professionals, beginning on March 25,
2011. These new procedures are
applicable to currently enrolled
Medicare, Medicaid, and CHIP
providers, suppliers, and eligible
professionals beginning on March 23,
2012. These new screening procedures
implemented pursuant to new section
1866(j)(2) of the Act are applicable
beginning on March 25, 2011 for those
providers and suppliers currently

enrolled in Medicare, Medicaid, and
CHIP who revalidate their enrollment
information. Within Medicare, the
March 25, 2011 implementation date
will impact those current providers and
suppliers whose 5-year revalidation
cycle (or 3-year revalidation cycle for
DMEPOS suppliers) results in
revalidation occurring on or after March
25, 2011 and before March 23, 2012.

The requirements for revalidation are
discussed in §424.515. It is important to
note that revalidation—for purposes of
both provider enrollment in general and
this final rule with comment period—
does not include routine changes of
information as described in §424.516(d)
and (e), such as address changes or
changes in phone number.

2. Summary of Existing Screening
Measures

Before we outline the new measures
we are finalizing under the ACA, it may
be helpful to provide a summary of
some of the screening measures already
being utilized in Medicare, Medicaid,
and CHIP. Pursuant to other authority,
but with the notable exception of
background checks and fingerprinting,
Medicare, generally through private
contractors, already employs a number
of the screening practices described in
section 1866(j)(2)(B) of the Act to
determine if a provider or supplier is in
compliance with Federal and State
requirements to enroll or to maintain
enrollment in the Medicare program.

We also believe it important to note
that nothing in this rule is intended to
abridge our established screening
authority under existing statutes and
regulations or to diminish the screening
that providers and suppliers currently
undergo. To the contrary; the provisions
specified in this final rule with
comment period are intended to
enhance our existing authority. This
rule’s provisions, in other words, set
“floors”—not ceilings—on enrollment
requirements for each screening level.

a. Licensure Requirements—Medicare
and Medicaid

Over the past several years, we have
taken a number of steps to strengthen
our ability to deny or revoke Medicare
billing privileges when providers or
suppliers do not have or do not
maintain the applicable State licensure
requirements for their provider or
supplier type or profession. We
established reporting responsibilities for
all providers, suppliers, and eligible
professionals in earlier regulations at
§424.516(b) through (e). To ensure that
only qualified providers and suppliers
remain in the Medicare fee-for-service
(FFS) program, we require that Medicare
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contractors review State licensing board
data on a monthly basis to determine if
providers and suppliers remain in
compliance with State licensure
requirements. Medicare billing
privileges would be revoked for those
providers and suppliers who do not
report a final adverse action (for
example, license revocation or
suspension, felony conviction) within
the applicable reporting period, as
required in § 424.516(b) through (e).
Medicare suppliers of DMEPOS and
IDTFs are already subject to similar
provisions in § 424.57(c) and
§410.33(g), respectively. DMEPOS
suppliers are also subject to additional
requirements including accreditation
and surety bonding, pursuant to
§424.57(c)(22) through (26) and
§424.57(d).

Medicare Advantage organizations
(MAOs) are required to verify licensure
of providers and suppliers, including
physicians and other health care
professionals, in accordance with
§422.204.

For Medicaid and CHIP, most States
do some checking of in-State provider
licenses, but the extent of scrutiny
varies. For example, in some States, the
existence of the license may be verified,
but little attention might be given to any
restrictions on the license.

b. Site Visits—Medicare

Pursuant to § 424.517, Medicare
conducts the following site visits and
takes the following actions, generally
through private contractors under CMS
direction:

e The National Supplier
Clearinghouse (NSC) Medicare
Administrative Contractor (the Medicare
contractor that processes enrollment
applications for suppliers of DMEPOS)
conducts pre-enrollment site visits to
DMEPOS suppliers that are not
associated with a chain supplier of
DMEPOS (a chain supplier of DMEPOS
is a supplier with 25 or more distinct
practice locations.)

e The NSC also conducts
unannounced post-enrollment site visits
to DMEPOS suppliers for which CMS or
the NSC believes there is a likelihood of
fraudulent or abusive activities to
ensure those DMEPOS suppliers remain
in compliance with the supplier
standards found at § 424.57(c). CMS at
times exercises its right to—

e Have the NSC conduct ad hoc pre-
and post-enrollment site visits to any
DMEPOS supplier;

e Have Medicare contractors conduct
pre-enrollment site visits to all IDTFs;
and

¢ Conduct ad hoc pre-and post
enrollment site visits to any prospective

Medicare provider and supplier or any
enrolled Medicare provider or supplier.
In addition, under 42 CFR parts 488

and 489, a State survey agency or an
approved national accreditation
organization with deeming authority
conducts pre-enrollment surveys for
certified providers and suppliers to
determine whether they meet the
applicable Federal conditions and
requirements for their provider or
supplier type before they can participate
in the Medicare program.

We note that the site visits discussed
here and elsewhere within this
preamble and the final regulations are
separate and apart from the site visits
that are conducted pursuant to the
Clinical Laboratory Improvement
Amendments (CLIA). We will work with
our State survey agency partners in
coordinating these site visits so as to
avoid duplication and burden on
providers.

c. Database Checks—Medicare

Under existing regulation, Medicare
contractors employ database checks of
eligible professionals, owners,
authorized officials, delegated officials,
managing employees, medical directors,
and supervising physicians (at IDTFs
and laboratories) as part of the Medicare
provider and supplier enrollment
process. These include database checks
with the Social Security Administration
(SSA) (to verify an individual’s SSN),
the National Plan and Provider
Enumeration System (NPPES) to verify
the National Provider Identifier (NPI) of
an eligible professional, and State
licensing board checks to determine if
an eligible professional is appropriately
licensed to furnish medical services
within a given State. These checks also
include checking a provider or supplier
against the HHS OIG’s List of Excluded
Individuals/Entities (LEIE) and the
General Service Administration’s
Excluded Parties List System (EPLS).
All of the database checks have been
used to assess the eligibility and
qualifications of providers and suppliers
to enroll in the Medicare program, to
confirm the identity of an eligible
professional to ensure that he or she
may be considered for enrollment in the
Medicare program.

Also, on a monthly basis, CMS’
Medicare contractors systematically
compare enrolled providers, suppliers,
and eligible professionals against the
information in the Medicare Exclusions
Database. The Medicare Exclusions
Database identifies providers, suppliers,
and eligible professionals who have
been excluded from the Medicare and
Medicaid programs by the HHS OIG.
When a match is found, the HHS OIG

exclusion information is systematically
noted in the Medicare enrollment record
of the provider, supplier, or eligible
professional. In the Medicare program,
we deny or revoke the billing privileges
of providers, suppliers, and eligible
professionals who have been excluded
by the HHS OIG. If the HHS OIG lifts the
exclusion, the provider, supplier or
eligible professional must reapply for
enrollment in the Medicare program. In
addition, Medicare contractors also
review State licensure Web sites on a
monthly basis to ensure that eligible
professionals continue to meet State
licensing requirements.

In addition, since January 2009, we
have compared date of death
information obtained from the Social
Security Administration Death Master
File (SSA DMF) with the information
maintained in the National Plan and
Provider Enumeration System (NPPES),
the system that assigns an NPI to
individuals and organizations. Based on
this comparison and the subsequent
verification, we have deactivated the
NPIs of more than 11,500 individuals
who were previously assigned a type 1
(individual) NPI. We automatically
transfer this information from NPPES to
the Provider Enrollment, Chain, and
Ownership System (PECOS), CMS’
national Medicare enrollment repository
to deactivate a deceased individual’s
Medicare billing privileges. In addition,
Medicare contractors are required to
review and act upon monthly files that
contain a list of non-practitioner
individuals enrolled in the Medicare
program who have been reported to the
SSA as deceased. These individuals
include: Owners, authorized officials,
and delegated officials.

MAGQ s, as required by § 422.204,
generally use database checks to verify
licensure and licensure sanctions and
limitations with State licensing boards
and the Federation of State Medical
Boards, DEA certificates with the
National Technical Information Service
(NTIS), history of adverse professional
review actions and malpractice from the
National Practitioner Data Bank (NPDB),
accreditation status of institutional
providers and suppliers with national
accrediting boards, such as The Joint
Commission (TJC), and search for HHS
OIG exclusions using the HHS OIG Web
site http://oig.hhs.gov/fraud/exclusions/
exclusions_list.asp.

d. Criminal Background Checks—
Medicare

Section 6401(a) of the ACA amended
Section 1866(j) of the Act authorized the
Secretary to perform criminal
background checks. As described in
§424.530(a) and § 424.535(a), CMS or its
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designated Medicare contractor may
deny or revoke the Medicare billing
privileges of the owner of a provider or
supplier, a physician or non-physician
practitioner, and terminate any
corresponding provider or supplier
agreement for a number of reasons,
including an exclusion from the
Medicare, Medicaid, and any other
Federal health care program, a felony
within the preceding 10 years that is
considered detrimental to the Medicare
program, and/or submission of false or
misleading information on the Medicare
enrollment application. While we
require our Medicare contractors to
verify data submitted on, and as part of,
the Medicare provider/supplier
enrollment application, our contractors
are not able to verify information that
may have been purposefully omitted or
changed in a manner to obfuscate any
previous criminal activity. A 2005
report issued by the National Task Force
on the Criminal Backgrounding of
America, sponsored by the Bureau of
Justice Statistics and the U.S.
Department of Justice, defined a
Criminal History Record Check as a
check that returns records from official
criminal repositories (meaning State
repositories and the Federal Bureau of
Investigations (FBI) Interstate
Identification Index that links Federal
and State criminal record systems), and
the FBI uses the same terminology. For
purposes of responding to comments in
this document we use the term criminal
history record check to mean criminal
background checks when referring to
such fingerprint-based checks. Criminal
History Record Checks have not been
historically used in the FFS Medicare
enrollment screening process.

e. Medicare MAO Requirements

As mentioned earlier in this section,
MAQ:s already employ a number of
screening procedures in accordance
with regulations and CMS manual
instructions. Specifically, under
§422.204(b)(3) in the case of providers
meeting the definition of “provider of
services” in section 1861(u) of the Act,
basic benefits may only be provided
through providers if they have a
provider agreement with us permitting
them to furnish services under original
Medicare. With respect to other entities
like suppliers, § 422.204(b)(3) requires
that they “meet the applicable
requirements of title XVIII and Part A of
title XI of the Act.” Given these
requirements we considered to what
extent MAOs would be required to
apply the identical screening
requirements we proposed for the
original Medicare program or whether
substantively similar alternative

approaches adopted by MAOs would be
acceptable. Accordingly, we solicited
public comments on whether or to what
extent MAOs should be required to
implement the same enhanced
screening requirements for providers,
suppliers and physicians that we
proposed for the original Medicare
program.

f. Fingerprinting—Medicare

Previous to this final rule with
comment period fingerprinting and
fingerprint-based criminal history
record information from the FBI was not
used in the Medicare enrollment
screening process.

g. Screening—Medicaid and CHIP

States vary in the degree to which
they employ screening methods such as
unscheduled and unannounced site
visits and database checks, including
such checks across State lines, criminal
background checks, and fingerprinting.
However, at least a few States utilize
each of those methods.

States also varied in what they require
their managed care entities (MCEs) 2 to
do in terms of screening network-level
providers that are not also enrolled in
the Medicaid program as FFS providers.
We considered to what extent States
must require their MCEs to apply the
identical screening requirements we
proposed for the States or whether
substantively similar alternative
approaches adopted by MCEs are
acceptable. Accordingly, we solicited
public comments on whether or to what
extent MCEs should be required to
implement the same enhanced
screening requirements for Medicaid
and CHIP providers that we proposed
for State Medicaid and CHIP programs.

We again stress that the provider
enrollment verification tools that we are
currently using—including, but not
limited to, those described previously—
will not in any way be diminished as a
result of this final rule with comment
period. In other words, the validation
techniques in this rule do not supplant
those that are presently in use.

2For purposes of this preamble and the final
regulations, “managed care entity” and “MCE” will
have the meaning Medicaid managed care
organization (MCO), primary care case manager
(PCCM), prepaid inpatient health plan (PIHP),
prepaid ambulatory health plan (PAHP), and health
insuring organization (HIO). This definition differs
from the meaning in section 1932(a)(1)(B) of the
Social Security Act, which limits MCEs to Medicaid
MCOs and PCCMs. We are using a more inclusive
definition for the regulation so that all those entities
in States’ managed care programs will provide
disclosure information.

3. General Screening of Providers—
Medicare

a. Proposed Screening Requirements

Section 1866(j)(2)(B) of the Act
requires the Secretary to determine the
level of screening applicable to
providers and suppliers according to the
risk of fraud, waste, and abuse the
Secretary determines is posed by
particular provider and supplier
categories.

In considering how to establish
consistent screening standards, we
proposed to designate provider and
supplier categories that are subject to
certain screening procedures based on
CMS’ assessment of fraud, waste and
abuse risk of the provider or supplier
category, taking into consideration a
variety of factors. These factors include
our own experience with claims data
used to identify fraudulent billing
practices as well as the expertise
developed by our contractors charged
with investigating and identifying
instances of Medicare fraud across a
broad spectrum of providers. In
addition, CMS has relied on insights
gained from numerous studies
conducted by the HHS-OIG, GAO, and
other sources. We have designated
categories of providers or suppliers (for
example, “newly enrolling DME
suppliers” or “currently enrolled home
health agencies”) that are subject to
screening procedures based on our
assessment of the level of screening
based on the risk presented by the
category of provider. There are three
levels of screening and associated risk:
“limited,” “moderate” and “high,” and
each provider/supplier category is
assigned to one of these three screening
levels. The categories described below
and associated risk levels assigned are
designed to identify those categories of
providers and suppliers that pose a risk
of fraud, waste, and abuse.

The screening procedures applicable
to each screening level are set by us and
are included in this final rule with
comment period. Under this approach,
the relevant Medicare contractor (for
example, fiscal intermediary, regional
home health intermediary, carriers, Part
A or Part B Medicare Administrative
Contractor (A/B MAC), or the NSC
Administrative Contractor) would
utilize the screening tools mandated by
us for the screening level assigned to a
particular provider or supplier category.

We solicited comments on the
proposed assignment of specific
provider and supplier types to the
proposed risk screening levels,
including what criteria should be
considered in making such assignments,
whether such assignments should be
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released publicly, whether they should
be subject to agency review and updated
according to an established schedule
(that is, annually, bi-annually), and the
extent to which they should be updated

according to evolving risks. We also
solicited comments on any additional
database checks that we should consider
as a type of screening.

Based on the level of screening
assigned, we proposed that the
Medicare contractors would establish
and conduct the following categorical
screenings.

TABLE 1—PROPOSED SCREENING LEVELS AND PROCEDURES FOR MEDICARE PHYSICIANS, NON-PHYSICIAN
PRACTITIONERS, PROVIDERS, AND SUPPLIERS

Type of screening required Limited Moderate High

Verification of any provider/supplier-specific requirements established by Medicare ................ X X X
Conduct license verifications, (may include licensure checks across States) ..........c.ccccvveeeeene X X X
Database Checks (to verify Social Security Number (SSN), the National Provider Identifier

(NPI), the National Practitioner Data Bank (NPDB) licensure, an OIG exclusion; taxpayer

identification number; tax delinquency; death of individual practitioner, owner, authorized

official, delegated official, or supervising physiCian) ...........ccccoeciiiiiiiiiiii i X X X
Unscheduled or Unannounced Site Visits X X
Criminal BackgrounNd CRECK .........ccoiiieriiriiiiiniieie ettt st saeesne e enneane | eesseessesseesnenennns | seessessessesseneenses X
FINGEIPINTING ..t e e e e s e e e s nr e e s s nneesasnneesanneeenanneessnnneenss | nnseressseneessnnnesanne | eeesssreesssnreesnannes X

As described previously, we already
require Medicare contractors to ensure
that every provider or supplier meets
any applicable Federal regulations or
State requirements, including applicable
licensure requirements 3 for the provider
or supplier type prior to making an
enrollment determination. In addition,
we also require that Medicare
contractors conduct monthly reviews of
State licensing board actions to
determine if an individual practitioner,
such as a physician or non-physician
practitioner continues to meet State
licensing requirements. In the case of
organizational entities, we also require
our Medicare contractors to conduct
monthly or periodic checks to
determine if an organizational entity
continues to meet the Federal and State
requirements for its provider or supplier
type. Such verifications help ensure that
a prospective provider or supplier is
eligible to participate in the Medicare
program or that an existing provider or
supplier is eligible to maintain its
Medicare billing privileges.

Previous to this final rule with
comment period, in the Medicare
program, DMEPOS suppliers were
required to re-enroll every 3 years, and
other providers were required to
revalidate their enrollment every
5 years. The terms revalidation and re-

3 We note that under section 408 of the
reauthorized Indian Health Care Improvement Act,
“[a]lny requirement for participation as a provider of
health care services under a Federal health care
program that an entity be licensed or recognized
under the State or local law where the entity is
located to furnish health care services shall be
deemed to have been met in the case of an entity
operated by the [Indian Health] Service, an Indian
tribe, tribal organization, or urban Indian
organization if the entity meets all the applicable
standards for such licensure or recognition,
regardless of whether the entity obtains a license or
other documentation under such State or local law.”
25 U.S.C. 1647a.

enrollment were often used
interchangeably, but are actually
specific to these provider types. To
eliminate any confusion about which
term applies to which provider or
supplier, we proposed language at
§424.57(e) to change all references from
re-enroll or re-enrollment to revalidate
or revalidation. In addition, the ACA
requires that no provider or supplier
shall be allowed to enroll in Medicare
or revalidate its enrollment in Medicare
after March 23, 2013 without being
screened pursuant to the authorities
covered by this final rule with comment
period. To assist us in assuring that the
statutory effective date is met, we
proposed at § 424.515 to permit us to
require that a provider or supplier
revalidate its enrollment at any time.
After the revalidation, the current cycle
for revalidation (3 years for DMEPOS,
and 5 years for all other providers)
would apply.

(1) Limited

Based on our own analysis of
historical trends and our own
experience with provider screening and
enrollment we proposed that, as a
category, the following providers and
suppliers pose a limited risk to the
Medicare program: Physician or non-
physician practitioners and medical
groups or clinics; providers or suppliers
that are publicly traded on the NYSE or
NASDAQ; ambulatory surgical centers
(ASCs); end-stage renal disease (ERSD)
facilities; Federally qualified health
centers (FQHCs); histocompatibility
laboratories; hospitals, including critical
access hospitals (CAHs); Indian Health
Service (IHS) facilities; mammography
screening centers; organ procurement
organizations (OPOs); mass
immunization roster billers, portable x-
ray suppliers; religious nonmedical

health care institutions (RNHCIs); rural
health clinics (RHCs); radiation therapy
centers; skilled nursing facilities (SNFs),
and public or government-owned
ambulance services suppliers.

In §424.518(a), we proposed that the
following screening tools will apply to
providers and suppliers in categories
designated as limited risk: (1)
Verification that a provider or supplier
meets any applicable Federal
regulations, or State requirements for
the provider or supplier type prior to
making an enrollment determination; (2)
verification that a provider or supplier
meets applicable licensure
requirements; and (3) database checks
on a pre- and post-enrollment basis to
ensure that providers and suppliers
continue to meet the enrollment criteria
for their provider/supplier type.

To assist readers in understanding the
type of providers and suppliers that we
proposed to include in the limited risk
screening level, we are providing the
following table.

TABLE 2—PROPOSED MEDICARE PRO-
VIDERS AND SUPPLIERS DESIGNATED
AS A “LIMITED” CATEGORICAL RIsSK
FOR SCREENING PURPOSES

Provider/supplier category

Physician or non-physician practitioners and
medical groups or clinics.

Providers or suppliers that are publicly traded
on the NYSE or NASDAQ.
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TABLE 2—PROPOSED MEDICARE PRO-
VIDERS AND SUPPLIERS DESIGNATED
AS A “LIMITED” CATEGORICAL RIsSK
FOR SCREENING PURPOSES—Con-
tinued

Provider/supplier category

Ambulatory surgical centers, end-stage renal
disease facilities, Federally qualified health

centers, histocompatibility laboratories,
hospitals, including critical access hos-
pitals, Indian Health Service facilities,

mammography screening centers, organ
procurement organizations, mass immuni-
zation roster billers, portable x-ray supplier,
religious non-medical health care institu-
tions, rural health clinics, radiation therapy
centers, skilled nursing facilities, and public
or government-owned or -affiliated ambu-
lance service suppliers.

(2) Moderate

Based on our experience, we
proposed that community mental health
centers (CMHGCs); comprehensive
outpatient rehabilitation facilities
(CORFs); hospice organizations;
independent diagnostic testing facilities
(IDTFs); independent clinical
laboratories; and non-public, non-
government owned or affiliated
ambulance services suppliers pose a
moderate risk to the Medicare program.
However, we provided that any such
provider or supplier that is publicly
traded on the NYSE or NASDAQ would
be considered limited risk. Furthermore,
we proposed that currently enrolled
(revalidating) home health agencies
would be considered “moderate” risk,
except any such provider that is
publicly traded on the NYSE or
NASDAQ would be considered limited
risk. Finally, we proposed that currently
enrolled (re-validating) suppliers of
DMEPOS pose a moderate risk, except
that any such supplier that is publicly
traded on the NYSE or NASDAQ would
be considered “limited” risk. We
provide our rationale for these
categories in this section below.

For those provider and supplier
categories in the “moderate” screening
level, we proposed that Medicare
contractors would conduct
unannounced pre- and/or post-
enrollment site visits in addition to
those screening tools applicable to the
limited level of screening. Based on the
success of pre-and/or post enrollment
site visits conducted by the NSC during
the enrollment process for suppliers of
DMEPOS and a similar process
established by carriers and A/B MACs
during the enrollment of IDTFs, we
believe that unscheduled and
unannounced pre-and post-enrollment
site visits help ensure that suppliers are

operational and meet applicable
supplier standards or performance
standards. In addition, we believe that
unscheduled and unannounced pre-and
post-enrollment site visits are an
essential tool in determining whether a
provider or supplier is in compliance
with its reporting responsibilities,
including the requirement in § 424.516
to notify the Medicare contractor of any
change of practice location.

Moreover, §424.530(a)(5) and
§424.535(a)(5) give us the authority to
deny or revoke Medicare billing
privileges for providers and suppliers if
the provider or supplier is not
operational or the provider does not
maintain the established provider or
supplier performance standards. And
while we do not believe that
unscheduled or unannounced site visits
are necessary for all providers and
suppliers, we do believe that a number
of businesses, like the ones mentioned
below, pose an increased risk to the
Medicare program, due at least in part
to the lack of individual professional
licensure.

In addition, as discussed below, we
have found that certain types of
providers and suppliers that easily enter
a line or business without clinical or
business experience—for example, by
leasing minimal office space and
equipment—present a higher risk of
possible fraud to our programs. As such,
we believe that because these types of
providers pose an increased risk of
fraud they should be subject to
substantial scrutiny before being
permitted to enroll and bill Medicare,
Medicaid, or CHIP. This type of pre-
enrollment scrutiny will help us move
away from the “pay and chase”
approach.

Most of the provider and supplier
categories in the moderate screening
level are generally highly dependent on
Medicare, Medicaid, or CHIP to pay
their salaries and other operating
expenses and are subject to less
additional government or professional
oversight than the providers and
suppliers in the limited risk screening
level. Accordingly, we believe it is
appropriate and necessary to conduct
unscheduled and unannounced pre-
enrollment site visits to ensure that
these prospective providers and
suppliers meet our enrollment
requirements prior to enrolling in the
Medicare program. Moreover, we
believe that post-enrollment site visits
are also important to ensure that the
enrolled provider or supplier remains a
viable health care provider or supplier
in the Medicare program.

Accordingly, we proposed in
§424.518(b) that in addition to the

categorical screening tools used with
respect to limited risk providers and
suppliers, Medicare contractors would
conduct unannounced and unscheduled
site visits prior to enrolling the
providers and suppliers assigned to the
moderate risk screening level, as set
forth earlier in this Section.

In the proposed rule, we set forth our
rationale for the assessment of risk
ascribed to the providers and suppliers
assigned to the “moderate” level of
screening. First, we noted that HHS OIG
and GAO have issued studies indicating
that several of the provider and supplier
types cited previously pose an elevated
risk of fraud, waste and abuse to the
Medicare and Medicare programs and
CHIP. In an October 2007 report titled,
“Growth in Advanced Imaging Paid
under the Medicare Physician Fee
Schedule” (OEI-01-06—00260), the HHS
OIG recommended that CMS consider
conducting site visits to monitor IDTFs’
compliance with Medicare
requirements.” In addition, in an April
2007 report titled, “Medicare Hospices:
Certification and Centers for Medicare &
Medicaid Services Oversight” (OEI-06—
05—-00260), the HHS OIG recommended
that CMS seek legislation to establish
additional enforcement remedies for
poor hospice performance. In response
to this recommendation, CMS stated
that it was considering whether to
pursue new enforcement remedies for
poor hospice performance. While the
Medicare enrollment process is not
designed to verify the conditions of
participation, we do believe that more
frequent onsite visits may help identify
those hospice organizations that are no
longer operational at the practice
location identified on the Medicare
enrollment application.

In a January 2006 report titled,
“Medicare Payments for Ambulance
Transports” (OEI-05-02—000590), the
HHS OIG found that “25 percent of
ambulance transports did not meet
Medicare’s program requirements,
resulting in an estimated $402 million
in improper payments.”

In an August 2004 report titled,
“Comprehensive Outpatient
Rehabilitation Facilities: High Medicare
Payments in Florida Raise Program
Integrity Concerns” (GAO-04-709), the
GAO concluded that, “[s]izeable
disparities between Medicare therapy
payments per patient to Florida CORFs
and other facility-based outpatient
therapy providers in 2002—with no
clear indication of differences in patient
needs—raise questions about the
appropriateness of CORF billing
practices. After finding high rates of
medically unnecessary therapy services
to CORFs, CMS’s claims administration
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contractor for Florida took steps to
ensure appropriate claim payments for a
small, targeted group of CORF patients.
Despite its limited success, billing
irregularities continued among some
CORF's and many CORFs continued to
receive relatively high payments the
following year. This suggests that the
contractor’s efforts were too limited in
scope to be effective with all CORF
providers.”

In addition to GAO and HHS OIG
studies and reports, a number of Zone
Program Integrity Contractors (ZPIC)
and Program Safeguard Contractors
(PSC) used by CMS in helping to fight
fraud in Medicare, have taken a number
of administrative actions including
payment suspensions and increased
medical review, for the provider and
supplier types shown previously. For
example, the Zone 7 ZPIC contractor in
South Florida has conducted onsite
reviews at 62 CORFs since January 2010
and recommended revocation for 51
COREFs, or 82 percent of the CORFS in
the area. The same contractor has
conducted an onsite reviews at 38
CMHC:s located in Dade, Broward, and
Palm Beach County since January 2010,
and recommended that 30 CMHCs be
revoked for noncompliance (79 percent
of the CMHGCs in the area). In each
instance where the ZPIC requested a
revocation, the CMHC was also placed
on prepay review. We have also
conducted an analysis of IDTF licensure
requirements and have found several
circumstances that indicate irregularity
and potential risk of fraud. Although
independent clinical laboratories are
subject to survey against CLIA
requirements, there are nonetheless a
number of potentials for fraud, not the
least of which is the sheer volume of
service and associated billing generated
by these entities.

We believe that there is ample
evidence to support the use of post-
enrollment site visits as a reliable and
effective tool to ensure that a current
supplier of DMEPOS remains
operational and continues to meet the
supplier standards found in §424.57(c).
In a March 2007 report titled, “Medical
Equipment Suppliers Compliance with
Medicare Enrollment Requirements”
(OEI-04—-05—-00380), the HHS OIG
concluded that, “By helping to ensure
the legitimacy of DMEPOS suppliers,
out-of-cycle site visits may help to
prevent fraud, waste, and abuse in the
Medicare program. CMS may want to
consider the findings of our study as
they determine how and to what extent
out-of-cycle site visits of DMEPOS
suppliers will occur.” Today, the NSC
MAC utilizes post-enrollment site visits
as the primary screening to determine

ongoing compliance with the
enrollment criteria set forth in
§424.57(c). Therefore, we have included
currently enrolled DMEPOS suppliers in
the “moderate” category.

We also noted that, in addition to the
new screening measures proposed in the
proposed rule under the existing
regulation at §424.517, a Medicare
contractor may conduct an
unannounced or unscheduled site visit
at any time for any provider or supplier
type prior to enrolling a prospective
provider or supplier or for any existing
provider or supplier enrolled in the
Medicare program. While the primary
purpose of an unannounced and
unscheduled site visit is to ensure that
a provider or supplier is operational at
the practice location found on the
Medicare enrollment application, a
Medicare contractor may also verify
established supplier standards or
performance standards other than
conditions of participation (CoP) subject
to survey and certification by the State
Survey agency, where applicable, to
ensure that the supplier remains in
compliance with program requirements.

To assist readers in understanding the
type of providers and suppliers that we
proposed to be in the “moderate” risk
screening level, we are providing the
following table.

TABLE 3—PROPOSED MEDICARE PRO-
VIDERS AND SUPPLIERS DESIGNATED
AS A “MODERATE” CATEGORICAL
RISK FOR SCREENING PURPOSES

Provider/supplier category

Community mental health centers; com-
prehensive outpatient rehabilitation facili-
ties; hospice organizations; independent di-
agnostic testing facilities; independent clin-
ical laboratories; and non-public, non-gov-
ernment owned or affiliated ambulance
services suppliers. (Except that any such
provider or supplier that is publicly traded
on the NYSE or NASDAQ is considered
“limited” risk.)

Currently enrolled (revalidating) home health
agencies. (Except that any such provider
that is publicly traded on the NYSE or
NASDAQ is considered “limited” risk.)

Currently enrolled (re-validating) suppliers of
DMEPOS. (Except that any such supplier
that is publicly traded on the NYSE or
NASDAQ is considered “limited” risk.)

(3) High

For those provider and supplier
categories assigned the “high” level of
screening, we proposed that, in addition
to the screening tools applicable to the
limited and moderate level of screening,
Medicare contractors would use the
following screening tools in the
enrollment process: (1) Criminal

background check; and (2) submission
of fingerprints using the FD-258
standard fingerprint card. (The FD-258
fingerprint card is recognized nationally
and can be found at local, county or
State law enforcement agencies where,
for a fee, agencies will supply the card
and take the fingerprints.) We proposed
that these tools would be applied to
owners, authorized or delegated officials
or managing employees of any provider
or supplier assigned to the “high” level
of screening. We believe that criminal
background checks will assist us in
determining if such individuals
submitted a complete and truthful
Medicare enrollment application and
whether an individual is eligible to
enroll in the Medicare program or
maintain Medicare billing privileges.
We believe that this position is
supported by testimony of the GAO
before the subcommittees for Health and
Oversight and Ways and Means within
the House of Representatives on June
15, 2010, stating in part that “[c]hecking
the background of providers at the time
they apply to become Medicare
providers is a crucial step to reduce the
risk of enrolling providers intent on
defrauding or abusing the program. In
particular, we have recommended
stricter scrutiny of enrollment processes
for two types of providers whose
services and items CMS has identified
as especially vulnerable to improper
payments—home health agencies
(HHAs) and suppliers of durable
medical equipment, prosthetics,
orthotics, and supplies (DMEPOS).”

In §424.518(c)(1), we proposed that,
unless they are publicly traded on the
NYSE or NASDAQ), newly enrolling
HHAs and suppliers of DMEPOS would
be assigned to the high risk screening
level. Based on our experience and on
work conducted by the HHS OIG and
the GAO, and because we do not have
the monitoring experience with newly
enrolling DMEPOS suppliers or HHAs
that we have with those currently
enrolled, we assigned these providers
and suppliers to the “high” risk
screening level. We are especially
concerned about newly enrolling HHAs
and suppliers of DMEPOS because of
the high number of HHAs and suppliers
of DMEPQOS already enrolled in the
Medicare program and program
vulnerabilities that these entities pose to
the Medicare program. Below is a list of
HHS OIG and GAO reports identifying
home health agencies and suppliers of
DMEPOS as posing an elevated risk to
the Medicare program.

¢ In a December 2009 report titled,
“Aberrant Medicare Home Health
Outlier Payment Patterns in Miami-
Dade County and Other Geographic
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Areas in 2008” (OEI-04—-08-00570), the
HHS OIG recommended that CMS
continue with efforts to strengthen
enrollment standards for home health
providers to prevent illegitimate HHAs
from obtaining billing privileges.

¢ In a February 2009 report titled,
“Medicare: Improvements Needed to
Address Improper Payments in Home
Health” (GAO-09-185), the GAO
concluded that the Medicare enrollment
process does not routinely include
verification of the criminal history of
applicants, and without this information
individuals and businesses that
misrepresent their criminal histories or
have a history of relevant convictions,
such as for fraud, could be allowed to
enter the Medicare program. In addition,
the GAO recommended that CMS assess
the feasibility of verifying the criminal
history of all key officials named on the
Medicare enrollment application.

¢ In a February 2008 report titled,
“Los Angeles County Suppliers’
Compliance with Medicare Standards:
Results from Unannounced Visits”
(OEI-09-07-00550) and in a March
2007 report titled, “South Florida
Suppliers’ Compliance with Medicare
Standards: Results from Unannounced
Visits (OEI-03—07—-00150), the HHS OIG
recommended that CMS strengthen the
Medicare DMEPOS supplier enrollment
process and ensure that suppliers meet
Medicare supplier standards. The HHS
OIG provided several options to
implement this recommendation
including: (1) Conducting more
unannounced site visits to suppliers; (2)
performing more rigorous background
checks on applicants; (3) assessing the
fraud risk of suppliers; and (4) targeting,
monitoring, and enforcement of high
risk suppliers.

¢ In a September 2005 report titled,
“Medicare: More Effective Screening
and Stronger Enrollment Standards
Needed for Medical Equipment
Suppliers” (GAO-05-656), the GAO
concluded that,

CMS is responsible for assuring that
Medicare beneficiaries have access to the
equipment, supplies, and services they need,
and at the same time, for protecting the
program from abusive billing and fraud. The
supplier standards and NSC’s gate keeping
activities were intended to provide assurance
that potential suppliers are qualified and
would comply with Medicare rules.
However, there is overwhelming evidence—
in the form of criminal convictions,
revocations, and recoveries—that the
enrollment processes and the standards are
not strong enough to thoroughly protect the
program from fraudulent entities. We believe
that CMS must focus on strengthening the
standards and overseeing the supplier
enrollment process. It needs to better focus
on ways to scrutinize suppliers to ensure that

they are responsible businesses, analogous to
Federal standards for evaluating potential
contractors.

We recognize that there may also be
circumstances where a particular
provider or supplier or group of
providers and suppliers may pose a
higher risk of fraud, waste, and abuse
than the screening level assignment for
their category assessed. Therefore, in
§424.518(c)(3), we proposed specific
criteria that we would use to adjust the
classification of a provider or supplier
into a higher risk screening level than
would generally apply to the entire
category of provider or supplier, in
order to address specific program
vulnerabilities. We solicited comments
on specific additional circumstances
that might justify shifting a provider or
supplier into a higher screening level
than would generally apply to its
category. We also solicited comments on
the criteria that we could use to shift the
screening level back down.

In §424.518(c)(3)(i), we proposed to
adjust a provider or supplier from the
limited or “moderate” risk screening
level to the “high” risk screening level
when we have evidence from or
concerning a physician or non-
physician practitioner that another
individual is using his or her identity
within the Medicare program. In
§424.518(c)(3)(ii) and (iii), which in this
final rule with comment period has
been redesignated § 424.518(c)(3)(i) and
(ii), we proposed to adjust a provider or
supplier from the “limited” or
“moderate” level of screening to the
“high” screening level when: The
provider or supplier has been placed on
a previous payment suspension within
the previous ten years; or the provider
or supplier has been excluded by the
HHS OIG or had its Medicare billing
privileges revoked by a Medicare
contractor within the previous 10 years
and is attempting to establish additional
Medicare billing privileges for a new
practice location or by enrolling as a
new provider or supplier. In addition,
we believe that providers that have been
terminated or otherwise precluded from
billing Medicaid should be adjusted
from the “limited” or “moderate”
screening level to the “high” screening
level. We believe that such providers or
suppliers pose an elevated level of risk
to the Medicare program.

In §424.518(c)(3)(iv), redesignated in
this final rule with comment period as
§424.518(c)(3)(iii), we proposed to
adjust providers or suppliers from the
“limited” or “moderate” level of
screening to the “high” level of
screening for 6 months after we lift a
temporary moratorium (see section II.C.
of this final rule with comment period)

applicable to such providers or
suppliers. This would include providers
and suppliers revalidating their
enrollment if the moratorium is
applicable to the provider or supplier
type. We solicited comments on criteria
that would justify reassignment of
providers or suppliers from the
“limited” or “moderate” screening level
to the “high” screening level. We also
solicited comments on criteria
appropriate to the reassignment from
“high” to “moderate” screening levels or
“limited” screening levels. We also
solicited comment on the applicability
of geographical circumstances as a
possible criterion for adjusting
providers or suppliers from one
screening level to another. We also
solicited comment on whether non-
practitioner owned facilities and
suppliers should be subject to a higher
level of screening than their
practitioner-owned counterparts or,
whether there is an appropriate
corresponding trigger for non-
practitioner owned facilities and
suppliers. We solicited comment on
whether providers and suppliers should
be subject to higher levels of screening
when the provider specialty does not
match clinic type on an enrollment
application. We solicited comment on
what objective conditions might support
a broad set of circumstances or factors
that would allow us to determine that
provider screening levels by risk should
be based on “other conditions or factors
that CMS determines are necessary to
combat fraud, waste, and abuse.”

We solicited public comment on the
appropriateness of using criminal
background checks in the provider
enrollment screening process, including
the instances when such background
checks might be appropriate, the
process of notifying a provider, supplier
or individual that a criminal
background check is to be performed,
and the frequency of such checks.

We solicited comment on the use of
fingerprinting as a screening measure in
our programs. We recognized that
requesting, collecting, analyzing, and
checking fingerprints from providers
and suppliers are complex and sensitive
undertakings that place certain burdens
on affected individuals. There are
privacy concerns and operational
concerns about how to assure individual
privacy, how to check fingerprints
against appropriate law enforcement
fingerprint databases, and how to store
the results of the query of the data bases
and also how to handle the subsequent
analysis of the results. As a result, we
solicited comments on how CMS or its
contractor should maintain and store
fingerprints, what security processes
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and measures are needed to protect the
privacy of individuals, and any other
issues related to the use of fingerprints
in the enrollment screening process. We
were interested in comments on
possible circumstances in which
fingerprinting would be potentially
useful in provider screening or other
fraud prevention efforts. Our proposed
screening approach contemplated
requesting fingerprints from providers
and suppliers designated as presenting
a “high” risk of fraud. We solicited
comment on this requirement, the
circumstances under which it is
appropriate, limitations on its use and
any alternatives to the proposed
approach regarding fingerprints. Our
proposed approach allowed denial of
billing privileges to newly enrolled
providers and suppliers and revocation
of billing privileges for revalidating
providers and suppliers if owners or
officials of providers or suppliers
refused to submit fingerprints when
requested to do so. We solicited
comments on this proposal including its
appropriateness and utility as a fraud
prevention tool. In addition, we also
solicited comment on the applicability
and appropriateness of using, in
addition to or in lieu of fingerprinting,
other enhanced identification
techniques and secure forms of
identification including but not limited
to other biological or biometric
techniques, passports, United States
Military identification, or Real ID
drivers licenses. As technology and
secure identification techniques change,
the tools we use may change to reflect
improvements or shifts in technology or
in risk identification. We solicited
comment on the appropriate uses of
these techniques.

We noted that any physician or non-
physician practitioner or organizational
provider or supplier that is denied
enrollment into the Medicare program
or whose Medicare billing privileges are
revoked is afforded due process rights
under § 405.874.

To assist readers in understanding the
type of providers and suppliers that we
proposed to include in the “high” risk
screening level, we are providing the
following table.

TABLE 4—PROPOSED MEDICARE PRO-

VIDERS AND SUPPLIERS DESIGNATED
AS A “HiGH” CATEGORICAL RIsK
FOR SCREENING PURPOSES

Provider/supplier category

Prospective (newly enrolling) home health
agencies and suppliers of DMEPOS. (Ex-
cept that any such provider or supplier that
is publicly traded on the NYSE or
NASDAQ is considered “limited” risk.)

The new screening procedures
implemented pursuant to new section
1866(j)(2) of the Act will be applicable
to newly enrolling categories providers
and suppliers beginning on March 25,
2011. These new screening procedures
will also be applicable beginning on
March 25, 2011 for those providers and
suppliers currently enrolled in
Medicare, Medicaid, and CHIP who
revalidate their enrollment information.
For Medicare, this will impact those
providers and suppliers whose
revalidation cycle results in revalidation
occurring between March 25, 2011 and
March 23, 2012. Finally, these new
procedures will be applicable to
currently enrolled Medicare, Medicaid,
and CHIP providers and suppliers
beginning on March 23, 2012, in
accordance with section 1866(j)(2)(ii) of
the Act. As such, some providers and
suppliers may be required to revalidate
their enrollment outside of their regular
revalidation cycle. However, the
additional screening procedures for
categories and individuals in the high
level of screening, namely, as discussed
below, fingerprint-based criminal
history record checks, will be
implemented 60 days following the
publication of subregulatory guidance.

b. Analysis of and Responses to Public
Comment on Medicare Screening
Categories

Below is a summary of the comments
we received regarding the screening
categories and the validation activities
contained within each category.

Comment: Several commenters
expressed concern that we differentiated
between publicly traded and non-
publicly traded entities. Many
commenters stated that CMS did not
specify how publicly traded companies
were any less of a fraud risk than
companies that are not publicly traded.
Several commenters suggested this
distinction was arbitrary and without
merit. One commenter stated that being
publicly traded does not offer immunity
from risk, and that having one set of
standards for all providers will make it
easier for governments, providers and
consumers to identify and address fraud

and abuse. One trade association argued
that it preferred an approach that would
elevate its members into a higher risk
screening level than to distinguish
among its members based upon whether
a particular entity was publicly traded.
Another commenter suggested that CMS
withdraw its proposal; and requested
that if CMS decides to implement it, it
should provide the data analysis it used
in creating this policy choice and
explain why large privately held
companies are a greater risk than
publicly traded companies.

Response: We agree with the
arguments the commenters made
regarding distinguishing among
screening levels based on a provider or
supplier’s publicly traded status, and
thus we have eliminated the distinction
between publicly traded and non-
publicly traded companies for purposes
of the screening levels. While it has
been our general experience that
publicly traded companies have not
posed the elevated risk of fraud, waste
or abuse as non-publicly traded
companies, we do not believe the risk
differential between publicly traded and
non-publicly traded entities is such as
to warrant the automatic assignment of
the former into a lesser screening level.

Comment: Similar to the distinction
between publicly traded versus non-
publicly traded, several comments
suggested that the distinction between
government-owned or affiliated versus
non-government owned or affiliated
ambulance service suppliers was not
based on any evidence. One commenter
stated that CMS furnished little or no
supporting data for the position that
publicly owned companies pose less of
a risk. Another commenter contended
that this distinction presented
challenges that would make it difficult
for states to operationalize. Another
commenter believes that the distinction
is arbitrary, and noted that private
ambulance companies are, like public
companies, held to the same strict
standards, such as the need for them
and their personnel to be State-licensed.
The commenter added that there is no
evidence to support the assertion that
private ambulance services pose a
greater risk of fraud, waste or abuse than
public companies, and that the OIG
report referred to in the proposed rule
entitled “Medicare Payments for
Ambulance Transports” (OEI-05-02—
000590) did not single out private
ambulance services as posing such a
risk. Another commenter was concerned
that assigning private ambulance
companies to a higher screening level
could put them at a competitive
disadvantage vis-a-vis their public
counterparts.
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Response: We disagree that this
distinction would be difficult to
operationalize. The enrollment process
generally captures information on the
supplier’s ownership; this enables
contractors and States to distinguish
between government-owned and non-
government owned entities. However,
we do agree with the arguments made
regarding the use of public ownership as
a criterion for making a distinction in
the level of screening as determined by
the risk of fraud, waste or abuse posed
to the programs, and we have
eliminated the distinction between
government-owned and non-
government owned ambulance
companies for purposes of the screening
level assignments. The available
evidence does not suggest that the risk
differential between government-owned
and non-government owned ambulance
companies is such as to warrant the
automatic placement of the former into
a lower screening level. Moreover, we
note that the ACA requires levels of
screening according to the risk of fraud,
waste and abuse posed by categories of
providers and suppliers. The approach
taken in this final rule with comment
period whereby we assign specific
categories of providers and suppliers to
screening levels determined by a
categorical assessment of the risk of
fraud, waste or abuse to the programs—
rather than assessing individual’s risk—
is consistent with the requirements of
the statute. While we believe that a
more nuanced and precise approach for
classifying specific categories of
providers and suppliers into screening
levels, for example using a scoring
algorithm to create categories, could
also be consistent with the statute under
certain circumstances and were we able
to provide an adequate rationale for the
classification, we do not yet have
experience with such an approach, and
are therefore finalizing an approach
based on classifications by entire
provider and supplier types. We may
consider additional classifications in
future rulemaking.

Comment: A commenter supported
CMS’s designation of provider fraud and
abuse risk into three levels for Medicare,
Medicaid, and CHIP providers, and
stated that CMS appropriately assigned
hospitals (including critical access
hospitals) to the limited level.

Response: We appreciate this
commenter’s support.

Comment: A commenter expressed
support for CMS’s proposal to move a
provider type from one screening level
to another only if it has been found by
CMS to pose more or less of a fraud and
abuse risk. However, the commenter
suggested, that CMS: (1) Review a

provider class over pre-prescribed time
periods (for example, 24 months), and
(2) allow sufficient time for the provider
community to offer comment prior to
changing a provider’s screening level.

Response: Our proposal to reassign
providers or suppliers or provider or
supplier types to another level of
screening was based on changes in
circumstances that contribute to the risk
of fraud. We believe that to restrict
ourselves to reassigning providers and
suppliers only at specific, pre-defined
time intervals would not provide us
with the flexibility we need to quickly
address emerging program integrity
risks. If a situation arose where there
was an immediate risk of fraud that
required the imposition of enhanced
screening procedures, we must be able
to deal with it rapidly, rather than wait
until a particular prescribed time
interval arrives. We will periodically
reexamine screening level
classifications for provider and supplier
categories. Should a change in a
particular provider or supplier type’s
assignment be warranted and should it
necessitate a change in existing
regulatory language, we will publish
notice of the change in the Federal
Register.

Comment: A commenter expressed
support for CMS’ inclusion of
physicians, non-physician practitioners,
and medical groups or clinics in the
limited screening level. The commenter
stated that these suppliers submit the
CMS-8551 to enroll in Medicare and are
subject to all of the penalties listed in
Section 14 of CMS-855I regarding
falsifying information.

Response: We appreciate the
commenter’s support.

Comment: A commenter requested
that CMS consider moving CMHCs and
CORFs from the “moderate” screening
level to the “limited” screening level.
With respect to CORF's, the commenter
stated that CMS’ studies regarding
program integrity concerns have been
limited to the State of Florida, and
contended that it is arbitrary to
extrapolate that experience to the rest of
the country.

Response: We disagree with the
commenter’s assessment of the risk of
fraud associated with CMHCs and
CORFs. These risks extend beyond any
single region of the country. As a result
we have decided to keep these provider
types assigned to the moderate level of
screening. We believe that the
assignment of CMHCs and CORFs into
the moderate screening level was
appropriate based on the information
we presented in the proposed rule.

Comment: A commenter expressed
support for background checks and

fingerprinting, but requested that they
be limited to only providers and
suppliers assigned to the high risk level
because of the potential administrative
burden.

Response: The final rule with
comment period is clear that
fingerprint-based criminal background
checks are only applicable to providers
and suppliers assigned to the high
screening level.

Comment: A commenter stated that
CMS, in listing various provider types
and the levels of risk into which they
were assigned, did not provide the
documentation on which it based its
conclusions, therefore violating the
Administrative Procedure Act. The
commenter recommended that CMS
furnish the following information by
provider/supplier type to justify its
conclusions and to inform the public as
to why certain providers are a limited
risk to the Medicare program: (1)
Number of Medicare revocations; (2)
number of Medicare deactivations; (3)
Medicare payment suspensions; (4)
Medicare civil monetary penalties; (5)
OIG mandatory exclusions; (6) OIG
permissive exclusions; (7) indictments;
and (8) felony convictions.

Response: We based our risk
assessments on a variety of factors,
including some of those listed by the
commenter, as well as others. However,
because our conclusions were not based
on any one factor nor any specific
combination of factors, but rather on
CMS’s aggregate experience with each
provider and supplier type, providing
the data requested by the commenter
would not serve to clarify the
determinations of risk.

Comment: Several commenters stated
that CMS did not describe how it will
screen providers and suppliers with a
designated “other” category, or which
types of providers and suppliers fall
within this category and how many
there are. One commenter stated that
providers and suppliers in the “Other”
category should be assigned to the high
risk level.

Response: The “other” category is
largely reserved for future situations in
which a statute is enacted that
authorizes a particular provider or
supplier type to bill the Medicare
program; it is designed as a placeholder
of sorts pending the revision of the
CMS-855 application to accommodate
the new provider or supplier type. Since
we cannot predict which new provider
or supplier types may be able to bill
Medicare in the future, we are unable to
assign them to a particular screening
level in this final rule with comment
period.
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Comment: Several commenters stated
that CMS did not explain which risk
level outpatient physical therapy/
occupational therapy (PT/OT), speech
pathology, and rehabilitation agencies
would fall into.

Response: We received a number of
comments on this issue. We will assign
occupational therapists, speech
language pathology, and rehabilitation
agencies to the “limited” level of risk
because we do not have evidence of
program integrity risk that suggest that
these entities should be assigned to the
moderate or high levels of screening.
However, we will assign physical
therapists (including physical therapy
groups) to the moderate screening level.
We believe this classification is
supported, in part, by a recent OIG
report entitled “Questionable Billing for
Medicare Outpatient Therapy Services”
(December 2010) (http://oig.hhs.gov/oei/
reports/oei-04-09-00540.pdf), which
found, among other things, that Miami-
Dade County had three times, and
nineteen other counties had at least
twice, the national level on five of six
questionable billing characteristics. Law
enforcement has also identified
fraudulent billing schemes involving
physical therapy.

Comment: One commenter stated that
CMS did not describe how it would
screen new providers or suppliers types
permitted to enroll in Medicare. Since
CMS excluded these providers and
suppliers from its discussion, the
commenter recommended that these
entities be considered a high risk.

Response: Since we cannot predict
which new provider or supplier types
may be able to bill Medicare in the
future, we are unable to assign them to
a particular screening level in this final
rule with comment period. When such
entities emerge, we will make an
appropriate determination based on the
data sources we have already described
in this final rule with comment period,
as to what screening level assignment is
most appropriate for such new entities.
As previously discussed, we will
publish notice of these new provider
category assignments in the Federal
Register prior to making final any such
assignment.

Comment: One commenter
recommended that non-physician
owned medical facilities and groups be
considered a higher risk than physician-
owned medical facilities.

Response: In the proposed rule, we
solicited comments on whether non-
practitioner owned facilities and
suppliers should be subject to a higher
level of screening than practitioner-
owned facilities and suppliers. We
received several comments suggesting

that the former category should be
subject to higher screening than the
latter. We are declining to adopt this
suggestion in this final rule with
comment period, however. As
previously stated, the ACA requires
levels of screening according to the risk
of fraud, waste and abuse posed by
categories of providers and suppliers.
The approach taken in this final rule
with comment period whereby we
assign specific categories of providers
and suppliers to risk levels that
determine screening requirements—
rather than determining individual
risk—is consistent with the statute.

Comment: Several commenters stated
that extending the enhanced screening
requirements to MAOs will prove
duplicative and unnecessarily increase
costs for providers. Identifying those
providers participating in multiple
health programs and coordinating their
screening and monitoring could, the
commenters contended, avoid
unnecessary administrative burden for
all involved. Otherwise, by extending
the screening requirements to MAOs,
providers will be forced to undergo the
same screening process multiple times,
for each MAO with whom they contract.
One commenter stated that it would be
more efficient for CMS and the States to
perform the screenings and make that
data available to the MAO plans through
a centralized process. Another
commenter recommended that
fingerprinting and background checks
be restricted to State and Federal law
enforcement agencies, adding that there
is no legitimate purpose for MA or
Medicare managed care plans to collect
and maintain this information.

Another commenter opposed
applying the proposed requirements to
MAQOs and other managed care
organizations (MCOs) for several
reasons. First, there are already
appropriate screening tools for MAOs
for their providers and suppliers
pursuant to §422.204(b)(3). Second,
MAOs have other requirements, as
established in § 422.204, to access
certain data bases to verify licensure,
licensure sanctions and other
limitations. Third, traditional Medicare
has a greater population to serve and a
wider network of providers and
suppliers to process and screen than
individual MA plan networks.
Therefore, the processes should stem
from those with oversight and
administration of traditional Medicare,
with a trickledown effect and benefit for
MAGQOs. Fourth, if a limited, moderate or
high risk provider has an enrollment
verification letter from Medicare issued
after March 25, 2011, the provider has
been appropriately credentialed and

needs no further credentials for a MAO.
Fifth, Medicare’s enrollment application
captures certain elements that are not
currently captured by some insurers’
enrollment applications, such as
delegated representative, authorized
representative, and owners. This
information would be difficult to
capture and verify, and the workload
would increase substantially on the part
of MCOs to credential numerous
individuals who may not have a
significant role within the providers/
supplier entity.

Response: Because there are a large
number of other regulatory provisions
that form the framework for oversight of
managed care plans, and we do not
want to duplicate these requirements by
imposing additional screening and
enrollment criteria on these
organizations, we have decided not to
apply the provisions of this final rule
with comment period to managed care
plans and organizations.

Comment: A commenter stated that
MCOs design their anti-fraud initiatives
based on the risks they encounter,
which may be unique and different from
the risks faced by FFS programs.
Consequently, CMS should give MCOs
the flexibility to decide whether to
adopt any of the proposed new
screening requirements and, if so, how
to do so; CMS should not extend the
screening requirements to MCOs. The
commenter stated that MCOs should be
allowed to: (1) Assign providers and
suppliers to a level that is higher or
lower than the level assigned by
Medicare FFS or the State FFS Medicaid
programs, and (2) deem a provider as
having satisfied its screening
requirements if the provider is enrolled
in Medicare FFS and/or a Medicaid FFS
program, and has gone through their
screening procedures.

Response: As explained previously,
we are concerned that the application of
the screening provisions to MCOs
would duplicate existing oversight and
regulatory authority. We therefore have
decided not to apply the provisions of
this final rule with comment period to
managed care plans and organizations.
This will, as the commenter suggests,
allow MCOs to develop provider
screening requirements that are unique
to their circumstances, including (1)
assign providers and suppliers to a level
that is higher or lower than that
assigned by Medicare or the State
Medicaid program, and (2) deem a
provider as having satisfied their
screening requirements if the provider is
enrolled in Medicare and/or a State
Medicaid program.

Comment: A commenter stated that
applying consistent risk management
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practices throughout an organization
fosters a culture of program integrity. As
such, the commenter recommended that
MAQOs be required to implement the
same enhanced screening processes that
CMS is considering for the original
Medicare program.

Response: As mentioned earlier, we
have decided not to apply the
provisions of this final rule with
comment period to managed care plans
and organizations.

Comment: A commenter
recommended that CMS explain what
type of screening process will be used
for Medicare Advantage, managed care
organizations or health maintenance
organizations.

Response: As previously stated, there
are a large number of other regulatory
provisions that form the framework for
oversight of managed care plans. We do
not want to duplicate these
requirements by imposing additional
screening and enrollment criteria on
these organizations. We therefore have
decided not to apply the provisions of
this final rule with comment period to
managed care plans and organizations.

Comment: A commenter
recommended that CMS establish
screening criteria for slide preparation
facilities and competitive acquisition
program/Part B vendors.

Response: We will not be establishing
screening criteria or prescribing
screening levels for slide preparation
facilities in this final rule with comment
period. Slide preparation facilities do
not enroll in Medicare at this time; thus,
we do not believe it is appropriate to
assign a level of screening to such
entities. As for competitive acquisition
program/Part B vendors, these will be
assigned to the limited screening level.
It has not been our experience that this
supplier type poses an elevated risk of
fraud, waste or abuse to the Medicare
program.

In addition, we are adding portable x-
ray suppliers to the moderate screening
level. In support of this classification,
we note that the OIG has analyzed
Medicare claims data to identify
suppliers with questionable billing
patterns. The unusual claims patterns
that were found raise concerns about the
integrity of payments to certain portable
x-ray suppliers. Based on this, and
combined with the fact that there are
low barriers to entry for this type of
supplier, portable x-ray suppliers will
be placed in the moderate screening
level.

Comment: A commenter
recommended that CMS establish higher
levels of screening when: (1) A provider
or supplier changes ownership on a
frequent basis; (2) a physician or non-

physician practitioner is enrolled in
different States; (3) a physician has a
large number of reassignments or when
reassignments cross States; (4) a
physician is engaging or billing in a
reciprocal billing or locum tenens
billing arrangement; (5) owners have
businesses in different States; and (6)
when owners establish banking
relationships in different States from
where their practice is located.

Response: In the proposed rule, we
sought comment on what factors should
permit us to elevate an individual
provider or supplier to a higher level of
screening. We appreciate the
commenter’s suggestion. While we are
not adopting these recommendations at
this time, such suggestions may form
the basis of future rulemaking. We
would first like to evaluate how the
factors we will finalize as part of this
rule will work prior to adopting new
factors such as the ones the commenter
has identified.

Comment: One commenter
recommended that CMS assign to the
higher screening level any owner or
physician who had an final adverse
action within the previous 10 years; has
an unrepaid overpayment with
Medicare, Medicaid or CHIP; has a
Medicare or Medicaid payment
suspension; exclusion or debarment; a
felony conviction; unpaid taxes; or a
Medicare revocation. Another
commenter stated that in Table 1, CMS
appears not to consider previous
payment suspensions, overpayments,
OIG exclusions, or Medicare revocations
in establishing higher risk levels. The
commenter recommended that CMS
explain why such actions are not an
indicator of higher program risk and the
need for enhanced screening.

Response: As in the proposed rule, we
state in §424.518(c) of the final rule
with comment period that a provider or
supplier will be moved from the
“limited” or “moderate” category to the
“high” level if it has been excluded by
the OIG, or has had its Medicare billing
privileges revoked in the previous ten
years. We have added in the final rule
with comment that a provider or
supplier that has been subject to any
final adverse action as defined at
§424.502 would also be moved to the
high level of screening. With regard to
these commenters’ other proposals, we
are generally supportive of them, and
may examine the possibility of future
rulemaking to include some of them as
factors that may elevate a provider or
supplier to a higher level of risk. As
previously mentioned, however, we
would first like to evaluate how the
factors we will finalize as part of this

rule will work prior to adopting new
factors.

Comment: A commenter
recommended that CMS propose a
definition for the term “tax
delinquency,” as it is used in Table 1 of
the proposed rule, and clarify whether
the term refers to Federal, State and/or
local taxes.

Response: We have removed tax
delinquency from the list of database
checks in this final rule with comment
period. Though we do have new
authorities to obtain tax information as
part of ACA and other recently enacted
statutes, we are not prepared to
operationalize this provision at this
time.

Comment: A commenter stated that
CMS’ categorical risk approach did not
address the individual risk associated
with certain owners and individual
practitioners. The commenter
recommended that CMS issue a new
proposed rule to establish specific risk
factors would increase/decrease a
provider or supplier’s screening level.

Response: The ACA requires levels of
screening according to the risk of fraud,
waste and abuse posed by categories of
providers and suppliers. The approach
taken in the final rule with comment
period whereby we assign specific
categories of providers and suppliers to
screening levels determined by risk of
fraud, waste and abuse is consistent
with the requirements of the statute.
Furthermore, we believe the approach
taken in this final rule with comment
period is objective and allows us to
avoid subjective assessments of a
provider’s or supplier’s risk to the
programs.

Comment: A commenter supported
the use of background checks to ensure
the identity and integrity of owners and
senior managers of home health and
hospice agencies. While supporting the
maintenance of the confidentiality of
this information, the commenter
believes it should be used to: (1) Target
agencies for special oversight, (2) alert
owners of patterns of criminal behavior
on the part of their managers, and (3)
disqualify owners or managers that have
criminal histories.

Response: We intend to use this tool
in a way that safeguards personal
information and also helps prevent
fraud, waste and abuse. The criminal
history record will verify whether a
provider, supplier, or an individual
with a 5 percent or greater direct or
indirect ownership interest in such
provider or supplier has been convicted
of certain types of felonies that could
result in the denial or revocation of
billing privileges under § 424.530 or
§ 424.535, respectively. We believe that
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criminal history record checks will
confirm the accuracy of information
submitted in enrollment applications,
and the discovery of false or misleading
information could result in denial or
revocation of billing privileges under
§424.530 or §424.535. Providers or
suppliers who have been denied on
these bases are afforded all applicable
appeals rights.

While in some instances, such a
denial may result in alerting a provider
or supplier of an individual’s criminal
history, this is not the purpose or
intention of this enrollment screening
tool. Rather we will use this authority
for the purpose of verifying eligibility
for Medicare enrollment. We will
disseminate guidance and instructions
to providers, suppliers and our
enrollment contractors shortly after the
publication of this final rule with
comment period regarding the
implementation of the criminal history
record check requirement.

Comment: A commenter opposed the
proposal to move those who have
previously been placed on a payment
suspension or subject to a denial or
revocation in the past year, into a higher
screening level. The commenter stated
that a payment suspension may be
imposed upon a mere or false suspicion
of wrongdoing, and that the denial or
revocation could have been based on an
innocent mistake.

Response: We agree with this
commenter with respect to the denial of
billing privileges. Many denials occur
simply because the provider does not
meet the requirements to enroll as a
particular provider type or other clerical
errors. We have therefore removed the
denial of billing privileges as a basis for
moving a provider or supplier into a
higher risk screening level. We have
retained revocations of Medicare billing
privileges as such a basis because we
believe that such a provider poses a
heightened risk of fraud, waste or abuse
to the Medicare Trust Fund.

Payment suspension is used as a fraud
fighting tool only in instances where
facts available point to possible fraud,
waste, or abuse. Consequently, because
of the risk to the program posed by
individuals and entities upon which a
payment suspension has been imposed,
we believe we are justified in placing
them in the high risk screening level.

Comment: One commenter suggested
that in lieu of fingerprinting, each
owner or physician should submit: (1) A
U.S. Passport or a Foreign Passport with
their enrollment application, and/or (2)
copies of their Federal Tax Returns.

Response: We agree with the
commenter that there may be
alternatives to fingerprint-based

criminal history record checks to verify
identity; however information on U.S.
or foreign passports and Federal Tax
Returns, such as name, date of birth and
Social Security number are duplicative
of information that is captured in the
Medicare enrollment application.
Information that would be obtained
from a U.S. or foreign passport or
Federal Tax Returns could only be used
to process a name-based criminal
history record check, and the FBI does
not process name-based requests for
non-criminal justice purposes. The
submission of fingerprints is the only
way to obtain a criminal history record
check from the FBL

Additionally, the National Task Force
on the Criminal Backgrounding of
America concluded that fingerprint-
based criminal history record checks are
more accurate than name-based checks
because “names tend to be unreliable
because: people lie about their names;
obtain names from false documents;
change their names; people have the
same name; people misspell names;
people use different versions of their
names * * * people use aliases * * *”
The suppliers assigned to the high
screening level have been so assigned
because, in CMS, and its law
enforcement partners’ experience, such
supplier types have, as a category, not
undergone sufficient scrutiny in the
enrollment process. Some may have
gained entry in the past through
falsification of an enrollment
application that may have passed a
name based check. As a result, the extra
level of screening provided by the
submission of fingerprints for the
purposes of an FBI database check has
the potential to deny enrollment to
individuals whose sole intent is to
defraud the Medicare program. We
believe fingerprint-based criminal
history record checks will be an
effective tool to prevent fraud, waste,
and abuse in Federal health care
programs by independently verifying
information provided on applications of
potential providers and suppliers in the
high screening level.

If, after a sufficient period of
evaluation, we conclude that
fingerprint-based FBI criminal history
record checks do not fulfill our program
integrity objective of identifying
applicants who pose a heightened risk
of fraud, waste, and abuse prior to
enrollment or we determine that
supplementary actions are needed, we
may pursue additional rulemaking that
seeks to adopt alternative or additional
safeguards consistent with authorities
given to the Secretary in the ACA.

Comment: A commenter stated the
screening process described by CMS

does little to ensure that a provider or
supplier is submitting legitimate claims
for eligible individuals, since there is no
linkage between the enrollment process
and claim submission process. The
commenter contended that it did not
appear that CMS considered the
alternative approach of linking its
proposed screening requirements to
section 1866(j)(3) of the Act. The
commenter recommended that CMS
establish a link between the screening
process and the payment process by
establishing payment caps and
prepayment claims review as described
in section 1866(j)(3) of the Act.

Response: The commenter references
new section 1866(j)(3) of the Act, which
addresses a provisional period of
enhanced oversight for new providers or
suppliers of services. We believe that
the payment caps and prepayment
claims processes should supplement,
but not be used in lieu of, the
procedures outlined in this proposed
rule. Payment caps and prepayment
claims processes will be addressed in
separate vehicles. Clearly, the
provisions of section 1866(j)(3) of the
Act are an important complement to the
pre-enrollment screening provisions in
this rule. We intend to use both to fight
fraud. However, this provision is not
part of this final rule with comment
period. In fact, the ACA authorizes the
Secretary to implement the provisions
of section 1866(j)(3) of the Act through
instruction or otherwise.

Comment: A commenter contended
that with respect to the limited risk
screening requirements, the language in
proposed §424.518(a)(2)(i) may be
overly broad. The commenter believes
the intent of this provision is for the
contractor to verify that the provider or
supplier meets only the applicable
regulations or requirements that qualify
it for the appropriate provider or
supplier type. However, the commenter
stated that, as written, § 424.518(a)(2)(i)
could be construed to require the
Medicare contractor to verify the
provider or supplier’s compliance with
virtually every Federal regulation and
State requirement that applies to the
provider or supplier type. This, the
commenter argued, could subject
limited categorical risk providers and
suppliers to an overly broad,
burdensome, and time-consuming
verification process.

Response: As explained in the
proposed rule, the verification process
for limited risk providers and suppliers
will be that which is currently used for
most providers and suppliers. The
verification will be limited to
enrollment requirements, and will not
examine compliance with all other State
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and Federal regulations unless the other
State and Federal regulations have an
impact on whether the provider or
supplier meets the requirements for
enrolling or revalidating enrollment in
Medicare. The table that describes the
types of screening to be performed for
each of the three screening levels
explains clearly the kinds of verification
processes that CMS contractors will be
using to verify a provider’s or supplier’s
eligibility to enroll or remain enrolled in
Medicare.

Comment: One commenter requested
that CMS explain why it did not
consider compliance plans in
establishing its screening criteria.

Response: We solicited comments
regarding the use of compliance plans in
combating fraud, waste, and abuse.
Because there are a several complex
policy and implementation issues we
are pursuing separate additional
rulemaking in this area.

Comment: One commenter stated that
CMS did not include a discussion of
low quality of care when it established
its screening criteria.

Response: Quality of care is the
subject of several other CMS
regulations. Accordingly, we did not
include quality consideration in our
development of levels of categorical
screening. We believe that the factors
we included in the proposed rule for
establishing the screening criteria
support our classifications.

Comment: A commenter
recommended that CMS increase the
level of screening for any provider using
a billing agent or clearinghouse
convicted of health care fraud. The
commenter also recommended that,
similar to the provisions found in
section 6503 of the ACA, CMS establish
enrollment standards for clearinghouses
and billing agents for Medicare. CMS,
the commenter stated, mentioned in the
proposed rule that “based on our data
analysis including analysis of historical
trends and CMS’ own experience with
provider screening and enrollment we
believe the following providers and
suppliers pose a limited risk.” The
commenter also recommended that CMS
furnish the data analysis used to assign
each provider type in the limited
screening levels and the moderate
screening levels.

Response: As for the commenter’s
recommendation regarding billing
agents and clearinghouses, the
commenter references section 6503 of
ACA, which calls for billing agents and
clearinghouses to register under
Medicaid. The implementation of 6503
of the ACA, is not part of this rule;
however, we will be addressing that
provision in the future. We do not

propose to screen billing agents and/or
clearinghouses as part of this rule
because such entities do not enroll in
Medicare as providers or suppliers.

With respect to the data analysis we
used, we furnished information in the
proposed rule regarding our reasons for
assigning certain provider and supplier
types to limited, moderate or high level
of screening. We relied on our
experience to identify categories of
providers with a higher incidence of
fraud as well as our familiarity with
types of fraudulent schemes that are
currently prevalent in Medicare. In
addition, we used the expertise of our
contractors charged with identifying
and investigating instances of
fraudulent billing practices in making
our decisions regarding the appropriate
risk assessment of various providers. In
some instances, we also relied on the
data analysis and expertise of the OIG,
GAO, and other sources to develop
screening levels designed to increase
scrutiny for specific categories of
providers and suppliers as the risk
posed to the Medicare and Medicaid
programs increases.

Comment: A commenter asked
whether CMS, in grouping all hospital
types—including specialty hospitals,
physician-owned hospitals, short-term
hospitals, and acute hospitals—into one
risk level, is stating that all hospitals
have the same risk. If so, the commenter
requested that CMS provide data to
support this assertion and to explain
why it believes that all hospitals pose
the same risk

Response: Our assignment of
hospitals to the limited screening level
should not be construed as meaning that
every type of hospital poses the same
exact degree of risk. We did, however,
base our assignment on the premise that
all hospital provider types have certain
features in common that make them less
likely to be a program integrity concern
on the whole. For example, such entities
have significant start up costs and
capital and infrastructure costs. In
addition, such entities are subject to
significant government oversight, at
both the State and Federal levels.
Finally, such entities often are subject to
oversight from other accrediting bodies
through deeming authority. These
features are, in general, less apparent
with other provider and supplier types.
We note that these are not the only
features we considered when evaluating
hospitals and that these features, by
themselves, are not sufficient to cause
us to place a provider or supplier type
in the limited screening category.

Comment: A commenter stated that in
Table 1, CMS appears not to consider
previous payment suspensions,

overpayments, OIG exclusions, or
Medicare revocations in establishing
higher risk levels. The commenter
recommended that CMS explain why
such actions are not an indicator of
higher program risk and the need for
enhanced screening.

Response: As mentioned previously,
we state in this final rule with comment
period that a provider or supplier will
be placed into the high screening level
if the provider or supplier (or an
individual who maintains a 5 percent or
greater direct or indirect ownership
interest in such provider or supplier)
has had a final adverse action—as that
term is defined in § 424.502—imposed
against it within the previous 10 years.

Comment: A commenter stated that
because of the wide variation in
DMEPOS items and services and
differing levels of behavior, CMS should
subdivide the general category of
DMEPOS suppliers and assign
appropriate screening levels to each
product category, rather than to
DMEPOS suppliers as a whole.

Response: We think the commenter’s
suggestion might lead to an overly
complex system of provider screening
and related oversight tools. Accordingly,
we have decided not to create such a
distinction based on such sub-
categories. At this time, we are not
determining the risk of fraud, waste, and
abuse by product category.

Comment: Several commenters
requested CMS to change the proposed
rule to state that both publicly traded
entities and their wholly-owned
subsidiaries are afforded “limited
categorical risk” status.

Response: As stated previously,
publicly traded status is not being
included as a criterion for assigning
provider or supplier categories to
screening levels. The approach taken in
this final rule with comment period
whereby we assign specific categories of
providers and suppliers to screening
levels determined by the categorical risk
of fraud—rather than determining
individual risk—is consistent with the
requirements of the ACA.

Comment: One commenter supported
CMS’s proposal to place new HHAs into
the high screening level. The
commenter stated that much of the
fraud and abuse that has been detected
in the home health benefit is associated
with new providers, particularly in
areas not subject to certificate of need
(CON) or other State controls on
provider development.

Response: We appreciate this
commenter’s support.

Comment: One commenter
recommended that the proposed rules
for assigning screening levels for
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existing home health and hospice
providers be modified so as to more
accurately focus enforcement efforts on
certain existing providers within a
particular category. More specifically,
the commenter stated that CMS can use
its ample data resources to more
precisely differentiate between agencies
with proven histories of good
performance and those that are either
untested or have demonstrated irregular
patterns of performance. The
commenter recommended that any
nonprofit home health or hospice
agency that was certified in Medicare or
Medicaid before October 1, 2000, and
has not been identified as having
program integrity problems, be placed
in the limited risk screening level. The
commenter added that CMS should also
create a scoring algorithm that would
identify those HHAs and hospices at
moderate risk based on criteria such as:
(1) Years of program participation; (2)
ownership type; (3) number of medical
review requests; (4) pattern of
selectively serving highly profitable
cases; (5) frequent changes in
ownership; (6) geographic location; (7)
relationship to other stable (for example,
hospital) or less stable provider types
(DMEPQOS); and (8) current accreditation
status.

Response: We did not base our
development of levels of screening on
provider-specific risk assessments. As
described previously, the statutory
requirements set forth in ACA guided
our approach in assigning categories of
providers and suppliers to screening
levels appropriate to the risk of fraud,
rather than pre-screening individuals
prior to the assignment of a screening
level. Adopting the type of scoring
algorithm suggested by the commenter
would automatically provide for
individual breakdowns of each HHA’s
or hospice’s risk, which we believe
would be inconsistent with the statute
and constitute a pre-screening step in
the enrollment process. We do not rule
out the possibility of using scoring
algorithms in the future for other
program integrity functions or for
provider and supplier enrollment, but
we decline to adopt this suggestion for
enrollment screening purposes at this
time. For the reasons stated previously,
we believe that the moderate risk
screening level is appropriate for
currently enrolled HHAs and hospices.

Comment: A commenter did not
believe that site visits were necessary to
ensure that ambulance providers and
suppliers were in compliance with
applicable program requirements. The
commenter expressed concern that the
time associated with conducting pre-
enrollment site visits could slow down

the enrollment process. The commenter
added that ambulance services are
already subject to site inspections by the
State licensing agency (as well as other
State and Federal requirements), and
that the existing procedures are
sufficient to ensure that ambulance
providers and suppliers are operating in
compliance with program requirements.
Another commenter stated that in this
proposed rule, CMS states that it only
conducts a limited number of
unscheduled or unannounced site visits
for certain provider types. If this is
based on a policy decision, the
commenter requested that CMS explain
why it now believes that unscheduled
or unannounced site visits will reduce
fraud, waste, and abuse. The commenter
also requested a cost/benefit analysis for
its previous onsite efforts to show the
effectiveness of this new strategy. If a
fiscal constraint, the commenter
requested that CMS explain: (1) Why it
is spending $9 million on grants to
Senior Medicare Patrol (SMP) and
millions in advertising to promote “Stop
Medicare Fraud” in lieu of conducting
unscheduled and unannounced site
visits, and (2) where the additional
funds will come from to conduct
thousands of unannounced site visits.

Response: We have been conducting
site visits of one kind or another for
years, and have found such visits to be
an extremely effective tool in fighting
fraud. We plan to conduct site visits
pursuant to the authorities provided in
the ACA and as outlined in this final
rule with comment period. We have
received many valuable tips and other
information from SMP volunteers across
the country. We believe that site visits
are appropriate for ambulance
companies, especially considering that
we have uncovered several instances
where an enrolling ambulance
company—contrary to the information it
furnished on the CMS-855B—had no
base of operations. Regarding the
commenters concern about the Senior
Medicare Patrol initiative, we believe
the SMP program is outside the scope of
this regulation.

Comment: With respect to whether
non-practitioner-owned facilities and
suppliers should be subject to a higher
level of screening than their
practitioner-owned counterparts, a
commenter urged CMS to exempt
dually-enrolled physicians from
enrollment screening requirements
applicable to entities only enrolling as
DMEPOS suppliers. The commenter
believes it would make no sense to
consider physicians “limited risk” while
simultaneously labeling them either
“moderate risk” or “high risk” when they
provide DMEPOS to their own patients.

Response: We disagree. As stated
previously, the approach taken in this
final rule with comment period whereby
we assign specific categories of
providers and suppliers to screening
levels determines by the assessed
categorical risk of fraud—rather than
determining individual risk—is
consistent with the requirements of the
ACA. We believe that each provider and
supplier category must be considered on
its own merits as an entire class, rather
than be sub-categorized based on
whether or not a particular provider is
owned by provider subject to the
limited screening level. For reasons we
have stated, both in this final rule with
comment period and in the past, newly
enrolling DMEPOS suppliers are
currently subject to a higher level of
scrutiny and revalidating DMEPOS
suppliers are subject to the moderate
level of screening—such as through the
need to comply with the supplier
standards in § 424.57(c)—because of the
heightened risk posed by this class of
suppliers as a whole. We therefore
decline to exempt certain types of
DMEPOS suppliers from either the
moderate level of screening for
revalidating suppliers or the high level
of screening for newly enrolling
suppliers.

Comment: A commenter suggested
that CMS revise the enrollment
applications to include language in the
certification statement so that CMS’
contractors can conduct a criminal
background check on any owner,
authorized official, delegated official,
managing employees and individual
practitioners during the initial
enrollment process or subsequently
thereafter. The commenter believes that
CMS is needlessly limiting its ability to
conduct criminal background checks.

Response: We appreciate this
comment but decline to adopt this
approach. We will perform fingerprint-
based criminal history record checks of
the FBI's Integrated Automated
Fingerprint Identification System
consistent with the methodology
specified in this rule. We do not intend
to amend the CMS-855 to include
language that would expand the use of
such criminal history record checks
beyond the requirements set forth in
this final rule with comment period. We
think that to conduct the same screening
for all provider categories without
taking into account the variation in risk
of fraud, waste or abuse would be an
inappropriate allocation of resources
and would be inconsistent with the
provisions of the ACA. As stated
previously, if CMS re-assigns additional
categories of providers to the high level
of screening, or expands the use of FBI
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criminal history record checks to the
other screening levels, CMS will publish
a notice in the Federal Register.

Comment: A commenter suggested
that Medicare, Medicaid, and CHIP
consider bankruptcy and credit report
scores during the screening process and
that CMS deny enrollment where an
owner, authorized official, or delegated
official has a credit score of less than
720 or has had a personal or business
bankruptcy within the last 5 or 10 years.
The commenter stated that credit score
is indicative a person’s ability to
manage financial assets.

Response: We decline to adopt this
approach in this final rule with
comment period. We would need to
perform additional study to determine
whether credit scores correlate with
program integrity risk. Because we do
not have evidence to support such a
relationship, we decline to adopt this
approach at this time.

Comment: Several commenters
requested clarification on whether a
Federal agency or a private company
will process the fingerprint card, how
CMS will safeguard this information,
and how much additional time
fingerprinting will add to the screening
process of new applicants. Another
commenter urged CMS to ensure that
documentation concerning fingerprints
be tracked from origination to delivery
to prevent loss, and that all information
be protected from FOIA disclosure.

Response: The FBI requires that
fingerprints be collected and submitted
by FBI-approved “authorized
channelers.” The FBI currently has
approved 15 such private companies to
collect and submit fingerprints to the
FBI CJIS Division’s Wide Area Network
(WAN), receive the criminal history
record information, and submit the
record to authorized recipients, in this
case CMS (or its FBI approved
outsourced contractors) for the
determination of eligibility for
enrollment. CMS will use of one or
more of the pre-approved authorized
channelers to collect and submit
fingerprints directly to the FBI, and
CMS will ensure the written proposal(s)
provided by the selected channeler(s)
contains the appropriate assurances of
compliance with privacy and security
considerations mandated by the
Compact Council (the national
independent authority that regulates
and facilitates the exchange of
noncriminal justice criminal history
record information) and as required by
28 CFR part 906. Additionally, CMS
will adhere to the Compact Council’s
Security and Management Control
Outsourcing Standard for Channelers.
The use of authorized channelers

effectively means CMS never has
custody of the submitted fingerprints,
only the resulting criminal history
record. CMS will, of course, protect the
information in the criminal history
record according to existing Federal
standards and procedures that govern
personally identifiable information.

After further consideration of the
proposed requirement that all required
applicants submit their fingerprints on
the FD-258 card, CMS has removed the
requirement to use only the FD-258
card from this final rule with comment
period. CMS strongly encourages all
required applicants to provide
electronic fingerprints to the CMS-
selected authorized channeler, but will
also accept the FD-258 card. As stated
previously, CMS and the authorized
channeler will safeguard the
information as required by the existing
requirements of the Compact Council,
and specifically the Compact Council’s
Security and Management Control
Outsourcing Standard for Non-
Channelers and Channelers and the
FBI’s Criminal Justice Information
System’s Security Policy.

We believe the additional time for a
contractor’s processing of the
application in light of the fingerprint-
based criminal history record check will
be minimal for those applicants who
submit electronic fingerprints.
Applicants who submit the FD-258 card
will experience an extended processing
time as the authorized channeler
selected by CMS will have to convert
the paper print into a electronic
submission so that the FBI can quickly
process all requests. The FBI processing
of the electronic prints occurs within 24
hours of receipt from the authorized
channeler, and the authorized channeler
will receive and transmit the report to
CMS. The report will be reviewed for
disqualifying felonies and omitted
information as outlined in existing
regulations at § 424.530(a) for
enrollment and at § 424.535(a) for
revalidation and once the fitness
determination has been made, the
appropriate contractor will process the
enrollment application as before. CMS
believes this process will not cause
significant delays to the enrollment
process.

As stated previously, CMS and our
Medicare contractors will protect
individuals’ information under the
Privacy Act, 5 U.S.C. 552a and the
Privacy Act system of records notice for
this information. We recognize that the
safeguarding of individual privacy and
ensuring the security of fingerprints
collected under this regulation is a
serious concern. We will ensure that
these concerns are addressed and that

all necessary safeguards are
implemented to protect this information
—from both privacy and security
standpoints—when we issue guidance
on fingerprint-based criminal history
record checks following the publication
of this final rule with comment period.
We will ensure that fingerprint
documentation is fully protected to the
extent required by Federal law.

As stated previously, the fingerprint-
based criminal history record check will
be required 60 days following the
publication of subregulatory guidance.
All other screening requirements are
effective on March 25, 2011 for those in
the “high” screening level. The delay in
the effective date for the fingerprint-
based criminal history check will permit
CMS to coordinate the implementation
of this new process with our law
enforcement partners, ensure that all
concerns related to privacy are
addressed, educate our providers and
suppliers about the new process, and
ensure that our contractors are
adequately prepared to implement this
new process so that the implementation
of this new process does not cause any
undue delay.

Comment: A commenter stated that
while CMS assigns CMHGs to the
moderate screening level, CMS has not
taken steps to implement section 1301
of the Health Care and Education
Reconciliation Act of 2010 (collectively,
the Affordable Care Act), which requires
that CMHCs provide at least 40 percent
of its services to individuals who are not
eligible for benefits. The commenter
recommended that CMS consider
CMHCs as a “high” categorical screening
risk until CMS implements section 1301
of the ACA.

Response: For reasons already
explained, we believe that CMHCs are
most appropriately assigned to the
moderate screening level. Section 1301
of ACA is not a part of this rule.

Comment: Several commenters
requested that CMS consider
establishing criteria for making
assignments to screening levels before
moving forward with this rule.

Response: We explain in the preamble
the criteria and factors we used for our
placement of various provider and
supplier types into particular levels.
These factors include our experience
with claims data used to identify
fraudulent billing practices, as well as
the expertise developed by our
contractors charged with investigating
and identifying instances of Medicare
fraud across multiple categories of
providers. In addition, we have relied
on insights gained from numerous
studies conducted by the HHS OIG,
GAOQO, and other sources.
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Comment: A commenter requested
that a fourth level of “no risk” be
established. This is to reflect positively
on providers who have had no incidents
of fraud, waste or abuse.

Response: We do not believe it is
appropriate to create a “no risk” level as
the limited level of screening represents
the baseline screening requirements for
entry into the Medicare program. We
believe that fraud, waste and abuse can
occur at any time and among any
provider or supplier category. Our
screening methodology is designed to
match an appropriate level of screening
to provider or supplier categories based
on level of risk of fraud, waste or abuse
posed by the provider or supplier
category.

Comment: A commenter requested
clarification regarding whether CMS
will conduct TIN matches with the IRS
via an automated match or whether the
provider will be required to sign an I-

9 verification form. The commenter also
asked whether CMS will conduct tax
delinquency database matches with the
IRS and the authority for such a match.
In both cases, the commenter
recommended that CMS establish new
denial and revocation reasons if the TIN
does not match or there is a tax
delinquency.

Response: We currently verify the
provider’s TIN as part of the enrollment
process; if the TIN does not match the
provider’s legal business name, the
application will be denied, or, if
enrolled, the provider’s billing
privileges will be revoked. However, we
have removed references to tax
delinquencies as a component of the
screening methodology from this rule.
While we do plan to implement
provisions that will allow us to
coordinate enrollment decisions with
data obtained from the Internal Revenue
Service—for instance, potentially
denying an application based on tax
delinquency information from the IRS—
such an effort is not a part of this rule.

Comment: A commenter stated that
CMS’s proposed “limited risk”
classification for publicly traded
companies does not explicitly afford the
same treatment to subsidiaries of
publicly traded providers and suppliers.
Several commenters recommended that
majority owned subsidiaries of publicly
traded providers and suppliers be
treated the same as their publicly traded
parents. Specifically, since subsidiaries
of publicly traded providers and
suppliers are subject to substantially
similar oversight and scrutiny, the
commenter proposed that all providers
and suppliers—regardless of whether
the parent is enrolled—that are at least
majority owned, directly or indirectly,

by a publicly traded provider or
supplier be assigned to the limited risk
level for screening. The commenter
suggested that proposed § 424.518(a)(2)
be revised to read as follows: “(2) When
CMS designates a provider or supplier
into the ”limited” categorical level of
screening, the provider or supplier is
publicly traded on the New York Stock
Exchange (NYSE) or the National
Association of Securities Dealers
Automated Quotation System
(NASDAQ), or the provider or supplier
is majority owned, directly or indirectly,
by an organization publicly traded on
the NYSE or NASDAQ * * *.”. Another
commenter stated that subjecting
different providers under a hospital to
different levels of scrutiny could cause
confusion and unnecessary hardship.
Response: For reasons already stated,
we have eliminated the distinction
between publicly traded and private
companies and have declined to
subcategorize individual providers and
suppliers based on their ownership.
Comment: A commenter stated that
while subjecting newly enrolling
DMEPOS suppliers to stringent
screening may be proper, an enrolled
DMEPOS supplier that reenrolls
following an ownership change should
not be subject to the same screening as
a newly established supplier. It should
instead be treated as moderate risk, just
as enrolled suppliers that revalidate
their enrollment information. The
commenter contended that the seller’s
business, much of which remains after
the purchase, has already been verified
and authenticated; if CMS and the NSC
subject the purchaser to stringent
enrollment screening, they will
duplicate the work that they have
already done to validate and inspect the
purchased business, wasting resources.
It could also delay the new owner’s
receipt of a Medicare number, which
could disrupt the continuity of business
and patient care. The commenter added
that if CMS does not agree that an
enrollment following an ownership
change of an enrolled DMEPOS supplier
should be moderate risk, CMS should
formally state that purchasers of
enrolled DMEPOS suppliers will receive
new Medicare numbers with billing
privileges retroactive to the purchase
date. In closing, the commenter stated
that the proposed rule is a dramatic
change to the existing methods of
Medicare enrollment; while change to
prevent fraud and abuse is advisable,
such change should not harm honest
providers and suppliers who strive to
provide high quality service to Medicare
beneficiaries. Another comment stated
the purchaser of an existing community
pharmacy DME supplier store should be

screened as a moderate (not a high) risk
supplier during reenrollment.

Response: We disagree that a
DMEPOS supplier undergoing a change
of ownership should be assigned to the
as moderate screening level. For
purposes of enrollment, a DMEPOS
supplier undergoing a change of
ownership is treated and must enroll as
a new supplier. Hence, since all newly-
enrolling DMEPQOS suppliers are subject
to a “high” level of screening, we believe
DMEPOS suppliers undergoing a change
of ownership should also be subject to
a “high” level of screening. Further, the
screening requirements in the high
screening level include a fingerprint-
based criminal history record check of
any individual with direct or indirect
ownership of 5 percent or greater.
Therefore, enrollment screening after a
change in ownership has clear value to
the enrollment process, and we disagree
that it would be a waste of resources.
Currently-enrolled (revalidating)
DMEPOS suppliers are assigned to the
moderate level of screening.

Comment: A commenter stated that
certified orthotic and prosthetic
DMEPOS suppliers and American Board
for Certification in Orthotics and
Prosthetics (ABC)-accredited DMEPOS
suppliers should be assigned to the
limited screening level. The commenter
stated that accreditation is not an easy
standard to meet, and asked CMS to
investigate whether there are any
studies or other evidence that indicate
that ABC Accredited Facilities and/or
ABC Certified practitioners as a
DMEPOS subcategory pose an elevated
risk to the Medicare program. If there
are not, such suppliers should be
subject to limited screening.

Response: We believe the commenter
is asserting that accreditation bodies
perform a sufficient level of oversight to
ensure that the entities they accredit are
a low program integrity risk. We do not
believe this is true. The accreditation
bodies help verify the supplier’s
compliance with DMEPOS standards,
rather than assess the supplier’s risk of
fraud, waste and abuse. Accordingly, we
decline to assign entities accredited by
ABC or any other accrediting
organization to the limited screening
level solely on that basis.

Comment: A commenter contended
that in States without licensure, if a
DMEPOS supplier is practitioner-owned
and one or more of the practitioners is
certified by ABC (accrediting body
referenced in section 427 of the
Medicare, Medicaid, and SCHIP
Benefits Improvement and Protection
Act of 2000 (BIPA)), or if the facility
itself has been accredited by one of
these entities, it should be as assigned



Federal Register/Vol. 76, No. 22/Wednesday, February 2, 2011/Rules and Regulations

5881

to the limited screening level. The
practitioner being credentialed in either
of these ways has demonstrated a
commitment to quality.

Response: As already stated, we
decline to subcategorize individual
providers and suppliers based on their
ownership and do not believe
accreditation—standing alone—should
be the foremost indicator of fraud and
abuse risk.

Comment: One commenter stated that
chain pharmacies should be exempt
from the increased screening levels and
screening procedures, as they are
already subject to significant regulation
within their respective States.

Response: We disagree. For the same
reason that we cited for eliminating the
distinction between publicly traded and
non-publicly traded or public or non-
public ownership status as a basis for
determining screening level, state
regulation of chain DMEPOS suppliers
is not in itself a sufficient indicator of
the risk of fraud, waste or abuse posed
by a particular category of provider or
supplier. The fact that a particular
provider or supplier type may be
regulated by the State is not adequate
grounds for placing it in a lower
screening level.

Comment: A commenter stated that
the proposed provisions punish
legitimate providers and that the most
egregious fraud is committed by scam
artists and organized crime. The
commenter expressed concern that
small practices will be driven out of
business. In light of CMS’s proposed
exemption for public companies, one or
two large national companies may be
the only ones “left standing” and will
have a monopoly. CMS, the commenter
argued, will then be unable to
objectively compare “best practices” or
to objectively evaluate trends in care,
and that patients will not have a choice
for their care.

Response: As already stated, we have
eliminated the distinction between
publicly held and private companies. In
addition, we believe that the proposed
provisions will help stem the fraud that
both the commenter and we are
concerned about.

Comment: A commenter
recommended that CMS provide the
analysis for which it based its risk
assignment decisions for limited and
moderate screening levels. The
commenter also recommended that CMS
consider the Medicare and Medicaid
error rates for each provider or supplier
in establishing its screening levels.
Finally, the commenter also requested
the following data for each type of
Medicare provider and supplier for
2008, 2009, and 2010:

e Number of Medicare revocations.

e Number of Medicare payment
suspension.

o Number of Medicare overpayment.

e Medicare error rate.

e Medicaid error rate.

e CMPs.

¢ Convictions by the Department of
Justice.

e HHS OIG mandatory exclusions
under 1128 of the Act.

e HHS OIG permissive exclusions
under 1128 of the Act.

Response: We based our risk
assessments on a variety of factors,
including some of those listed by the
commenter as well as others. However,
because our conclusions were not based
on any one factor nor any specific
combination of factors, but rather on
CMS’s aggregate experience with each
provider and supplier type, providing
the data requested by the commenter
would not serve to clarify the
determinations of risk.

Comment: A commenter stated that
the proposed screening approach in the
proposed rule is simplistic at best and
flawed at worst. The commenter did not
believe provider type is the only
measure of risk of fraud. To address
those individuals and organizations
who intend to enroll for the sole
purpose of committing fraud, CMS
must: (1) Consider the provider’s past
experience with Medicare, Medicaid, or
CHIP; (2) coordinate enrollment and
billing issues with commercial health
plans, Medicaid and CHIP; and (3)
establish more stringent program
requirements. The commenter believes
that CMS did not offer any enhanced
program requirements in the proposed
rule, the rule does not reduce the “pay
and chase” approach used by CMS and
OIG today.

Response: We disagree, and believe
that the program safeguard measures
outlined in this final rule with comment
period will greatly assist in reducing
fraudulent activity. We believe several
of the elements proposed by the
commenter are inherent in this rule.
First, under the final rule with comment
period, final adverse actions will lead to
a high screening level assignment and
the use of additional screening tools.
Second, with regard to more stringent
program safeguards, we believe there is
much in this final rule with comment
period to bolster our efforts at
combating fraud, waste, and abuse For
example, in this final rule with
comment period, we are expanding the
instances in which we can impose a
payment suspension. Furthermore, for
the first time in the history of the
programs, we will be able to impose an
enrollment moratorium in order to

combat fraud, waste, and abuse.
Accordingly, we believe the new
authorities that we are implementing
under the ACA will assist us in
strengthening our program integrity
efforts.

Comment: A commenter
recommended that the following be
placed into the high screening level: (1)
Any provider or supplier that is not
State licensed, and (2) any owner,
authorized official, delegated official,
physician or non-physician practitioner
who has ever been excluded by the OIG,
revoked by Medicare, or had a State
license revocation or suspension.

Response: We stated previously that
merely because a particular provider or
supplier type may be regulated by the
State is not in and of itself adequate
grounds for placing it in a lower
screening level. By the same token, we
do not believe that a failure to be
licensed by the State should
automatically place the provider or
supplier in a high screening level, as the
State may not have licensure
requirements for that particular provider
or supplier type. In addition, the
standards for licensure vary among the
States and Territories such that these are
largely out of our control. With regard
to the commenter’s second suggestion,
we again note that § 424.518(c) of the
final rule with comment period states
that a provider or supplier will be
moved from the “limited” or “moderate”
level to the “high” level if it has had
final adverse actions imposed against it.

Comment: A commenter
recommended that CMS explain why it
did not consider comments regarding
publicly traded companies in the final
rule with comment period; Home Health
Prospective Payment System Rate
Update for Calendar Year 2011; Changes
in Certification Requirements for Home
Health Agencies and Hospices, when
developing the proposed policy found
in the proposed rule to this final rule
with comment period.

Response: This rule and the rule that
the commenter references deal with
different issues. Each was developed
and considered on its own merits.

Comment: A commenter supported
CMS'’s placement of hospitals and
physicians into the limited screening
level. However, the commenter
disagreed that publicly traded DMEPOS
suppliers or HHAs would have less risk.
The commenter also stated that the
providers and suppliers that are
designated as “high risk” or “moderate
risk” but which are members of, operate
as a part of, or are owned by a hospital
or a health system, should instead fall
under the same risk assignment as the
hospital. Such providers and suppliers
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are part of larger established
organizations that have high levels of
accountability to their internal
governance structures and have
longstanding relationships with and
responsibility to their local
communities.

Response: For reasons already stated,
we have eliminated the distinction
between publicly traded and private
companies and have declined to
subcategorize individual providers and
suppliers based on their ownership.

Comment: Several commenters
requested greater specificity regarding
what level of managing employees
would be subject to the screening
requirements for high risk providers and
suppliers. Some of them requested that
for large provider organizations, only
the highest-level managing employees
who operate or manage, or who oversee
the operation of the entire healthcare
organization—and not lower-level
managers of individual departments or
functions—should be subject to the
enhanced screening procedures.

Response: In this final rule with
comment period, we will only apply the
screening requirements for high
screening level providers and suppliers
to individuals with a 5 percent or
greater direct or indirect ownership
interest. Officers, directors, and
managing employees—to the extent that
they do not have a 5 percent or greater
ownership interest—will not be subject
to fingerprint-based criminal
background checks. However, we intend
to monitor the situation and may seek
to extend the scope of fingerprint-based
criminal background checks in the
future if circumstances warrant.

Comment: A commenter stated that
hospitals should be exempted from all
screening levels—even the limited
screening level—if they are State-
licensed and accredited.

Response: We disagree with this
commenter. To exempt a provider or
supplier from any screening level would
be the equivalent of stating that the
provider need not undergo even the
most basic verification requirements
used under the limited risk level of
screening.

Comment: Several commenters
supported site visits as a tool to improve
program integrity, but believes that they
could disrupt or administratively
burden a legitimate provider or
supplier’s business operations. They
recommended that CMS limit the
purpose of these site visits to verifying
that the provider/supplier exists and is
operational; other matters that would
require significant management and
clinical staff time should be handled
through separately scheduled site visits.

Several other commenters believe that
site visits were appropriate, but said
that the number of such visits must be
reasonable for the circumstances and
should only increase if inappropriate
activity is suspected. In addition,
another commenter suggested that as
part of a DMEPQOS site visit, the auditor
should confirm with the owner of the
warehouse or facility the terms of the
lease; for HHAs, the auditor should
confirm that the HHA has been using
the OASIS form and that a sample of
Patient Plan of Care medical records/
files can be directly linked to an OASIS
document.

Response: We decline to state that site
visits will always be limited to verifying
whether the provider or supplier is
operational. We must retain the
flexibility to conduct a closer on-site
review if warranted.

Comment: One commenter stated that
classifying DMEPOS suppliers that are
physician-owned as high risk could
pose a significant disincentive to office-
based physicians to continue offering
DMEPOS supplies to their patients. The
commenter stated that there has been
little to no documentation of fraud,
waste, or abuse in this category of
DMEPOS, and that these suppliers
should be exempted from the high risk
level of screening.

Response: For reasons already stated,
we have declined to subcategorize
individual providers and suppliers
based on their ownership.

Comment: Several commenters stated
that the risk assessments of specific
providers should not be made public.

Response: To the extent allowed by
Federal law, we will not release to the
general public the risk assessment of an
individual provider or supplier. Thus
when an individual provider or supplier
is elevated in screening level as a result
of a triggering event in §424.518 and
§455.450, we will not publish the
individual provider’s or supplier’s
name.

Comment: Several commenters
supported the creation of limited,
moderate, and high screening levels, as
well as the proposal to place physicians
into the limited screening levels. They
added that CMS should use public
notice and comment prior to modifying
the process or revising level
assignments based on new criteria.

Response: We appreciate the
commenters support and will publish
notice in the Federal Register regarding
changes in assignment or levels of
screening specified at §424.518 and
§455. 450. However, as mentioned
previously, we will not publish
information about an individual
provider or supplier that meets certain

triggering events as described in these
sections.

Comment: A commenter opposed
“geographical circumstances” as a
possible criterion for adjusting a
provider or supplier’s screening level.
This would deny all providers and
suppliers in the specified geographic
area basic due process and could
seriously damage beneficiary access to
health care providers and services in the
impacted area.

Response: We are not adopting
“geographic circumstances” as a
criterion for adjusting a provider or
supplier’s screening level at this time.
We believe that should circumstances
arise where we have concerns about a
provider or supplier type in a
geographic area, the authority to impose
an enrollment moratorium, as detailed
in this rule, will provide program
integrity protection. However, we do
retain the authority to add geographic
location as a criterion for adjusting a
provider or supplier’s screening level
through future rulemaking.

Comment: Several commenters
opposed the proposal to re-assign
physicians from the “limited” or
“moderate” screening level to the “high”
screening level when CMS has evidence
from or concerning a physician that
another individual is using their
identity within the Medicare program.
Classifying physicians who have been
the victims of identity theft to the high
screening level would stigmatize the
physician and create a presumption that
he/she has engaged in conduct
warranting heightened scrutiny. They
urged CMS to establish a fourth level,
which signifies a heightened level of
risk to Federal health care programs as
a result of compromised physician
identity or identity theft. Another
commenter requested that CMS clarify
that it will be the offender who is
subjected to additional scrutiny and that
the victim will not be penalized for the
actions of the offender. Another
commenter, however, supported CMS’s
proposal to adjust the categorical
screening level if a practitioner notifies
CMS or its contractor that another
individual is using his or her identity
within the Medicare program, and to
require fingerprinting of high risk
provider and supplier types (but not of
individual practitioners who have been
the victim of identity or provider
number theft).

Response: We stress that we will work
closely with law enforcement against
those individuals who are perpetrating
Medicare identity theft. We do not plan
to use screening tools to address
identity theft concerns as it would not
be an adequate response. We believe
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identity theft concerns are most
appropriately handled by our law
enforcement partners.

Comment: A commenter requested
clarification as to the screening level
assignment of in-home supportive
services (IHSS). If they fall into the
“moderate” level, as do home health
agencies, the commenter expressed
concern that site visits could burden
program recipients.

Response: Medicare does not
recognize “in home supportive services”
as a specific category of provider or
supplier. To the extent that the IHSS
supplier is or will be enrolling in
Medicare or Medicaid as a HHA, it will
be subject to the same requirements and
standards as all other HHAs. As for the
site visits, they will generally be
conducted at the HHA’s physical
locations.

Comment: Several commenters
expressed concern with the proposal to
re-assign physicians (and other
providers/suppliers) from the “limited”
or “moderate” screening levels to the
“high” screening level if a physician has
had billing privileges revoked by a
Medicare contractor within the previous
ten years. Billing privileges can be
revoked for a number of reasons
unrelated to fraud, waste, or abuse, such
as a failure to respond to a request for
revalidation documentation within
stringent contractor imposed deadlines.
They urged CMS to differentiate
between a temporary revocation of
billing privileges and revocations based
on actual misconduct by a provider or
supplier.

Response: As stated earlier,
revocation is undertaken as an
administrative remedy only if clearly
justified. Also, there is an appeals
process in place for provider
revocations. Should a revocation be
rescinded, the provider or supplier
would be restored to its previous
screening level.

Comment: A commenter urged CMS
to exercise the temporary moratorium
authority judiciously and to exempt
physicians from re-assignment from
level I (limited) to level III (high) if
physicians are ever subject to the
temporary moratorium; this would
include an exemption for physicians
enrolled as DMEPOS suppliers if the
latter are subject to a moratorium.

Response: We believe this commenter
is addressing a concern that if a
moratorium is imposed on a category of
providers that includes physicians or
physician-owned DMEPOS suppliers,
that when the moratorium is lifted the
provider or supplier category to which
the moratorium applied would be
moved to the high screening level for 6

months following the lifting of the
moratorium. The commenter is asking
for an exception to this proposal. A
moratorium may be imposed if there is
a heightened risk of fraud, waste or
abuse in a particular geographic area or
involving a certain provider or supplier
type. If a particular provider or supplier
type posed such a risk as to warrant a
moratorium, it would be inappropriate
for us to automatically exempt it from
enhanced screening once the
moratorium ends. In the event that we
were to impose a temporary moratorium
on physicians or physician-owned
DMEPOS suppliers, the moratorium
would be as narrowly tailored as
possible to address specific fraudulent
activity.

Comment: A commenter believes that
the moderate and high screening level
assignments for community pharmacies
are inappropriate and contended that:
(1) all existing community pharmacy
DME suppliers, as well as new locations
of existing community pharmacy DME
suppliers, should be designated as
limited risk, and (2) newly enrolling
community pharmacy DME suppliers
should be treated as posing a moderate
risk. The commenter stated that
community pharmacies are already
heavily regulated by the States and
Federal government through State
boards of pharmacy, CMS supplier
standards and surety bonds, and argued
that community pharmacies are not a
major source of fraud. The commenter
also urged CMS to incorporate into its
final rule the same exemption criteria
that CMS’s uses to exempt certain
community pharmacies from DME
supplier accreditation requirements. In
addition, the commenter stated that
CMS should designate community
pharmacies as limited risk suppliers if:
(1) They have had a supplier number for
at least 5 years; (2) their DME sales are
less than 5 percent of their total sales
over the last 3 years; and (3) they have
not received a final adverse action
against them in the past 5 years.
Another commenter stated that
DMEPOS sales are but a small portion
of genuine community pharmacy sales.
Accordingly, the proposal regarding
unannounced pre- and/or post-
enrollment site visits for moderate risk
suppliers and criminal background
checks and fingerprinting for high risk
suppliers may prove unbearably costly
and burdensome to community
pharmacies. The commenter added that
it could lead to community pharmacies
to stop supplying DME products,
causing access problems.

Response: As already stated, all
newly-enrolling DMEPOS suppliers,
regardless of sub-type or ownership,

will be placed in the high level of
categorical screening. This includes new
DMEPOS locations, which have long
been treated as initial enrollments.
Moreover, we do not believe it is
appropriate to apply the community
pharmacy exemption for accreditation
to the risk classifications, as the
standards for accreditation are different
from the criteria we are using for the
risk classifications.

Comment: A commenter urged CMS
to more narrowly tailor its risk
assignments of provider or supplier
types by geography, so that DMEPOS
suppliers in many areas of the country
are not unfairly grouped into a higher
screening level merely because those
same DME supplier types pose major
fraud risks in other limited areas of the
country.

Response: We disagree. While some
areas of the country are undeniably
more prone to fraud than others,
fraudulent activity can occur anywhere.
Furthermore, we believe it most
objective to apply the same standard to
all parts of the country and use other
tools to narrowly tailor our approach
when necessary, including the
enrollment moratoria provision set forth
in this final rule with comment period.

Comment: A commenter requested
clarification on whether an existing
community pharmacy DME supplier
that seeks to add a new DMEPOS
supplier store would fall under the
moderate or high screening level under
the proposed rule. The commenter
believes this should fall within the
moderate screening level.

Response: As already stated, the
addition of a new DMEPOS location
would be subject to the level or
screening specified for providers and
suppliers assigned to the high screening
level.

Comment: A commenter expressed
concern that the Medicare contractor
may not know which companies are
publicly traded.

Response: We have eliminated the
distinction between publicly traded and
non-publicly traded companies; as such,
this comment is no longer applicable.

Comment: One commenter stated that
on June 23, 2010, the Director of the
Office of Management and Budget
published a memorandum titled,
“Enhancing Payment Accuracy” through
a “Do Not Pay List”; this Presidential
document stated that, “At a minimum,
agencies shall, before payment and
award, check the following existing
databases (where applicable and
permitted by law) to verify eligibility:
the Social Security Administration
Death Master File, the GSA’s EPLS, the
Department of the Treasury’s Debt
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Check Database, the Department of
Housing and Urban Development’s
(DHUD) Credit Alert System or Credit
Alert Interactive Voice Response System
and the DHHS OIG LEIE.” The
commenter stated that CMS should
explain why the proposed rule does not
mention these verification sources.

Response: Medicare contractors have
long been required to review the EPLS
and the LEIE prior to enrolling a
provider or supplier in Medicare. In
addition, providers, suppliers and their
owners and managers are currently
reviewed against the SSA Death Master
File. As for the DHUD Credit Alert
System and the Department of the
Treasury’s Debt Check Database, we
understand the Presidential
memorandum requires review of these
systems prior to payment or award and
will integrate their use as appropriate in
our protocols.

Comment: Several commenters
supported the placement of hospitals in
the limited screening level. However,
they added that high risk or moderate
risk providers and suppliers that are
members of, operate as a part of, or are
owned by a hospital or a health system,
should instead fall under the same
limited risk assignment that CMS
proposes for hospitals.

Response: Again, for reasons already
mentioned, we have declined to
subcategorize individual providers and
suppliers based on their ownership.

Comment: Several commenters stated
that in States with orthotic and
prosthetic licensure, orthotic and
prosthetic DMEPOS suppliers should be
designated as limited risk, as there is no
evidence of significant elevated risk for
such licensed professionals. In States
without orthotic and prosthetic
licensure, several commenters stated
that the supplier should be treated as
limited risk if: (1) One or more of the
supplier’s practitioners are certified by
the American Board for Certification of
Orthotics, Prosthetics and Pedorthics or
the Board of Certification/Accreditation
International, or (2) the supplier itself
has been accredited by one of these
entities. Other commenters stated that if
the orthotic and prosthetic supplier is
not practitioner owned, but has been in
business at least 3 years, it should be
considered limited risk due to a
demonstrated lack of inappropriate
billings over time; if it is not
practitioner-owned and has not been in
business at least 3 years, it should be
rated as a moderate risk. Finally, the
commenters objected to the proposed
risk provision for this risk assignment
provision because: (1) Orthotics and
prosthetics is not part of DME, and has
significantly lower fraud and abuse

risks; and (2) there has not been
sufficient consideration of the impact of
number of years in business, or
accreditation/certification status as
factors that diminish risk.

Response: As stated earlier, we do not
believe certification or accreditation to
be dispositive of risk for fraud and
decline to adopt this suggestion. While
we appreciate the commenter’s
suggestion that we should look at length
of time in business as a means of
supporting the assessment of risk, we
believe that OIG and GAO reports and
experiences are instructive and rely on
those as well as our own data to support
the assignment to levels of screening
that we finalize in this rule.

Comment: A commenter expressed
concern that the time and cost necessary
to comply with the requirements in the
proposed rule is a significant burden on
small providers, in light of all of the
other requirements they are subjected
to. The commenter stated that for
reasons of reduced risk, time in business
and demonstrated commitment to
quality, no certified practitioner or
accredited orthotist or prosthetist
facility should be subject to background
checks and fingerprinting.

Response: We decline to adopt this
suggestion; to do so would foreclose the
possibility that any high risk
practitioner or orthotic or prosthetic
facility would be subject to enhanced
scrutiny.

Comment: A commenter questioned
whether requirements such as
fingerprinting will accomplish CMS’s
goal of tracking violators, since CMS
will have no way to ensure that the
person providing the fingerprints is the
person rendering the care. The
commenter also questioned whether
fingerprinting will help prevent identity
theft for physicians.

Response: We are confident that
fingerprint-based criminal history
record checks will enable us to identify
individuals who violate CMS existing
regulations at § 424.530(a) and
§424.535(a), and appropriately deny or
revoke Medicare billing privileges in
these circumstances. This screening tool
is intended to prevent individuals who
pose an elevated risk of fraud, waste,
and abuse from enrolling in the
programs. Physicians will not be subject
to the fingerprint-based criminal history
check if they are not in the high
screening level. Physicians as a category
are in the limited screening level and
providers and suppliers in the limited
screening level are not subject to
fingerprint-based requirements as are
individuals and entities in the high
screening level. The submission of
fingerprints for the purposes of an FBI

criminal history record check is not
intended to address identity theft
concerns.

Comment: A commenter stated that
raising a supplier’s screening level
seems reasonable only if the supplier
has come under a payment suspension
or if after investigation, the type of
provider and the services it will render
are not congruent on its enrollment
application.

Response: We disagree. There are, as
explained in this final rule with
comment period, a variety of final
adverse actions that we believe warrant
the placement of a provider or supplier
in a higher screening level. Payment
suspensions and inconsistent
information on the enrollment
application should not be the only two
grounds for elevating a provider’s
screening level.

Comment: A commenter stated that
with regard to the “high” screening
level, although government enforcement
efforts to date have shown fraud, waste
and abuse issues with HHAs and
DMEPOS suppliers in certain
geographical regions (for example,
South Florida, Texas, and California), it
is not clear that issues with such entities
are national. Because the criminal
background checks and fingerprints are
onerous requirements that are not
currently used by Medicare, the
commenter stated that CMS should limit
itself to introducing such requirements
in high risk geographic areas, rather
than nationally, at least at this stage.
Moreover, the commenter stated that
CMS has neither provided the data nor
made the convincing case that its
proposed changes will deliver results to
justify the extent to which the rules
would intrude on normal patient care
and business practices. With respect to
orthotic and prosthetic suppliers, the
commenter urged CMS to adopt a more
realistic approach that cracks down on
fraudulent providers, without either
considering every provider to be a
crook, or adding huge regulatory
burdens that could put honest,
legitimate, hard-working orthotic and
prosthetic suppliers out of business.

Response: We disagree that our
enhanced screening procedures should
initially be restricted to high risk
geographical areas. While some regions
of the country evidence fraud, waste
and abuse more than others, fraudulent
activity can occur anywhere. In
addition, we believe that a national
approach is most objective in
implementing the screening provisions
herein. We will rely on other program
integrity tools, including, without
limitation, the enrollment moratoria
authority contained within this rule, to
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address concerns in particular locales.
Moreover, CMS will monitor
implementation of the final
requirements on provider and supplier
screening with respect to patient care
and business practices.

Comment: A commenter stated that
with respect to changing a health care
provider’s level of screening, the basis
for this determination should be on
information released during 2011 and
beyond.

Response: We disagree. We have
found that long-term trends (for
example, data from 2005 through 2009)
are often good indicators of potential
fraudulent activity.

Comment: A commenter suggested
that CMS establish certain exemptions
to DMEPOS suppliers prior to a
company being deemed a moderate or
high risk supplier, such as: (1) A
multiple year history as a DMEPOS
provider; (2) award of a DMEPOS
competitive bidding contract (where
CMS itself has extensively reviewed the
financials of contracted suppliers); and
(3) accreditation by a CMS-approved
third party.

Response: We did not base our
development of levels of screening and
the assignment of provider and supplier
categories to these levels of screening of
fraud, waste or abuse on the past
experience of specific individual
providers. Rather, it is based on
collective experience of provider and
supplier categories. Furthermore, we do
not believe length of time in business is
an appropriate determination of fraud
risk. Similarly, as described previously,
we do not believe accreditation is—in
and of itself—an indication that a
provider or supplier should be assigned
to the limited screening level. Finally,
we decline to accept the commenter’s
suggestion that the award of a DMEPOS
competitive bidding contract should
provide an exemption from the
assignment specified in this rule. The
criteria for competitive bidding are
different than those that we are using to
determine the appropriate screening
level appropriate to particular categories
of provider or supplier.

Comment: A commenter stated that
any criteria utilized by CMS to assign
screening levels should be made public,
and that CMS should regularly review
its assignment to screening levels. The
commenter questioned whether
automatically applying the proposed
additional screening measures for
providers and suppliers assigned to the
moderate and high levels will be
effective in shutting-out sham suppliers
and past violators from participating in
Medicare, particularly since these
safeguards do not protect Medicare

against criminals who use a shell as the
owner of record to avoid detection. The
commenter believes that the recently
implemented accreditation and bonding
requirements for DMEPOS suppliers are
a stronger deterrent in ensuring that
fraudulent suppliers are not able to
participate in Medicare, and
recommended that CMS first determine
whether these requirements adequately
deter fraud before imposing additional
and arguably less effective safeguards,
especially considering the cost and
burden of these new requirements.

Response: Criteria for the risk
assessments were discussed in the
proposed rule and this final rule with
comment period. The criteria will be
reviewed on a consistent and ongoing
basis, and in the event we decide to
update the assignment of screening
levels, we will publish a regulatory
document in the Federal Register. We
do not believe, though, that we should
wait for the results of the accreditation
and surety bond requirements before
taking additional steps to address
program integrity problems related to
DMEPOS suppliers. Indeed, it could
take several years for the full impact of
the surety bond and accreditation
requirements to take effect on our anti-
fraud efforts. As such, we do not believe
it to be premature to assign newly-
enrolling DMEPOS suppliers to the high
screening level and require enhanced
screening pursuant to this rule. It is our
expectation that all of these program
integrity protections together will lessen
the risk of fraud and abuse in the
Medicare program.

Comment: A commenter stated that
the language in §424.500, et seq., does
not define “Medicare contractor,” and
the verbiage in the preamble is
somewhat vague. The commenter
requested clarification as to: (1) The
contractors that will be conducting the
on-site visits, (2) whether this approach
will be uniform across the country, and
(3) the training and experience the
individuals conducting these visits will
have.

Response: Since the term “Medicare
contractors,” as used strictly in the
provider enrollment context, is
generally understood and recognized by
the provider community to mean the
entities that process CMS-855 provider
enrollment applications, we do not
believe it is necessary to include a
formal definition of this term in this
final rule with comment period. The
contractors that will conduct site visits
will vary, as will the scope and breadth
of individual visits; however, such site
visits will be in accordance with
guidance issued by CMS. Those who
will conduct site visits will receive

appropriate instructions and oversight
regarding the performance of the visits.

Comment: Several commenters stated
that HHAs and hospices are already
subject to a State survey prior to
enrollment—as well as on a periodic
basis thereafter—thus making a site visit
superfluous. As such, initially enrolling
HHAs and hospices should be included
in the limited screening level rather
than in the moderate screening level. A
commenter also stated that including all
revalidating HHAs, hospices and DME
suppliers in the moderate screening
level is unfair and inappropriate, as they
are already established providers; the
commenter believes it should be exempt
from the site visit requirement if it has
been in existence for at least 5 years and
there is no reason to suspect fraudulent
activity. The commenter added,
however, that additional site visits and
increased medical review during the
provider’s first 5 years of enrollment
could be performed to ensure
compliance. Another commenter stated
that it would be better to conduct HHA
site visits, if they had to be performed,
with existing or recent patients in their
homes, since most care is provided to
patients in their homes; care is not
provided in the HHA or hospice office.

Response: We do not believe that a
site visit is superfluous. Due to the
length of the enrollment, survey, and
certification processes, we believe it is
important for us to institute verification
activities at multiple points during this
period, and not to restrict its validation
efforts to the enrollment process and the
State survey. Moreover, we do not
believe that site visits should be limited
to providers who have been enrolled for
less than 5 years, as we do not have data
to suggest that those who have been
enrolled for 5 years or more present less
of a fraud, waste, and abuse concern
than newly enrolled providers and
suppliers. Finally, and as mentioned
earlier, provider enrollment site visits
will be conducted at the HHA’s physical
locations.

Comment: A commenter asked CMS
to describe the process the Medicare
contractors are using to review State
licensing data on a monthly basis. The
commenter also requested clarification
as to whether the reference to “non-
public, non-government owned” applies
only to affiliated ambulance services
suppliers, or extends to the other
provider types listed in the moderate
level.

Response: The contractors use various
processes to review licensure data;
frequently, this is an automated process.
With regard to the clarification
requested, the term as used in the
NPRM applied only to ambulance
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suppliers. However, as we have
eliminated the distinction between
public and non-public ambulance
service providers, this comment is no
longer applicable.

Comment: A commenter suggested
that CMS consider reclassifying
providers and suppliers in the
“moderate” and “high” screening level to
the “limited” risk level if the provider or
supplier is subject to State licensure
requirements. In addition, the
commenter opposed reclassifying
providers or suppliers from one
screening level to another based strictly
on their geographical location. To do so
would be arbitrary, and would not
reflect the risk associated with
particular provider or supplier types.

Response: As already mentioned, we
do not believe that State licensure is, in
and of itself, indicative of a limited risk
of fraud. In addition, we do not plan to
reclassify providers or suppliers based
solely on geographical location. As
stated earlier, if we identify a concern
among provider and supplier categories
in a particular geographic location, our
authority to impose a temporary
moratorium will help to address those
concerns. However, we do retain the
authority to add geographic location as
a criterion for adjusting a provider or
supplier’s screening level through future
rulemaking.

Comment: A commenter expressed
concern that fingerprinting: (1) Could be
very costly; (2) raises privacy and
security concerns once an organization
begins to collect, maintain, administer
access and store a database of
fingerprints; and (3) is technologically
being replaced by much more modern
and reliable identification techniques.
The commenter urged CMS to avoid
requirements for fingerprinting in
screening requirements and to use more
modern techniques.

Response: As already mentioned, we
believe that fingerprint-based criminal
history record checks will be an
effective tool in combating Medicare
waste, fraud, and abuse. In our view,
such criminal history record checks—
more effectively than a name-based
background check—will prevent
ineligible individuals from enrolling in
the Medicare program. CMS believes
that the cost to both the applicants for
the collection of fingerprints, and to
CMS for the processing of the prints is
not unduly burdensome either to the
providers and suppliers or the agency.
We would like to clarify that CMS will
not be collecting and storing any
fingerprints. As mentioned earlier, the
selected authorized channeler will
collect and transmit the prints
electronically directly to the FBI CJIS

Division’s Wide Area Network to check
against the IAFIS, the FBI maintained
database. CMS will only receive the
criminal history record information, and
will protect that information as the
Privacy Act requires—both from a
privacy and security standpoint. In
response to the commenter’s third
remark, while CMS is aware of the
advances in technology in the biometric
market, the FBI and State law
enforcement standard is currently the
fingerprint. Once the FBI or State law
enforcement requires a new standard of
identification to access the criminal
history record information, we will
comply with that standard.

Comment: A commenter suggested
that in implementing the screening
requirements, CMS should minimize
duplication of effort. Often the same
providers who participate in traditional
Medicare are also participating in other
plans, such as Medicaid. Having
separate screenings could be
burdensome and inefficient.

Response: We agree with the
commenter that every possible attempt
should be made to avoid duplication of
effort. To that end, we have attempted
to address this concern by providing
that the States may rely upon a
screening performed by the Medicare
program.

Comment: A commenter supported
the concept of applying geographical
circumstances when adjusting providers
or suppliers from one screening level to
another, and recommended that anti-
fraud efforts be coordinated with other
payers—such as through information
sharing—because providers and
suppliers perpetrating fraud do so
across the spectrum of payers, and that
reality should be integrated into CMS’s
overall strategy.

Response: We agree that anti-fraud
efforts should be coordinated among
payors and we are taking steps to
promote greater coordination. As stated
previously, we believe our temporary
moratoria authority described later in
this rule will be an effective tool in
particular geographic locations. We may
revisit as a factor for enrollment
screening level in future rulemaking.

Comment: Several commenters stated
that new locations of currently enrolled
Medicare DMEPOS providers should be
distinguished from other providers that
do not have an established record with
the Medicare program. CMS should
therefore screen new locations of
Medicare enrolled suppliers in the same
manner as it proposes to screen
currently enrolled providers.

Response: We disagree. As previously
stated, the addition of a new location is
considered an initial enrollment.

Consequently, a new DMEPOS location
will be subject to the “high” level of
categorical screening.

Comment: Several commenters
requested that occupational and
physical therapists, including those
enrolled or applying to enroll as
DMEPOS suppliers, be placed in the
limited risk level.

Response: As stated earlier, all newly-
enrolling DMEPOS suppliers (including
those with new practice locations),
regardless of sub-type, and including
those that are owned by occupational
and/or physical therapists, will be
subject to a high level of categorical
screening. For physical therapists
enrolling as individuals or group
practices via, respectively, the CMS—
8551 and CMS-855B applications, these
suppliers will be placed in the moderate
level of screening. As we explained
earlier with respect to physical therapy
providers, we believe the classification
of physical therapists in the moderate
level is supported by a recent OIG report
entitled “Questionable Billing for
Medicare Outpatient Therapy Services”
(December 2010) (http://oig.hhs.gov/oei/
reports/oei-04-09-00540.pdf), which
found, among other things, that Miami-
Dade County had three times, and
nineteen other counties had at least
twice, the national level on five of six
questionable billing characteristics.

Comment: A commenter asked
whether CMS will identify the
contractors that will perform these
screenings, or whether it will accept
screenings performed by commercial
screening services widely used by large
employers outside the health care
industry.

Response: We believe the commenter
is referring to criminal background
screenings. To comply with the FBI
requirements that only authorized
channelers submit fingerprints to the
Wide Area Network, and receive the
criminal history record information
from the FBI, CMS will contract with a
pre-approved FBI authorized channeler.
In the future guidance, CMS will
identify the selected authorized
channeler(s) where individuals may
have their fingerprints collected, or to
whom they may submit the FD-258 card
that was completed at a local law
enforcement agency. In addition to
ensuring compliance with FBI security
requirements, such authorized
channelers have vendors all over the
country where individuals can have
their fingerprints electronically
collected. In addition, individuals may
have their prints taken on the FD-258
paper card at a local law enforcement
agency, and then have it sent to the
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authorized channeler to have it digitized
and submitted to the FBI.

Comment: A commenter had several
suggestions for screening levels. The
commenter recommended that the
limited screening level include
providers affiliated with non-profit
acute care hospitals or health systems;
any not-for-profit providers who have
been in existence for at least 20 years
and who have filed annual cost reports
(if required) for their line of business;
and any for-profit providers in business
for 20 years as a single site provider.
The moderate screening level should
include all other providers except those
indicated in the high screening level,
plus any provider who has entered into
a settlement with a government agency
(Federal, State or local) within the past
20 years, up through the most recent 5
years, where such settlement covered
any over-charge allegations. The high
screening level should include any
provider who has entered into a
settlement with a government agency
(Federal, State or local) for any
overpayment in the past 5 years; and
any provider or group of providers
which may currently be under review
for possible billing overcharges or other
violations who is seeking either a new
provider number or seeking a new
provider location.

Response: We appreciate these
suggestions, and may consider them as
part of a future rulemaking effort should
circumstances warrant. However, for
now, and for the reasons described
previously, we believe that the
screening level assignments discussed
in this preamble will best implement
the statute.

Comment: A commenter
recommended that CMS refrain from
publicly posting risk levels, particularly
as they relate to individual providers or
group practices. The commenter
believes that in some instances this
could give a false impression as to the
level of risk of any provider or supplier,
and that CMS has not clarified how this
action will assist the agency with fraud
prevention.

Response: To the extent permitted by
Federal law, we do not plan to publish
risk assessments and the corresponding
screening level of individual providers
or suppliers.

Comment: A commenter urged CMS
to provide contractors with sufficient
and targeted resources to handle
identity theft screening to ensure that
the additional screening precipitated by
identity theft will not delay processing
of new enrollment applications.

Response: As mentioned throughout
this rule, we do not plan to use
fingerprint-based criminal history

record checks to address identity theft
concerns. Identity theft is within the
purview of law enforcement and we will
make referrals to our law enforcement
partners whenever appropriate.

Comment: A commenter requested
clarification as to whether a revalidating
provider would need to resubmit
fingerprints with its application. The
commenter believes this would be
burdensome, costly, and unnecessary,
since fingerprints do not change.

Response: If an individual has
provided fingerprints on one occasion,
we will not ask such individual to
furnish fingerprints a second time
unless required by FBI protocols.

Comment: A commenter disagreed
that in all cases publicly traded entities
pose a “limited” risk while all HHA
companies that are not publicly traded
pose a “moderate” risk to the program.
The commenter supported the “high”
risk assignment for those new to the
program, but stated that the proposed
rule does not consider that companies
that have operated successful and
compliant HHAs for years would fall
into the high screening level if they
were to open a new location or branch
simply based on the arbitrary
assignment of the screening level.

Response: As stated earlier, we
believe that newly enrolling HHA
locations (for which a CMS—855 is
submitted) should be subject to the
enhanced scrutiny of the high risk
screening level. Further, as stated
earlier, we have eliminated the
distinction between publicly traded and
non-publicly traded companies.

Comment: A commenter urged CMS
to expand the definition of limited risk
to include entities that file with the
Securities and Exchange Commission
(SEC), even though they do not have
securities traded on the NYSE or
NASDAQ. By reason of their debt
obligations, such entities are subject to
the same disclosure and reporting
requirements under Federal securities
laws as a company that is subject to
section 13 or 15(d) of the Securities
Exchange Act of 1934, as amended (the
“Exchange Act”).

Response: As stated earlier, we have
eliminated the distinction between
publicly traded and non-publicly traded
companies, and the comment is no
longer applicable.

Comment: A commenter stated that
adjusting HHAs from the “limited” or
“moderate” screening level to “high” risk
simply because they reside in an area
for which CMS imposes a moratorium is
arbitrary and punishes good HHAs with
no consideration of their compliant
service to the Medicare beneficiaries
and the program.

Response: As explained elsewhere in
this section and also later in the general
discussion regarding moratoria, a
moratorium may be imposed if there is
a heightened risk of fraud, waste, or
abuse in a particular area or involving
a certain provider or supplier category.
If a particular provider or supplier type
posed such a risk as to warrant a
moratorium, it would be inappropriate
for us to automatically exempt it from
enhanced screening once the
moratorium ends. To do so would, in
effect, require us to state that once the
moratorium ends, that provider or
supplier type no longer poses a risk, a
conclusion that we could not
necessarily draw.

Comment: A commenter stated that
the assignment of risk should be based
on defined criteria beyond those
proposed, such as compliance history
related to billings, medial review, and
history of negative audits from the
program safeguard contractors. The
commenter added that defined criteria
should also be used to identify when
providers are moved to different
screening levels. For instance, brand
new HHAs with no previous enrollment
history should be part of the high
screening level; however, upon 5 years
of compliant operation, they should be
moved to the moderate screening level.
If a company with a 5 year compliance
history opens a HHA, it should not be
assigned to the high screening level;
instead, it should be assigned to the
moderate screening level based on its
good history with Medicare. Agencies
that have a 7 year or more compliance
history should be assigned the limited
screening level.

Response: Though we do not at this
point believe that length of time as a
Medicare provider should be a criterion
for reducing a provider’s or supplier’s
screening level, we may consider this as
part of a future rulemaking effort should
circumstances warrant.

Comment: A commenter believes that
the phrase “Indian Health Service
facilities” should be deleted in favor of
“health programs operated by an Indian
Health Program (as that term is defined
in section 4(12) of the Indian Health
Care Improvement Act) or an urban
Indian organization (as that term is
defined in section 4(29) of the Indian
Health Care Improvement Act) that
receives funding from the Indian Health
Service pursuant to Title V of the Indian
Health Care Improvement Act.” Such
language would encompass all Indian
and tribal programs that are carried out
pursuant to the Indian Health Care
Improvement Act (IHCIA) and Indian
Self-Determination and Education
Assistance Act (ISDEAA). Moreover, to
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ensure that all Indian and tribal health
programs are treated as limited risk, the
exception in (b)(1) and (c)(1) should be
amended to refer to Indian and tribal
health programs. The commenter stated
that the burden on Indian and tribal
providers of meeting new screening
requirements would be significant and
duplicative of screening requirements
imposed already under the Indian Child
Protection and Family Violence Act on
many of the providers.

Response: We will revise the language
in the final regulation as requested by
the commenter to ensure that Indian
and tribal health programs are described
accurately and are assigned to the
limited screening level.

Comment: A commenter stated that
CMS should designate provider
screening levels in the final rule with
comment period, and should require
changes in the risk level for a provider
type to be subject to the rulemaking
process.

Response: We have specified the
different screening levels in this final
rule with comment period. Should a
change in a particular provider or
supplier type’s classification be
warranted and should it necessitate a
change in existing regulatory language,
we will publish notice of it in the
Federal Register. However, we will not
publish notice of the circumstances
under which an individual provider or
supplier has been moved to an elevated
level of screening as described in
§424.518(c) and § 455.450(e).

Comment: A commenter stated that
ophthalmologists, optometrists, and
opticians who only bill as DMEPOS
suppliers for post-cataract glasses and
lenses should fall into the limited
screening level.

Response: As detailed previously,
currently enrolled DMEPOS suppliers
will be placed in the moderate level of
categorical screening and newly-
enrolling DMEPOS suppliers will be
assigned to the high level of screening.

Comment: A commenter opposed
CMS’ proposal to consider assigning all
providers or suppliers in a specific
geographic location to a higher level of
screening, solely because others in that
area may be considered moderate or
high risk. The commenter believes this
type of action was arbitrary, and could
cause new, limited risk providers to
think twice before entering a geographic
market, thus potentially blocking
beneficiary access to needed services.

Response: We did not assign any
provider or supplier category to a
screening level based on geography.

Comment: A commenter did not
believe independent laboratories should
be placed in the moderate screening

level, due to their high level of
regulation. The commenter stated that
the sheer volume has no bearing on risk
and that they are already subject to
regular site visits.

Response: We disagree. Based on our
experience, we believe that independent
laboratories are appropriately assigned
to the moderate screening level. We note
that newly-enrolling DMEPOS suppliers
are, too, subject to site visits, yet they
are assigned the high screening level.

Comment: A commenter stated that
all physicians should not be placed in
the limited screening level. Several
specialties are increasingly engaging in
abusive self-referral arrangements.

Response: For the reasons stated
previously, we believe that physicians
and non-physician practitioners are
appropriately classified in the limited
screening level. Moreover, we note that
the final rule with comment period
contains provisions for elevating a
particular physician’s or practitioner’s
screening level in certain circumstances.

Comment: One commenter disagreed
that geographical circumstances should
justify the adjustment of FQHC
providers and suppliers to elevated
screening levels based upon this
criterion alone. The commenter stated
that FQHC entities are in an entirely
different classification and should not
be subject to the same categorical
movement.

Response: We assume this commenter
is concerned about our ability to
reassign providers or suppliers after a
temporary moratorium is lifted such
that FQHCs could be classified as high
risk in the event they are located in an
area in which a temporary moratorium
is lifted. We intend to finalize the
elevated risk factors. We believe it
important to closely monitor all
providers and suppliers in the event a
temporary moratorium is imposed—and
for a period thereafter. We note that this
would only apply to providers and
suppliers to which the moratorium
applied. Unless the moratorium that
was lifted had applied to either all
providers and suppliers in a geographic
area or to a category of providers or
suppliers that included FQHCs or to
FQHC specifically, the elevation to the
high screening level would not apply to
FQHGCs or any other provider or supplier
category not originally subject to the
moratorium.

Comment: A commenter: (1)
Expressed concern about potential
application delays if the Medicare
contractors have insufficient funds to
conduct these visits; (2) requested
assurances from CMS that adequate
funds will exist; and (3) recommended
that CMS provide guidance to the

Medicare contractors on the timeframes
within which enrollment inspections
shall occur.

Response: We believe that adequate
funds will exist to perform the required
site visits, and we will issue guidance
to our contractors regarding processing
times.

Comment: A commenter expressed
concern that tax-exempt, faith-based
HHAs will be subject to a higher level
of scrutiny than publicly traded for-
profit HHAs. The commenter believes
that such faith-based HHAs should be
placed in the limited screening category.

Response: We have eliminated the
distinction between publicly traded and
non-publicly traded HHAs. We decline
to adopt the commenter’s suggestion to
assign faith-based HHAs in the limited
level of screening as it has not been our
experience that faith-based HHAs
present a different risk of fraud and
abuse than non-faith-based HHAs.

Comment: A commenter stated that
the inclusion of CMHGs in the
“moderate” risk group seems
appropriate given the history of fraud in
“for profit” CMHCs. The commenter
believes, however, that in the future,
“not for profit” CMHCs be considered
for status as a “limited” screening level.

Response: We decline to adopt the
commenter’s suggestion, as it has not
been our experience that non-profit
CMHCs pose a different risk than for-
profit CMHCs. We will monitor CMHCs
and other provider and supplier types
after this final rule with comment
period is implemented and, if need be,
make adjustments to various risk
classifications.

Comment: A commenter stated that
the fingerprint requirement is
problematic. The FD-258 fingerprint
card could be fairly easy to obtain and
complete without the involvement of
government officials or by manipulating
the form before forwarding it to the
concerned government representative
which could lead to fraudulent data
being accepted by CMS contactors. In
order to ensure the validity and
acceptability of fingerprint data, the
commenter stated that a clear chain of
custody will be required for the FD-258
cards, providing for uninterrupted and
secure forwarding of the completed
cards from an originating law
enforcement office to the CMS
contractor. The commenter believes that
consultation with the FBI and other
expert agencies on this subject could
prove valuable.

Response: CMS has consulted and
will continue to consult with the FBI
regarding the use of the FD-258 card. As
noted previously, CMS has found that in
addition to a longer processing time for
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the FD-258, there is a higher cost to
CMS for the processing of such cards.
However, individuals who have their
prints collected by a local law
enforcement agency must use the FD—
258 card and submit it to CMS’
authorized channeler. The authorized
channeler will digitize such FD-258
cards obtained at a local law
enforcement agency for submission to
the FBI. The chain of custody will
conform to the FBI Security and
Management Control Outsourcing
Standard for Channelers and Non-
Channelers and the FBI’s Criminal
Justice Information Services (CJIS)
Division’s Security Policy.

Comment: A commenter
recommended that the proposed
screening procedures be applied across
the board for all providers and suppliers
in or being introduced into any aspect
of the Medicare, Medicaid or CHIP
system.

Response: We disagree with this
comment. Different categories of
providers and suppliers pose different
risks that must be addressed in distinct
ways.

Comment: A commenter
recommended that when determining
whether to adjust an individual
DMEPOS supplier’s screening level,
CMS should consider the supplier’s:
(1) Experience in furnishing services; (2)
experience in the geographic area; (3)
accreditation status and compliance
with quality standards; and (4)
compliance program, as well as any past
fraudulent activity by the supplier or its
employees and the category of DMEPOS
it furnishes.

Response: We decline to adopt this
approach. First, we believe that this
could be subject to inherently arbitrary
implementation. Second, as has been
described previously, we believe the
ACA requires us to assign categories of
providers and suppliers to a level of
screening based on the risk for fraud.
The criteria the commenter proposes
would necessitate a level of pre-
screening that is not feasible for every
applicant CMS must process.

Comment: A commenter stated that
providers and suppliers should be
individually notified of the screening
level into which they will be placed and
the reasons for such designation. The
categorizations should not be made
public because that could easily lead to
irreparable damage to reputations and
the companies’ business.

Response: The publication of this
final rule with comment period serves
as notification to suppliers and
providers of the assignment of their
category to a particular screening level.
The only new screening requirement

that requires action on the part of a
provider or supplier is the fingerprint-
based criminal history record check. As
stated, there will be an additional 60
day period after the publication of
subregulatory guidance prior to its
implementation for DMEPOS and
HHAs. In instances where an individual
provider or supplier has been reassigned
to a higher level of scrutiny under
§424.518(c)(3), we anticipate that each
provider or supplier will be
individually notified of its newly
assigned screening level prior to
revalidation. This process will be
clarified in the subregulatory guidance
that CMS will issue as described in this
final rule with comment period.
Moreover, to the extent permitted by
Federal law, we do not intend to make
public a particular provider or
supplier’s screening level assignment.

Comment: A commenter requested
that CMS expand the limited screening
level defined in the proposed regulation
to include the term “non-physician
practitioner.” This term is frequently
used to describe nurse practitioners,
clinical nurse specialists, and
physicians’ assistants.

Response: This regulation uses the
term “non-physician practitioner” in
describing categories of providers
assigned to a level of screening. See
§424.518(a)(1)(i).

Comment: A commenter
recommended that, to the extent
allowed under law, CMS disclose
limited information about the risk
model so as to avoid reverse-engineering
by individuals intent on defrauding the
Medicare program.

Response: We appreciate this
comment, but believe it is important
that the provider and supplier
communities be made aware of what
will be required as part of the
enrollment process.

Comment: A commenter
recommended that reimbursement be
provided for the cost of the background
check and fingerprint card. With budget
cuts and regulatory mandates, providers
are struggling to meet the increasing
costs of delivering health care services
in an environment with decreasing
resources. Another commenter
suggested, however, that fingerprinting
be done at the cost of the provider prior
to the Medicare contractor receiving the
enrollment application.

Response: A fingerprint-based
criminal history record check is part of
the Medicare enrollment screening
process for specified applicants. The
cost of the having the fingerprints taken
and supplying the fingerprints to the
authorized channeler, whether
electronic or on the card, will be borne

by the provider or supplier. There will
be no cost to the provider or supplier for
the subsequent processing of the prints
or the background check, as CMS will
pay for the processing of the prints and
the criminal history record check.

Comment: A commenter
recommended that providers be able to
have their fingerprints electronically
scanned with a vendor contracting with
the Federal government.

Response: Shortly after the
publication of this final rule with
comment period, we will be issuing
guidance to the provider and supplier
communities regarding the processes for
obtaining fingerprints. We anticipate
that CMS will contract with an FBI-
approved authorized channeler for the
collection and transmission of
fingerprints. It is our understanding that
such authorized channelers use
electronic technology to collect and
process fingerprints. We will provide
more information regarding available
technologies and vendors prior to the
implementation of this requirement, as
announced 60 days prior to the effective
date through the publication of
subregulatory guidance.

Comment: A commenter stated that
CMS needs to ensure that information
used in the classification of suppliers is
correct and appropriate. Thus, CMS
should require that only final agency
actions be used as a basis for assigning
suppliers. Decisions overturned on
appeal should have no bearing or effect
on the supplier’s screening level.

Response: We do not believe it is
appropriate to wait until a particular
action is final before shifting a provider
into a different screening level. The
appeals process can take an extended
period, during which a provider intent
on defrauding the Medicare program
could have more time to do so if
permitted to remain in a lower
screening level. As already mentioned,
should a particular action be rescinded,
the provider will be restored to its
previous screening level.

Comment: A commenter stated that
pharmacies licensed by the State—
whether newly enrolling or as part of an
additional location—should be specified
as limited risk providers.

Response: As we mentioned earlier,
State licensure is not automatically
indicative of the screening level that
should be ascribed to a category of
provider or supplier.

Comment: A commenter questioned
whether hospice organizations are
correctly included within the moderate
screening level and should instead be
included in the limited screening level.
The commenter did not believe that
sufficient data exists to justify placing
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hospices in the moderate screening
level.

Response: For the reasons we
explained, we believe that hospices are
most appropriately as assigned to the
moderate screening level.

Comment: A commenter stated that if
an enrollment moratorium were placed
on a particular geographic area and then
lifted, the Medicare contractor would be
required to conduct background checks
and fingerprints on all physicians in
that area. The commenter urged CMS to
reconsider the burdens and costs of
doing so for large groups of providers.
The delays in processing these
applications would deter physicians
from enrolling and revalidating their
enrollments. The commenter also stated
that CMS should limit those physicians
placed in the highest level of screening
to individuals previously found guilty
of crimes against Medicare or where
there is publicly available evidence to
justify such intrusions.

Response: The situation described in
the commenter’s first sentence would
only apply in the unlikely event that
physicians in that area were subject to
a moratorium. As stated earlier, CMS
does not believe that the collection of
the fingerprints for the FBI fingerprint-
based criminal history record check will
substantially impact the time to process
an enrollment application by the
relevant Medicare contractor. If, as will
most likely be the case with any
temporary enrollment moratorium, the
moratorium only applies to non-
physician provider or supplier types,
physicians would not be affected by the
lifting of the moratorium. We believe we
have clarified this point in the final rule
with comment period.

Comment: Regarding fingerprinting
and background checks, a commenter
requested clarification regarding: (1)
How the information will be stored and
whether it will be destroyed after a
period of time; (2) how the information
will be used; (3) what constitutes
background information that rises to the
level of a threat to Medicare; (4) whether
the physician or non-physician
practitioner be afforded a copy of the
results; (5) the policies that will ensure
that the information is protected and
secure and, in the event of a security
lapse, whether the practitioner will be
notified; (6) who will be conducting the
background checks; (7) whether the
information will be added to State or
Federal databases for other purposes;
and (8) whether practitioners will know
prior to or at the time of application
submission that they will be subject to
these additional requirements.

Response: We have clarified in this
final rule with comment period that the

fingerprint requirement will be used in
the context of obtaining FBI criminal
history record information. This
information will be stored according to
all Federal requirements as well as the
FBI's Security and Management Control
Outsourcing Standard for Channelers
and Non-Channelers and the CJIS
Security Policy. CMS will rely on
existing authority to deny and revoke
enrollment at §424.530(a) and
§424.535(a) if an individual who
maintains a 5 percent or greater direct
or indirect ownership interest in a
provider or supplier has certain prior
felony convictions, or if an enrollment
application contains false or misleading
information. The FBI will send the
results of the criminal history record
check only to the authorized channeler,
who will be permitted to send the
results only to the authorized recipient,
or an FBI approved outsourced third
party. In the event of loss of the criminal
history record reports, CMS will follow
the established protocol for
communicating with the public and
individuals regarding the loss of
personally identifiable information. The
criminal history record information is
compiled when the FBI receives the
fingerprint and links it to an existing
record(s) of arrest and prosecution in
State and FBI databases. Individuals or
entities do not conduct criminal
background checks. CMS, through an
authorized channeler, will be accessing
existing law enforcement data on
fingerprinted individuals as required by
this final rule with comment period.
CMS will inform all relevant
individuals of their requirement to
submit fingerprints for the purposes of
an FBI criminal history check as a
condition of enrollment. While we are
finalizing this screening method, we do
not plan to implement this provision
upon the effective date. Instead, we will
be issuing additional guidance to
providers, suppliers, the general public,
and our contractors after the publication
of this final rule with comment period
to explain the operational aspects of the
fingerprint-based criminal history
record check requirement. As stated
previously, we will delay
implementation until 60 days after the
publication of subregulatory guidance.

Comment: A commenter asked who
will pay the fee for the fingerprinting
and, if the physician or practitioner
must pay it, whether he or she will be
reimbursed, given the restrictions on
application fees for certain non-
institutional providers.

Response: The relevant individuals
who are required to undergo the
criminal history record check will incur
the cost of having their fingerprints

taken. Providers and suppliers will not
be reimbursed by Medicare, Medicaid or
CHIP for the fingerprint collection costs.
CMS will bear the cost of processing the
fingerprint-based criminal history
record check for providers and suppliers
that enroll in Medicare. For Medicaid-
only and CHIP-only providers, the
States and Federal government will
share these costs.

Comment: A commenter stated that
fingerprinting is generally limited to
certain hours of the day. Due to the
demands of physicians’ schedules, the
commenter asked how CMS will ensure
the availability of fingerprinting for
those physicians placed in the high
screening level.

Response: Physicians who are
enrolled in Medicare as practicing
physicians will generally not be subject
to fingerprinting. Fingerprint-based
criminal history record checks will only
be required in the case of providers or
suppliers that are assigned to the high
screening level. Physicians are generally
assigned to the limited screening level.

Comment: A commenter urged CMS
to ensure that fingerprinting and
background checks do not delay the
enrollment of legitimate and honest
physicians.

Response: Physicians are generally
assigned to the limited screening level
and, as such, will not be subject to
fingerprinting based on their enrollment
as a physician. Physicians who choose
to enroll as DMEPOS suppliers or HHAs
will be required to undergo a
fingerprint-based criminal history
record check as a requirement of the
high screening level but, as stated
previously, CMS does not believe this
requirement will significantly delay the
enrollment of any provider or supplier.

Comment: A commenter stated that
hospital-owned HHAs and hospices
should be designated as limited risk
and, therefore, should not be subject to
unannounced and unscheduled pre-
enrollment and/or post-enrollment
onsite visits.

Response: For the reasons already
discussed, newly enrolling HHAs will
be placed in the high screening level,
regardless of ownership.

Comment: Several commenters stated
that implementing the new screening
procedures by March 23, 2011 is not
feasible due to the coordination efforts
required between Medicare and
Medicaid. They recommended that the
implementation date be moved to March
23, 2012.

Response: We disagree, and believe
that all screening procedures except the
fingerprint-based criminal history
record check required for those in the
high level of screening will be in place
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beginning on March 25, 2011. As noted
previously, we will delay
implementation of such high screening
level until 60 days after the publication
of subregulatory guidance on how this
provision will be implemented. Further,
we believe the statute requires the
implementation dates that we have
specified.

Comment: A commenter
recommended that CMS reconsider the
risks associated with allowing existing
enrollees to be exempted from the new
screening procedures until March 23,
2012. The commenter believes this
creates a potential gap in program
integrity.

Response: The ACA specifies the
effective dates for the new screening
provisions. For newly enrolling
providers and suppliers, and for those
currently enrolled whose revalidation is
scheduled between March 25, 2011 and
March 23, 2012, the effective date is
March 23, 2011 or the date scheduled
for the revalidation. For providers and
suppliers assigned to the high screening
level, the fingerprint-based criminal
history record check requirement will
be implemented through subregulatory
guidance and will be effective 60 days
following the publication of the
guidance. All other screening
requirements are effective on March 25,
2011 for those in the high screening
level. For all other currently enrolled
providers and suppliers, the statute
established an effective date of March
23, 2012.

Comment: A commenter
recommended simplifying the screening
process such that all enrolling providers
and suppliers are put into the moderate
level, and then adjust screening
interventions based on specific
circumstances related to elevated risk of
fraud.

Response: We decline to base the
assignment of provider and supplier
types to a level of screening on the
assumption that every provider or
supplier is of equal risk upon
enrollment into the Medicare. We see
clear differences in risk among
categories of providers and suppliers.
Therefore, we do not plan to assign all
provider and supplier categories to the
same screening level. In response to the
suggestion that we adjust screening
interventions based on specific
circumstances, we believe this process
is both unwieldy and burdensome to
implement for every provider as the
baseline screening methods. Although
we have identified certain events that
will cause a provider to move from
“limited” or “moderate” to “high”
screening, we do not believe we should
conduct individual assessments. As

stated previously, CMS will assess an
individual provider’s risk and potential
actions based on the individual
provider’s enrollment application and
may continue to use existing program
integrity tools that are not addressed by
this rule. We believe this approach is
the most objective approach and is
consistent with the ACA.

Comment: A commenter requested
clarification on how States will be
notified of providers’ risk classifications
and any changes thereto.

Response: We will disseminate
guidance to the States on this topic
shortly after the publication of this final
rule with comment period.

Comment: A commenter
recommended that CMS explain
whether it is replacing or removing the
current revalidation basis in
§424.535(a)(6) with the proposed new
§424.535(a)(6).

Response: We are neither replacing
nor removing the current revalidation
basis. We simply proposed an
additional reason at § 424.535(a)(6)(i) for
the revocation of Medicare billing
privileges. Specifically, we proposed
that billing privileges may be revoked if
“An institutional provider does not
submit an application fee or hardship
exception request that meets the
requirements set forth in § 424.514 with
the Medicare revalidation application,”
or the hardship exception is not granted.
We will renumber the subsections in
§424.535(a) accordingly.

The commenter refers to the current
revalidation basis but cites to the
revocation regulation. To clarify, as
stated previously, the proposed rule
proposed to require that a provider or
supplier revalidate its enrollment at any
time pursuant to § 424.515. This new
authority to permit off-cycle
revalidations does not replace the
current cycle for revalidation (3 years
for DMEPOS and 5 years for all other
providers).

Comment: To reduce the paperwork
burden imposed on providers and
suppliers and to reduce the
administrative expense associated with
processing a revalidation application,
several commenters recommend that
CMS allow providers and suppliers in
good standing to submit an annual
attestation, rather than a full
revalidation application. The
attestation, in other words, would be
used in lieu of revalidation, and would
require the provider or supplier to
notify CMS of any changes or to attest
that there were no changes within the
prior year. This approach would
promote compliance without requiring
the provider or supplier to submit a full
revalidation application and a fee.

Response: The burden associated with
submitting Medicare enrollment
applications A, B, I, R and CMS-855S
is currently approved under Office of
Management and Budget (OMB) control
numbers 0938-0685 and 0938-1057,
respectively. Such an attestation, as
proposed by the commenter, would not
fulfill the screening requirements of this
final rule with comment period, as re-
screening is a condition of revalidation.
The screening requirement and
associated application fee are required
by the ACA to minimize the risk of
fraud, waste and abuse to the Medicare,
Medicaid programs and CHIP, and
cannot be circumvented by a process
that would limit the scope of such
screenings.

Comment: One commenter stated that
CMS did not furnish sufficient
justification or rationale for its proposal
in §424.515 that CMS may require a
provider or supplier to revalidate its
enrollment at any time. The commenter
added that the proposed revision seems
punitive and overly broad because CMS
does not furnish ample discussion for
the public to fully evaluate the proposal.
The commenter recommended that CMS
remove its proposal because CMS did
not: (1) Justify its reasons for
establishing this new authority, (2)
describe its existing authorities and how
this proposal is different, and (3)
explain or justify the number of times
that CMS can require revalidation
within a given period of time.

Response: We proposed at § 424.515
that we have the ability to require that
a provider or supplier revalidate its
enrollment at any time, and stated that
this proposal was designed to help
ensure that the statutory effective date
of March 23, 2013 is met. We fully
intend to implement the new authorities
provided by the ACA by the deadlines
that have been set out by the Congress.

We stated in the proposed rule that
DMEPOS suppliers are required to re-
enroll every 3 years, and other providers
and suppliers are required to revalidate
their enrollment every 5 years. For
purposes of clarity, we also proposed
language at § 424.57(e) that changes all
references to “re-enroll” or “re-
enrollment” to “revalidate” or
“revalidation.” We have existing
authority at § 424.515(d) to require off-
cycle validations in addition to the
regular 5 year revalidations and may
request that a provider or supplier
recertify the accuracy of the enrollment
information when warranted to assess
and confirm the validity of the
enrollment information maintained by
us. Such off-cycle revalidations may be
triggered as a result of random checks,
information indicating local health care
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fraud problems, national initiatives,
complaints, or other reasons that cause
us to question the compliance of the
provider or supplier with Medicare
enrollment requirements. Off cycle
revalidations may be accompanied by
site visits. The new authority to conduct
off-cycle validations of providers and
suppliers will enable us to apply the
new screening requirements to all
currently enrolled providers and
suppliers by the statutory effective date.

The proposed rule stated that once a
provider has been subject to an off-cycle
validation under § 424.515(e), the
current cycle for revalidation would
apply. This means that if a provider
subject to the 5-year revalidation cycle
had to revalidate in 2013, the provider
or supplier would next have to
revalidate in 2018. However, a provider
or supplier may be required to
revalidate under § 424.515(d) during
that time period if there are indicators
of the noncompliance for a particular
provider.

Comment: A commenter stated that
CMS currently requires contractors to
review State licensing board data on a
monthly basis. As such, it would be
more efficient to access a centralized,
federated database to provide CMS with
the most comprehensive data on
physician licensure status.

Response: As previously mentioned,
we are currently in the process of re-
assessing the provider enrollment
process and systems that are used to
support screening and enrollment. We
are exploring a number of options to
take advantage of technological
advances to improve the provider
screening process. Increased automation
of the process is one of the areas on
which we are focusing.

Comment: A commenter stated that,
given the ongoing Medicare backlogs,
CMS should provide information
regarding: (1) The number of
revalidations started and completed by
CMS or its contractors in 2007, 2008,
2009, and 2010, (2) how an estimated
93,000 revalidations per year beginning
in 2010 will impact the processing of
new applications by providers and
suppliers, and (3) the amount of money
obligated on provider screening
activities for each fiscal year between
2005 and 2010, and (4) how much
money CMS expects to obligate for these
activities in 2011. Another commenter
recommended that CMS furnish the
number of revalidation applications
processed by the National Supplier
Clearinghouse, MACs, carriers, and
fiscal intermediaries for each of the last
5 years.

Response: This final rule with
comment period specifically increases

the number of providers and suppliers
that will be revalidated through the use
of off-cycle revalidations, for the
explicit purpose of applying the new
screening requirements to currently
enrolled providers. Therefore, the
number of revalidations processed in
the past 4 or 5 years and the money
obligated to that process is irrelevant to
the evaluation of our ability to process
additional revalidations as required by
this final rule with comment period.
Additionally, we have undertaken steps
to streamline the enrollment process,
both for newly enrolling and
revalidating providers and suppliers.
We recognize that there have been
challenges in implementing the new
authorities to safeguard the integrity of
Medicare, Medicaid and CHIP, and have
demonstrated a willingness to work
with providers and suppliers to reduce
unnecessary burdens and risks that may
have accompanied the enrollment
processes in the past. We have
communicated with providers via
Medicare Learning Networks and
provider Open Door Forums, and will
continue to do so throughout the
implementation of the ACA.

We believe that additional resources
will be available to enable the
processing of the increased numbers of
enrollment applications. We have
actively taken steps to reduce
processing times as much as feasible.
Furthermore, we have undertaken many
activities to streamline the enrollment
process to reduce the burden upon
providers and suppliers.

Comment: A commenter
recommended that CMS employ an
expanded data-driven screening process
by using open-source data during the
enrollment and re-enrollment business
processes. Such data could include the
current operational status of the firm;
chain of ownership or corporate family
linkages; identification of tax liens;
presence of open bankruptcies; and
records of government enforcement
actions. The commenter also suggested
that each provider and supplier be
registered for post-enrollment data
monitoring, which “pushes” one or more
high risk updates (for example,
bankruptcy filing; a criminal filing
involving a provider executive; or
sudden increase in the risk of financial
failure) to CMS automatically. CMS
could use such high risk alerts for the
selection and prioritization of
unscheduled and unannounced site
visits. Finally, the commenter
recommended additional database
checks that would vary by screening
level. These included, but were not
limited to, verifying: (1) Corporate chain
of ownership, (2) tax liens, (3) non-HHS

government enforcement actions, (4)
extent of any government contracting,
and (5) any open lawsuits.

Response: As stated previously, we
are continually exploring additional
improvements to our data systems. We
are committed to working with both
private and public partners to continue
to evaluate technologies that can
provide the scalability and safeguards to
beneficiary access that we need to
ensure accurate payments to legitimate
providers for appropriate services.

Comment: A commenter urged CMS
to release a proposal for comment that
provides additional detail regarding
what CMS believes should constitute
background information relevant to
Medicare provider enrollment that
would prevent a practitioner from
enrolling in the Medicare program.

Response: At some point it may be
necessary to modify our existing
regulations that address felonies that are
relevant to enrollment of billing
privileges. However, we have not yet
proposed expansion of our existing
authorities codified in the Code of
Federal Regulations. The requirements
for Medicare enrollment are established
in other regulations and manual
instructions, and are not—unless
otherwise stated herein—being modified
in this final rule with comment. The
criminal background check is intended
to verify certain information provided
on the Medicare enrollment application.
Under our existing regulatory authority,
we could impose a denial of enrollment
or a revocation of billing privileges
based upon the results of the
background check in certain instances.
Ilustratively, if, through the background
check, CMS learned of a felony
conviction that met the criteria at
§424.530(a)(3) or § 424.535(a)(3), billing
privileges could be denied or revoked,
respectively.

Comment: One commenter stated that
in its FY 2011 performance budget, we
say that we will create a limited number
of MACs to carry out provider
enrollment, and that each contractor
would enroll providers for designated
regions of the country. Given the
publication of the proposed rule, the
commenter recommended that we
explain how reducing the number of
MAC s and increasing the workload will
help providers and suppliers and reduce
Medicare fraud, waste, and abuse in the
Medicare program. The commenter also
requested that CMS furnish an update
on this consolidation effort. Another
commenter asked CMS to explain how
it will consolidate provider enrollment
activities, conduct 93,000 revalidations,
and handle initial applications without
disrupting the provider enrollment
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process and creating additional backlogs
and processing delays for providers of
service and suppliers.

Response: We recognize that provider
enrollment is a large and complicated
task that requires not only internal
consistency but also understanding and
ease of interaction with the provider
and supplier community. As a result,
we are currently engaged in a thorough
assessment of the provider enrollment
process and in making improvements as
needed to eliminate delays in
enrollment and improve overall system
performance. As part of this process, we
are working toward consolidation of the
number of enrollment contractors as a
means to achieve economy of scale and
greater consistency in the enrollment
process. In developing the provisions of
this final rule with comment period and
other regulatory and subregulatory
policies, we are mindful of the overall
re-assessment of the provider
enrollment process and supporting
systems.

Comment: A commenter urged CMS
to refine its provider enrollment
specialty categories to accurately reflect
the existing varieties of practitioners—
particularly the categories for dentistry
and the dental specialties—in order to
reduce the likelihood that practitioners
such as dentists will be inappropriately
categorized and subject to unwarranted
higher levels of screening.

Response: We do not believe it is
necessary to further refine the provider
enrollment specialty. Dentists should
submit the CMS-855I if they intend to
submit claims directly to Medicare.
Further, dentists would be in the
limited screening level.

Comment: A commenter stated that
the proposed rule does little to prevent:
(1) Identity theft; (2) health care fraud;
(3) money laundering; and (4) bank
fraud. The commenter believes that the
screening levels were too broad and
simplistic. To prevent fraud and abuse,
the commenter recommended that CMS:
(1) Implement section 6401(a)(3) of the
ACA immediately; (2) consider and
adopt distinct screening criteria and
program requirements for non-physician
owners of medical clinics and that these
providers be placed into a high
screening level, and (3) use the statutory
authority in section 6401(a)(3) of the
ACA to make sure that the claims being
submitted are valid.

Response: We believe the commenter
is referring to new section 1866(j)(3) of
the Act, which addresses a provisional
period of enhanced oversight for new
providers of services or suppliers. We
will implement all authorities granted
under the ACA using the proper
procedures. We disagree with the

commenter that the proposed rule and
this final rule with comment period will
do little to prevent health care fraud,
and believe that issues of money
laundering and bank fraud are beyond
the scope of this final rule with
comment period. We strongly believe
that additional site visits, both
announced and unannounced, will help
to identify fraudulent providers and
suppliers before they are permitted to
enroll in Medicare, Medicaid or CHIP.
The temporary moratoria and payment
suspension provisions give us the
ability to act as soon as a problem is
detected, preventing money from being
paid while balancing the rights and
needs of providers, suppliers, and
beneficiaries.

Comment: One commenter stated that
CMS’s proposed ability to reenroll
DMEPOS suppliers more frequently
than every three years could be
burdensome for CMS and the DMEPOS
supplier, and suggested that CMS
revalidate every 3 years from the most
recent revalidation, rather than every 3
years from the date billing privileges
were granted.

Response: As stated previously, the
proposed rule and this final rule with
comment period permit us to require
revalidation of DMEPOS suppliers on or
after March 23, 2012 to meet the
statutory effective date for the screening
requirements; after that, DMEPOS
suppliers would then be subject to
revalidation every 3 years. DMEPOS
could be subject to off-cycle revalidation
under existing authority at § 424.515(d)
when CMS has reason to question the
compliance of the provider or supplier
with Medicare enrollment requirements.

Comment: One commenter stated that
identity theft is a huge problem in the
United States and that Medicare,
Medicaid and CHIP should do
everything possible to protect
physicians’ identities. The commenter
recommended that CMS provide data on
the number of physicians and non-
physician practitioners who have
practice locations in multiple States—
including States with connecting State
boundaries and States without
connecting State boundaries. The
commenter also suggested that CMS
explain what efforts, if any, are used to
verify a physician that is establishing a
practice location in multiple States and
that the individual’s identity is
authenticated. Another commenter
stated that it is unclear how
fingerprinting and background checks
will achieve the goal of preventing
identity theft for physicians.

Response: We agree with the
comment that Medicare, Medicaid and
CHIP should use all available

authorities to protect physicians’
identities. However, as we have noted
previously, we will not use this
screening regulation to identify
instances of identity theft. We disagree
that the publication of the number of
physicians and non-physician
practitioners who have practice
locations in multiple States will address
the issue of identity theft. We also have
a process in place to verify a physician
is legitimately establishing practice
locations in multiple States, and have
found there are multiple legitimate
reasons why this may be the case.

We believe that criminal history
record checks will enable us to verify
information that has been submitted on
an enrollment application is accurate
and complete. As stated previously,
using fingerprints to perform such a
record check is the only accepted
method by the FBI for non-criminal
justice purposes, as it is believed to be
the most accurate link between an
individual and their criminal history
record.

Comment: A commenter stated that in
the proposed rule, CMS does not justify
or explain the rationale for many of its
positions, such as: (1) Placing providers
and suppliers into various screening
categories, and (2) its rationale for
creating a new revalidation reason (see
§424.515(e)). The commenter
recommended that CMS not finalize this
proposed rule, but rather publish a new
proposed rule using the information
from this rule.

Response: We disagree that the
proposed rule did not explain our
rationale for our approaches. As
mentioned earlier, we relied on our
extensive experience to identify
categories of providers with a higher
incidence of fraud, waste and abuse. In
addition, we used the expertise of our
contractors charged with identifying
and investigating instances of
fraudulent billing practices in making
our decisions regarding the appropriate
risk classification of various providers.
In some instances, we also relied on the
data analysis and expertise of the OIG,
GAQO, and other sources to develop a
process designed to increase scrutiny for
specific categories of providers and
suppliers that represent a higher risk to
the Medicare program. Furthermore, we
stated the new reason for off-cycle
validation is to enable us to apply the
new screening requirements to all
applicable providers and suppliers by
the statutory effective date of March 23,
2013.

Comment: In response to a request for
comments, a commenter stated that
harmonization between Medicare,
Medicaid, and MA would be beneficial
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only to the extent that the programs
have enrollment and re-validation
reciprocity and that adequate resources
and time were allocated to ensure that
harmonization does not wreak havoc
among state Medicaid programs and MA
plans. Reciprocity would ensure that
physicians are not subject numerous
times to the same or similar onerous
requirements; this would also represent
significant savings for Federal health
care programs.

Response: We agree that
harmonization between program
requirements will be beneficial for State
Medicaid agencies, providers, and CMS.
This final rule with comment period
implements several changes that
minimize the burden on States and
providers, including the reciprocity of
Medicare screening for dually enrolled
providers and State responsibility to
screen only Medicaid and CHIP-only
providers.

Comment: A commenter requested
special consideration and/or
exemptions for States with
comprehensive licensure statutes for
orthotists and prosthetists.

Response: We do not agree that
licensed orthotists and prosthetists
should receive special consideration or
exemptions as compared to orthotists
and prosthetists that happen to be
located in a State without what could be
deemed ‘non-comprehensive’ licensure
statutes. CMS did not make a distinction
based on licensure requirements for any
other category of provider.

Comment: A commenter opposed the
proposed language at § 424.515(e)
allowing CMS to require additional off-
cycle revalidations, stating it could
allow CMS to initiate revalidations
frequently and on a whim. At a
minimum, off-cycle revalidations
should be exempt from the $500
application fee.

Response: We disagree with this
comment. Section 424.515(e) was added
for a specific purpose and we could not
require a provider or supplier to
revalidate off-cycle pursuant to
§424.515(e) more than once. The
application fee was included in the
statute to cover exactly the type of
screenings that will be performed
during the revalidations, and we do not
believe it is appropriate or necessary to
exempt the revalidations from the fee.

Comment: A commenter suggested
that CMS tie an enrollment ban to those
who are trying to enroll in the Medicare
program and not just for those who are
already enrolled. That way, fraudulent
providers would never be allowed to
enter the program.

Response: We believe the commenter
is referring to an enrollment bar for

providers and suppliers whose
applications are denied, similar to that
which is currently in place for providers
and suppliers whose Medicare billing
privileges are revoked. We appreciate
this suggestion. We are currently not in
a position to adopt it, as additional
research is needed to determine its
potential effectiveness and the various
circumstances under which it might
apply. That said, we may consider it as
part of a future rulemaking effort.

c. Final Screening Provision—Medicare

This final rule with comment period
finalizes the provisions of proposed rule
in regards to the Medicare screening
requirements with the following
modifications:

e In §424.518(a)(1), we are adding
Competitive Acquisition Program/Part B
Vendors to the limited risk screening
level.

e In §424.518(a)(1), we are adding
pharmacies that are newly enrolling or
revalidating via the CMS—-855B to the
“limited” level of screening.

e In §424.518(a)(1), in response to
comments, we have changed the
description for Indian health service
providers to state, “health programs
operated by an Indian Health Program
(as defined in section 4(12) of the Indian
Health Care Improvement Act) or an
urban Indian organization (as defined in
section 4(29) of the Indian Health Care
Improvement Act) that receives funding
from the Indian Health Service pursuant
to Title V of the Indian Health Care
Improvement Act, hereinafter (IHS
facilities).”

e In 424.518(a)(2), we are clarifying
that occupational therapy and speech
pathology providers are assigned to the
limited screening level.

e In 424.518(a)(1), we are removing
physical therapists and physical
therapist groups from the category of
non-physician practitioners that are
within the limited screening level.

e In 424.518(a)(1), we are removing
non-public, non-government owned or
affiliated ambulance suppliers from the
limited screening level.

e In §424.518(a)(2), we are adding
portable x-ray suppliers to the moderate
screening level.

e In 424.518(a)(2), we are adding
physical therapists and physical
therapist groups to the moderate
screening level.

e In 424.518(a)(2), we are assigning
all ambulance suppliers to the moderate
screening level, regardless of whether
they are public or government affiliated.

e In §424.518(a)(1), we are adding
pharmacies that are newly enrolling or
revalidating via the CMS-855B to the
limited screening level.

e In §424.518, we also eliminated the
distinction between: (1) Publicly traded
and non-publicly traded, and
(2) publicly owned and non-publicly
owned as criteria for assignment of any
provider type to a level of screening.

e In §424.518(c)(2)(ii)(A), we have
removed the requirement that
fingerprints must be submitted using the
FD-258 fingerprint card. Also, the
fingerprints must be collected from all
individuals who maintain a 5 percent or
greater direct or indirect ownership
interest in the provider or supplier.

e In §424.518(c)(2)(ii)(B), we have
replaced “conducts a criminal
background check” with “Conducts a
fingerprint-based criminal history report
check of the Federal Bureau of
Investigations Integrated Automated
Fingerprint Identification System on all
individuals who maintain a 5 percent or
greater direct or indirect ownership
interest in the provider or supplier.”

e In §424.518(d), we have identified
owners with a 5 percent or greater direct
or indirect ownership as responsible for
providing fingerprints, and the
methodology of how to submit the
fingerprints.

e §424.518(c)(3), we have added
“final adverse action” as a basis for
reassigning a provider or supplier to the
high screening level at
§424.518(c)(3)(iii)(B).

e In §424.518(c)(3), we have added
six months as the length of time a
provider or supplier category will be
assigned to the high screening level
following the lifting of a temporary
enrollment moratorium.

¢ Finally, in §424.518(c)(3), we have
removed denial of Medicare billing
privileges in the previous ten years as a
basis for reassigning a provider or
supplier to the high screening level at
§424.518(c)(3)(iii)(B).

As we have stressed throughout this
preamble, we will monitor these new
procedures and their effectiveness and
may reconsider or modify our approach
in the future as we gain experience with
these procedures. We further reiterate
that nothing in this rule is intended to
abridge our established screening
authority under existing statutes and
regulations, or to diminish the screening
that providers and suppliers currently
undergo. The provisions specified in
this final rule with comment period are
intended to enhance—not replace—our
existing authority. The screening laid
out here reflects the minimum
requirements. For example, a contractor
may undertake database checks in
addition to the ones listed below as
deemed appropriate. Nothing in this
rule should be interpreted as limiting
the amount of scrutiny CMS or its
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contractors may give to an applicant. levels of screening by category that we
Tables 5 through 8 below outline the are finalizing.
TABLE 5—FINAL LEVEL OF REQUIRED SCREENING FOR MEDICARE PHYSICIANS, NON-PHYSICIAN PRACTITIONERS,
PROVIDERS, AND SUPPLIERS
Type of screening required Limited Moderate High
Verification of any provider/supplier-specific requirements established by Medicare ................ X X X
Conduct license verifications, (may include licensure checks across States) ..........ccccccevveeeeene X X X
Database Checks (to verify Social Security Number (SSN); the National Provider Identifier
(NPI); the National Practitioner Data Bank (NPDB) licensure; an OIG exclusion; taxpayer
identification number; death of individual practitioner, owner, authorized official, delegated
official, or supervising PhYSICIAN .........c.coiiiiiiii e X X X
Unscheduled or Unannounced Site VIiSitS ........cccoiiiiiiiiiiiiinecee e seesnenes | oeeeesneseesnesseenes X X
Fingerprint-Based Criminal History Record Check of law enforcement repositories ........c.cccocee | coereenirieniciiens | veeveeneeieneeeens X

TABLE 6—FINAL MEDICARE PRO-
VIDERS AND SUPPLIERS CATEGORIES
DESIGNATED TO THE “LIMITED”
LEVEL FOR SCREENING PURPOSES

Provider/supplier category

Physician or non-physician practitioners and
medical groups or clinics, with the excep-
tion of physical therapists and physical
therapist groups.

Ambulatory surgical centers, competitive ac-
quisition program/Part B  vendors,
end-stage renal disease facilities, Federally
qualified health centers, histocompatibility
laboratories, hospitals, including critical ac-
cess hospitals, Indian Health Service facili-
ties, mammography screening centers,
mass immunization roster billers, organ
procurement organizations, pharmacies
newly enrolling or revalidating via the
CMS-855B, radiation therapy centers, reli-
gious non-medical health care institutions,
rural health clinics, and skilled nursing fa-
cilities.

TABLE 7—FINAL MEDICARE PRO-
VIDERS AND SUPPLIERS CATEGORIES
DESIGNATED TO THE “MODERATE”
LEVEL FOR SCREENING PURPOSES

Provider/supplier category

Ambulance suppliers, community mental
health centers; comprehensive outpatient
rehabilitation facilities; hospice organiza-
tions; independent diagnostic testing facili-
ties; independent clinical laboratories;
physical therapy including physical therapy
groups and portable x-ray suppliers.

Currently enrolled (revalidating) home health
agencies.

TABLE 8—FINAL MEDICARE PRO-
VIDERS AND SUPPLIERS CATEGORIES
DESIGNATED TO THE “HIGH” LEVEL
FOR SCREENING PURPOSES

Provider/supplier category

Prospective (newly enrolling) home health
agencies and prospective (newly enrolling)
suppliers of DMEPOS.

4. General Screening of Providers—
Medicaid and CHIP—Proposed
Provisions and Analysis of and
Responses to Public Comments

Section 1902(kk)(1) of the Act
requires that States comply with the
process for screening providers
established by the Secretary under
section 1866(j)(2) of the Act.# Section
2107(e)(1) of the Act provides that all
provisions that apply to Medicaid under
sections 1902(a)(77) of the Act,5 the
State plan mandate for compliance with
provider and supplier screening,
oversight, and reporting requirements in
accordance with 1902(kk), and 1902(kk)
of the Act, the specific State plan
requirements regarding provider and
supplier screening, oversight, and
reporting, shall apply to CHIP. We
proposed in new §457.990 that all the
provider screening, provider
application, and moratorium regulations
that apply to Medicaid providers will
apply to providers that participate in
CHIP. In addition, in this final rule with
comment period, we refer to State
Medicaid agencies as responsible for
screening Medicaid-only providers. In
some States, CHIP is not administered
by the Medicaid agency. Throughout
this final rule with comment period,
with respect to those instances, “State
Medicaid agency” should be read to
encompass “Children’s Health Insurance
Program agency” where the two are
separate entities.

Because it would be inefficient and
costly to require States to conduct the
same screening activities that Medicare
contractors perform for dually-enrolled
providers, we proposed that a State may
rely on the results of the screening
conducted by a Medicare contractor to

4 As noted previously, we believe that the
reference to section 1886(j)(2) of the Act in section
6401(b)(1) of the ACA is a scrivener’s error, and that
the Congress intended to refer instead to section
1866(j)(2) of the Act.

5 Section 1902(a)(77) is only broadly referenced in
the final regulations under section § 455.400, as a
statutory section being implemented by the
regulation.

meet the provider screening
requirements under Medicaid and CHIP.
Similarly, we proposed in §455.410 that
State Medicaid agencies may rely on the
results of the provider screening
performed by the State Medicaid
programs and CHIP of other States. For
Medicaid-only providers or CHIP-only
providers, we proposed that States
follow the same screening procedures
that CMS or its contractors follow with
respect to Medicare providers and
suppliers.

As previously noted, section
1902(kk)(1) of the Act requires that State
screening methods follow those
performed under the Medicare program.
For the sake of brevity, we will not
restate those methods verbatim. We
proposed that States follow the rationale
that we have set forth for Medicare in
section II.A.3. of this final rule with
comment period, and that we use as the
basis for § 455.450. For the types of
providers that are recognized as a
provider or supplier under the Medicare
program, States will use the same
screening level that is assigned to that
category of provider by Medicare. For
those Medicaid and CHIP provider types
that are not recognized by Medicare,
States will assess the risk posed by a
particular provider or provider type.
States should examine their programs to
identify specific providers or provider
types that may present increased risks of
fraud, waste or abuse to their Medicaid
programs or CHIP. States are uniquely
qualified to understand issues involved
with balancing beneficiaries’ access to
medical assistance and ensuring the
fiscal integrity of the Medicaid programs
and CHIP. However, where applicable,
we expect that States will assess the risk
of fraud, waste, and abuse using similar
criteria to those used in Medicare. For
example, physicians and non-physician
practitioners, medical groups and
clinics that are State-licensed or State-
regulated would generally be
categorized as limited risk. Those
provider types that are generally highly
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dependent on Medicare, Medicaid and
CHIP to pay salaries and other operating
expenses and which are not subject to
additional government or professional
oversight would be considered moderate
risk, and those provider types identified
by the State as being especially
vulnerable to improper payments would
be considered high risk. States will then
screen the provider using the screening
tools applicable to that risk assigned.
However, we did not propose to limit or

otherwise preclude the ability of States
to engage in provider screening
activities beyond those required under
section 1866(j)(2) of the Act, including,
but not limited to, assigning a particular
provider type to a higher screening level
than the level assigned by Medicare.

As with the proposed screening
provisions for Medicare, we solicited
comments on the applicability of these
proposals for Medicaid as well. We
solicited comment on the proposed

assignment of specific provider types to
established risk categories, including
whether such assignments should be
released publicly, whether they should
be reconsidered and updated according
to an established schedule, and what
criteria should be considered in making
such assignments.

Based on the level of screening
assigned to a provider or provider type,
we proposed that States conduct the
following screenings:

TABLE 9—PROPOSED LEVEL OF RISK AND REQUIRED SCREENING FOR MEDICAID AND CHIP PROVIDERS

Type of screening required Limited Moderate High

Verification of any provider/supplier-specific requirements established by Medicaid/CHIP ....... X X X
Conduct license verifications (may include licensure checks across State lines) ..........cccceceeue X X X
Database Checks (to verify SSN and NPI, the NPDB, licensure, a HHS OIG exclusion, tax-

payer identification, tax delinquency, death of individual practitioner, and persons with an

ownership or control interest or who are agents or managing employees of the provider) ... X
Unscheduled or Unannounced Site VIiSitS ..........cccoiiiiirinieiinieiee e X
Criminal Background Check X
L To =T o] 1o (19T RN TR PRR RPN X

Not all States routinely require
persons with an ownership or control
interest or who are agents or managing
employees of the provider to submit
SSNs or dates of birth (DOBs). Without
such critical personal identifiers, it is
difficult to be certain of the identity of
persons with an ownership or control
interest or who are agents or managing
employees of the provider, and it may
be difficult for States to conduct the
screening proposed under this rule.
Accordingly, and to be consistent with
Medicare requirements, pursuant to our
general rulemaking authority under
section 1102 of the Act, we proposed in
§455.104 to require that States will
require submission of SSNs and DOBs
for all persons with an ownership or
control interest in a provider. In
addition to the amendment to § 455.104,
we proposed to revise that section for
the sake of clarity both for the disclosing
entities’ provision and the States’
collection of the disclosures. We
recognize that there may be privacy
concerns raised by the submission of
this personally identifiable information
as well as concerns about how the States
will assure individual privacy as
appropriate; however, we believe this
personally identifiable information is
necessary for States to adequately
conduct the provider screening
activities under this final rule with
comment period. We solicited comment
specifically on this issue.

Although the level of screening may
vary depending on the risk of fraud,
waste or abuse the provider represents
to the Medicaid program or CHIP, under
section 1866(j)(2)(B)(i) of the Act, all

providers would be subject to licensure
checks. Therefore, we proposed that
States be required to verify the status of
a provider’s license by the State of
issuance and whether there are any
current limitations on that license.

As stated previously, pursuant to
section 2107(e)(1) of the Act, all
provisions that apply to Medicaid under
sections 1902(a)(77) and 1902 (kk) of the
Act apply to CHIP. Because we
proposed a new regulation in Part 457
under which all provider screening
requirements that apply to Medicaid
providers would apply to providers that
participate in CHIP, these requirements
for provider screening and assigning of
categories of risk of fraud, waste, or
abuse, as well as verification of
licensure, under § 455.412 and
§455.450 will apply in CHIP.

Comment: Commenters expressed
concerns about new and existing
disclosure requirements under
§455.104, including our proposal to add
to the disclosure requirements
collection of SSNs and DOBs of persons
with an ownership or control interest in
the disclosing entity. Some States
support the proposal, already having
instituted the disclosure requirement in
their enrollment application procedures.
Other States support the proposal but
request additional time for
implementation, including forms and
system changes. Two States expressed
concern about the impact the
requirement might have upon
beneficiary access to providers.

Response: We will not address the
comments directed at the existing
language of § 455.104. The regulation

was rearranged for ease of application
by States and disclosing entities, but
with the exception of the addition of
SSNs and DOBs, as well as changes
suggested by a few commenters
regarding corporate entity addresses and
familial relationships, the language is
substantially unchanged from the
language currently in effect. We
acknowledge the commenters’ concerns
about collection of SSNs and DOBs,
however, collection of SSNs and DOBs
is necessary to complete the screening
process and be certain of the identity of
the party being screened. We recognize
that the addition of SSNs and DOBs and
other improvements in disclosure
collection will require systems and
forms changes and States will need time
for implementation. We encourage
States to contact us about their specific
timeframes. Furthermore, we do not
believe that this requirement will have
an adverse impact on beneficiary access
as the majority of disclosure
requirements have not changed, and our
experience with the same requirement
in Medicare indicates that such a
requirement does not adversely impact
beneficiary access.

Comment: Other commenters made
recommendations on language changes
that would clarify § 455.104(b)(1)(i)
regarding the address of corporate
entities with ownership or control of
disclosing entities; § 455.104(b)(2)
regarding familial relationships; and
§455.104(b)(4) regarding SSNs and
DOBs of managing employees.

Response: We agree with the
commenters that §455.104(b)(1)(i)
should be clarified regarding addresses
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of corporate entities with ownership or
control of disclosing entities and
accordingly will revise §455.104(b)(1)(i)
to clarify from whom the name and
address must be provided and to require
the disclosing entity to supply primary
business address as well as every
business location and P.O. Box address,
if applicable. We agree that
§455.104(b)(2) should be clarified
regarding to whom the spouse, parent,
child, or sibling is related, and we are
revising §455.104(b)(2) accordingly. We
agree that § 455.104(b)(4) should be
clarified to require managing employees
to provide SSNs and DOBs, as that was
the intent of the proposal, and we are
revising § 455.104(b)(4) accordingly.

Comment: Several commenters
expressed concern regarding collection
of disclosures under §455.104. One
commenter expressed concern about the
confidentiality and privacy of board
member identity and the protection
from disclosure to the general public.
Other commenters were concerned that
not-for-profit board members were
volunteers and might not serve were
they compelled to provide their SSNs
and DOBs as a condition of the entity
being enrolled.

Response: We have previously
provided guidance to States that
§455.104 requires disclosures from
persons with ownership and control
interests in the disclosing entity, which
includes officers and directors of a
disclosing entity that is organized as a
corporation, without regard to the for-
profit or not-for-profit status of that
corporation. That guidance is available
at http://www.cms.gov/
FraudAbuseforProfs/Downloads/
bppedisclosure.pdf. We are sensitive to
the concerns related to confidentiality of
identifiable information such as SSNs.
We are also concerned about issues that
arise out of identity theft. We encourage
States to institute appropriate
safeguards to protect the information
they gather as required by these rules.
However, collection of disclosures
including the SSNs and DOBs of
persons with ownership and control
interests in a disclosing entity, and of
managing employees, is necessary to
protect the integrity of the State
Medicaid programs. Therefore, we are
finalizing the proposal requiring
provision of SSNs and DOBs.

Comment: One commenter sought
clarification whether the disclosure
requirements in § 455.104 apply to IHS
providers.

Response: This rule does not make
any changes about whom disclosures
must be provided, but rather simply
adds additional items of information
that must be disclosed. The boards of

IHS facilities were not previously
subject to the—disclosure requirements
in §455.104, and accordingly, are not
subject to the additional disclosure
requirements imposed by this rule.

Comment: Commenters expressed
concern about the applicability of
§455.104 to public school districts.
Public schools deliver Medicaid school
based health services to Medicaid
eligible children and therefore are
enrolled as Medicaid providers. The
commenters objected to the proposed
requirement in § 455.104 that the
schools provide the SSNs and DOBs of
persons with controlling interests of the
provider, which they interpreted to
include the SSNs and DOBs of school
board members. The majority of the
commenters stated that the public
school districts were closely regulated
by numerous checks and balances and
there was a low likelihood that fraud
would be perpetrated in schools,
therefore, the collection of SSNs and
DOBs from public school districts was
unnecessary.

Response: As previously noted, this
rule does not change about whom
disclosures must be provided, but rather
what information must be disclosed.
Except to the extent that any public
school districts may be organized as
corporations, they were not previously
required to make disclosures about their
boards, nor are they required to under
this new rule.

Comment: Several commenters
expressed concern regarding the license
verification requirement in §455.412.
One commenter noted that it would be
administratively inefficient, costly, and
unrealistic for States to verify each
provider applicant’s licensure status in
another State. Another commenter
offered that searching its database
containing multi-State licensure data
would be more efficient than requiring
States to search State by State.

Response: Holding a valid
professional license should be a
prerequisite in any State prior to
assignment of a Medicaid provider
identification number. Medicaid
beneficiaries have a right to be treated
only by those providers that have been
deemed by the licensing boards of their
States to be eligible to treat them. As a
matter of public policy, it is not
unreasonable to expect that licensure
status of all in-State and out-of-State
providers be checked prior to
enrollment, and that any limitations on
their licenses be checked as well. Out-
of-State provider applicants submit
licensure information including status
to the Medicaid agency with their
application. While verification of out-of-
State licensure may be challenging, all

those Medicaid agencies that enroll out-
of-State providers have the obligation to
verify licensure status of out-of-State
providers as well. We appreciate the
commenter’s suggestion of its database
of provider information. We are aware
that State licensing boards maintain
publicly available information that
neighboring States may access. It is
within the States’ discretion which
databases to check.

Comment: A commenter requested
clarification of whether license
verification was required when the chart
at 75 FR 58214 states that license
verification “may include licensure
checks across State lines” thereby
implying that licensure checks across
State lines are permissive, not
mandatory.

Response: The State Medicaid agency
must verify the licensure of a provider
applicant in the State in which the
provider applicant purports to be
licensed. If an out-of-State provider
submitted an application for enrollment,
the State Medicaid agency would be
required to verify license across State
lines.

a. Database Checks—Medicaid and CHIP

States employ several database
checks, including database checks with
the Social Security Administration and
the NPPES, to confirm the identity of an
individual or to ensure that a person
with an ownership or control interest is
eligible to participate in the Medicaid
program.

A critical element of Medicaid
program integrity is the assurance that
persons with an ownership or control
interest or who are agents or managing
employees of the provider do not
receive payments when excluded or
debarred from such payments.
Accordingly, in §455.436, we proposed
that States be required to screen all
persons disclosed under § 455.104
against the OIG’s LEIE and the General
Services Administration’s EPLS. We
proposed that States be required to
conduct such screenings upon initial
enrollment and monthly thereafter for as
long as that provider is enrolled in the
Medicaid program.

We also proposed at § 455.450, as well
as §455.436, that database checks be
conducted on all providers on a pre-
and post-enrollment basis to ensure that
providers continue to meet the
enrollment criteria for their provider
type.

As previously stated, pursuant to
section 2107(e)(1) of the Act, all
provisions that apply to Medicaid under
sections 1902(a)(77) and 1902(kk) of the
Act also apply to CHIP. Because we
proposed a new regulation in Part 457
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under which all provider screening
requirements that apply to Medicaid
providers will apply to providers that
participate in CHIP, this requirement for
database checks under § 455.436 and
§455.450 apply in CHIP.

We received many comments on the
database requirements in § 455.436 from
States concerned about the
administrative burden presented by
searching several databases upon
enrollment, and both the LEIE and the
EPLS on a monthly basis by the names
of both the provider and those with
ownership or control interests in the
provider and managing employees of
the provider.

Comment: Some commenters
questioned whether there were costs
associated with accessing the databases.
The commenters suggested that CMS
establish a centralized database that
States could access, including using an
automated, rather than manual, search,
all at no cost to States. One State
suggested that the databases be
accessible through automated data
exchanges and that any cost to the
States be waived to avoid barriers to
compliance with the rule. Two other
States questioned whether there were
costs associated with accessing the
databases that must be considered.
Other commenters suggested a delay or
elimination of the proposed requirement
at § 455.436(c)(2) until CMS established
such a centralized database.

Response: We are aware that there
may be costs to the State Medicaid
agency associated with checking some
databases. However, § 455.436
enumerates databases that most State
Medicaid agencies already check in
their routine provider enrollment
operations. In addition, we have
previously issued guidance to State
Medicaid Directors recommending
searching the LEIE on a monthly basis
by the names of enrolled providers and
for providers, by the names of their
employees and contractors. Those
guidance documents are available here:
http://www.cms.gov/smdl/downloads/
SMD061208.pdf and http://
www.cms.gov/SMDL/downloads/
SMDO011609.pdf. Many States have
already adopted the recommendations
in their enrollment policies. More
recently, in September 2010, we
provided guidance to program integrity
directors on the availability of the LEIE
and EPLS for exclusion searches. That
guidance document is available here:
http://www.cms.gov/
FraudAbuseforProfs/Downloads/
bppedisclosure.pdf.

Accordingly, we are finalizing
§455.436 to require State Medicaid

agencies to conduct Federal database
checks.

Comment: A commenter questioned
whether other databases will be
prescribed in the final rule with
comment period or whether States will
be notified of requirements in another
fashion.

Response: In § 455.436(b), we
proposed that the States be required to
check “any such other databases as the
Secretary may prescribe.” We are not
prescribing additional databases in the
final rule with comment period.
However, in response to evolving
circumstances, the Secretary may issue
guidance to States regarding checking
specific databases.

Comment: One commenter sought
clarification on which of a provider’s
managing employees the State Medicaid
agency must search in the exclusions
databases. The commenter noted that
some large providers like hospitals have
many managing employees that may be
subject to the proposed database checks.

Response: We recognize the burden
that conduct of database checks of
managing employees may pose for
providers with managing employees at
multiple levels or locations in its
organizations. Nevertheless, database
checks must be conducted for all
persons disclosed under § 455.104,
including managing employees who
could compromise or place in jeopardy
a provider’s compliance with Medicare,
Medicaid, or CHIP requirements.

Comment: One commenter noted that
State vital statistics information may be
more accurate than the Social Security
Administration’s Death Master File. The
commenter suggested allowing States to
check against their own vital records
systems and not require the States to
check against the Social Security
Administration’s file.

Response: While on an anecdotal
basis State records may be more
accurate than the Social Security
Administration’s Death Master File, it is
the Death Master File that is the
national file of record. Therefore, we are
finalizing the requirement that State
Medicaid agencies check the Social
Security Administration’s Death Master
File. However, under § 455.436(c)(1) a
State may also consult other appropriate
databases to confirm identity upon
enrollment and reenrollment.

Comment: Another commenter noted
that the Social Security Administration
only allows SSN verification for W—2
purposes. The commenter
recommended removing the reference to
checks of “applicable” Social Security
Administration databases from the
database check requirement.

Response: We express no opinion as
to the accuracy of the commenter’s
statement regarding SSN verification,
but agree with the commenter that the
database check requirement in this rule
should be more explicit. Accordingly,
we are revising § 455.436 to indicate a
check of the “Social Security
Administration’s Death Master File”
rather than “applicable databases”.

Comment: A few commenters
requested clarification regarding which
database States must check for
verification of tax identifications and
tax delinquencies and how the States
would use that information as a tool for
screening providers.

Response: Although we believe that
verifying taxpayer identification and
checking for tax delinquencies may be
useful indicators of fraud to a State
Medicaid program, access to that
information is limited and may not be
feasible in the short term. Therefore, we
are not finalizing those requirements as
suggested by Table 5 under “Type of
Screening Required”.

Comment: One commenter asked
whether it was our intention to require
providers also to check their employees
for exclusions on a monthly basis. The
proposed regulation at § 455.436 does
not require providers to check their
employees for exclusions.

Response: We issued guidance on
June 12, 2008, to State Medicaid
Directors recommending that they check
their enrolled providers for exclusions
on a monthly basis. We followed up that
guidance on January 16, 2009, with
guidance to State Medicaid Directors
recommending that they require their
enrolled providers to check the
providers’ employees and contractors
for exclusions on a monthly basis.
Those letters are available at: http://
www.cms.gov/smdl/downloads/
SMD061208.pdf and http://
www.cms.gov/SMDL/downloads/
SMDO011609.pdf. Many States made our
recommendations their policy.

Section 455.436 does not mandate
that States require their providers to
check the LEIE and EPLS on a monthly
basis to determine whether the
providers’ employees and contractors
have been excluded. We do, however,
recommend that States consider making
this a requirement for all providers and
contractors, including managed care
contractors in their Medicaid programs
and CHIP.

b. Unscheduled and Unannounced Site
Visits—Medicaid and CHIP

Section 1866(j)(2)(B)(ii)(III) of the Act
states that the Secretary, based on the
risk of fraud, waste, and abuse, may
conduct unscheduled and unannounced
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site visits, including pre-enrollment site
visits, for prospective providers and
those providers already enrolled in the
Medicare and Medicaid programs and
CHIP.

Some States already require site visits,
often for provider categories at
increased risk of fraud, waste or abuse
such as home health and non-
emergency transportation. According to
FY 2008 State Program Integrity
Assessment (SPIA) data, at least 16
States report that they perform some
type of site visits. However, such efforts
vary widely across the country and are
subject to budget shortfalls.

We proposed to require in § 455.432
and §455.450(b) that States must
conduct pre-enrollment and post-
enrollment site visits for those
categories of providers the State
designates as being in the “moderate” or
“high” level of screening.

Further, in § 455.432, pursuant to our
general rulemaking authority under
section 1102 of the Act, we proposed
that any enrolled provider must permit
the State Medicaid agency and CMS,
including CMS’ agents or its designated
contractors, to conduct unannounced
on-site inspections to ensure that the
provider is operational at any and all
provider locations.

We maintain that site visits are
essential in determining whether a
provider is operational at the practice
location found on the Medicaid
enrollment agreement. We expect these
requirements to increase the number of
both pre-enrollment and post-
enrollment site visits for those provider
types that pose an increased financial
risk of fraud, waste, or abuse to the
Medicaid program.

We proposed that failure to permit
access for site visits would be a basis for
denial or termination of Medicaid
enrollment as specified in § 455.416.

As stated previously, pursuant to
section 2107(e)(1) of the Act, all
provisions that apply to Medicaid under
sections 1902(a)(77) and 1902(kk) of the
Act apply to CHIP. Because we
proposed a new regulation in Part 457
under which all provider screening
requirements that apply to Medicaid
providers will apply to providers that
participate in CHIP, this requirement for
site visits under § 455.432 apply in
CHIP.

Comment: Some commenters were
supportive of the proposal for pre-
enrollment and post-enrollment site
visits in §455.432, although they noted
that they would need additional funding
for travel or for contractors to conduct
the site visits. Some commenters stated
that the States should have the
discretion to define which providers are

subject to pre- and post-enrollment site
visits and when the site visits are
conducted, for example, by established
risk categories or an automatic flag that
demonstrates that billing has gotten to a
certain threshold thus requiring an
onsite visit. A few commenters stated
that the site visits were an undue
burden on States. One commenter stated
that the site visits were unnecessary
given that other more cost-effective
methods could prevent enrollment of
providers who are using fraudulent
identity, such as annual re-enrollment,
license verification, and follow-up when
a duplicate provider ID or address is
used. Another commenter noted that
pre-enrollment site visits could delay
enrollment as a result of inclement
weather.

Response: We recognize that conduct
of site visits will place a burden on State
budgets and staff time, and may be
difficult to accomplish in rural areas or
in inclement weather. However, site
visits are a requirement depending on
the risk the provider represents to the
Medicaid program. In response to the
commenters that suggested that States
should have the discretion to define
which providers are subject to pre- and
post-enrollment site visits: The site
visits are required for those providers
that are determined to be a moderate or
high categorical risk of fraud, waste, or
abuse. In addition to the required site
visits for providers in the moderate and
high screening levels, the State may also
conduct site visits at its discretion.
While there may be other means to
verify whether a provider is a going
concern or whether a provider has a
business location, conduct of site visits
is one method that is required by this
regulation. The State has the discretion
to utilize other additional methods to
prevent enrollment of non-existent
providers or to ensure that spurious
applications are not processed.

Comment: A few commenters sought
clarification on what the expectations
were for site visits when the provider
performed services in the beneficiary’s
home, for example, personal care
services; or for out-of-State providers or
rural providers.

Response: If a Medicaid-only provider
is in the moderate or high screening
level, the State Medicaid agency does
not have the discretion whether to
conduct a site visit: It is required under
§455.432(a) and § 455.450(b). However,
pursuant to § 455.452, States are
permitted to establish additional or
more stringent screening measures than
those required by this final rule with
comment period. Thus, for providers
that are in the limited screening level,
the State has the discretion to determine

whether to conduct site visits, based on
whatever factors the State deems
appropriate. We recognize that the
appropriate location of the site visit may
differ based upon the provider type. For
example, the personal care services
agency is the enrolled provider, so its
location would likely be subject to a site
visit. While its employee the personal
care attendant may not be an enrolled
provider with the State Medicaid
agency, it may also be appropriate to
conduct a site visit in a beneficiary’s
home where the personal care attendant
is providing services to ensure that
services are in fact being provided
appropriately. It would be within the
discretion of the State Medicaid agency
to determine whether to conduct an
additional site visit for a provider in the
limited screening level. With respect to
providers in rural locations, the mere
fact that the provider is in a rural
location does not absolve the State
Medicaid agency of its responsibility to
conduct site visits. Similarly, for out-of-
State providers, the mere fact that a
provider in the moderate or high
screening level is located in another
State would not negate the requirement
for a site visit, although we note that
§455.410 permits States to rely upon
the screening performed by Medicare
and by other State Medicaid programs
and CHIP. Therefore, no additional site
visit would be required if the provider
is also enrolled by Medicare or in
Medicaid or CHIP in its home State.

c. Provider Enrollment and Provider
Termination—Medicaid and CHIP

States may refuse to enroll or may
terminate the enrollment agreement of
providers for a number of reasons
related to a provider’s status or history,
including an exclusion from Medicare,
Medicaid, or any other Federal health
care program, conviction of a criminal
offense related to Medicare or Medicaid,
or submission of false or misleading
information on the Medicaid enrollment
application. Failure to provide
disclosures is another reason for
termination from participation in the
Medicaid program.

Federal regulations beginning at
§455.100 require certain disclosures by
providers to States before enrollment.
States require additional disclosures
prior to enrollment. Some States require
periodic re-enrollment and disclosure at
that time. However, States vary in the
frequency of such re-disclosures.
Providers are also inconsistent in
keeping their enrollment information
current, including items as elementary
as their address.

We proposed, at § 455.414, pursuant
to our general rulemaking authority
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under section 1102 of the Act, that all
providers undergo screening pursuant to
the procedures outlined herein at least
once every 5 years, consistent with
current Medicare requirements for
revalidation.

In §455.416, we proposed to establish
termination provisions, requiring States
to deny or terminate the enrollment of
providers: (1) Where any person with an
ownership or control interest or who is
an agent or managing employee of the
provider does not submit timely and
accurate disclosure information or fails
to cooperate with all required screening
methods; (2) that are terminated on or
after January 1, 2011 by Medicare or any
other Medicaid program or CHIP (see
section ILF. of this final rule with
comment period); and (3) where the
provider or any person with an
ownership or control interest or who is
an agent or managing employee of the
provider fails to submit sets of
fingerprints within 30 days of a State
agency or CMS request. We proposed to
permit States to deny enrollment to a
provider if the provider has falsified any
information on an application or if CMS
or the State cannot verify the identity of
the applicant. We also proposed to
require States to deny enrollment to
providers, unless States determine in
writing that denial of enrollment is not
in the best interests of the State’s
Medicaid program, in these
circumstances: (1) The provider or a
person with an ownership or control
interest or who is an agent or managing
employee of the provider fails to
provide accurate information; (2) the
provider fails to provide access to the
provider’s locations for site visits, or (3)
the provider, or any person with an
ownership or control interest, or who is
an agent or managing employee of the
provider has been convicted of a
criminal offense related to that person’s
involvement in Medicare, Medicaid, or
CHIP in the last 10 years. We believe
that providers can significantly reduce
the likelihood of fraud, waste or abuse
by providing and maintaining timely
and accurate Medicaid enrollment
information. We believe the Medicaid
program will be better protected by not
allowing persons with serious criminal
offenses related to Medicare, Medicaid,
and CHIP to serve as providers.

We proposed at §455.416 that the
State be allowed to deny an initial
enrollment application or agreement
submitted by a provider or terminate the
Medicaid enrollment of a provider,
including an individual physician or
non-physician practitioner, if CMS or
the State is not able to verify an
individual’s identity, eligibility to
participate in the Medicaid program, or

determines that information on the
Medicaid enrollment application was
falsified.

In § 455.420, we proposed to require
that any providers whose enrollment
has been denied or terminated must
undergo screening and pay all
appropriate application fees again to
enroll or re-enroll as a Medicaid
provider.

We proposed at § 455.422 that in the
event of termination under §455.416,
the State Medicaid agency must give a
provider any appeal rights available
under State law or rule.

As stated previously, pursuant to
section 2107(e)(1) of the Act, all
provisions that apply to Medicaid under
sections 1902(a)(77) and 1902(kk) of the
Act apply to CHIP. Because we
proposed a new regulation in Part 457
under which all provider screening
requirements that apply to Medicaid
providers will apply to providers that
participate in CHIP, these requirements
for provider enrollment, provider
termination, and provider appeal rights
under § 455.414, § 455.416, § 455.420,
and § 455.422 apply in CHIP.

Comment: Several commenters
expressed concern regarding the
requirement under § 455.414 related to
a 5 year re-screening process. Some
commenters stated that they already
required a periodic re-enrollment
process and CMS should take into
consideration the States’ existing
processes and grant the States the
flexibility to employ those existing
processes.

Other commenters noted that the
additional enrollments would place
administrative and fiscal burdens on the
States. Several commenters noted that
they would need an extended period to
implement the new requirements of the
proposed rule, including the
requirement set forth at § 455.414.

One commenter sought clarification
whether all providers currently enrolled
and that have been enrolled for 5 years
would be up for revalidation when the
regulation became effective; and
whether currently enrolled providers
could be revalidated over a 5-year
timeframe to diminish the
administrative burden on State
Medicaid agency staff.

Another commenter sought
clarification whether the requirement
was for re-screening or for re-enrollment
at least every 5 years; whether the
requirement would apply to all enrolled
providers including rendering
providers, or just to ordering or referring
physicians and other professionals who
are the subject of the requirements set
forth at §455.410 and § 455.440; and

whether CMS would give affected
providers notice of the need to re-enroll.

Response: Periodic re-validation of
enrollment information affords States
the opportunity to ensure their provider
rolls do not contain providers that have
been excluded from participation in the
Federal health care programs. The State
Medicaid agencies can cull from their
provider rolls those providers that have
not submitted claims for payment or
referred claims for payment in several
years. Without removing those
providers’ numbers during a periodic re-
enrollment process, those providers’
numbers might be used at a later date in
a fraudulent scheme: The providers may
have been unwitting victims of identity
theft or may have participated in selling
their provider numbers.

The proposed requirement at
§455.414 describes screening of all
providers at least every 5 years.
Screening, as performed by the
Medicare Administrative Contractors for
all dually participating providers, and
by the State Medicaid agency or CHIP
for those providers that are not also
participating in the Medicare program,
should be distinguished from
enrollment, a function performed by the
State Medicaid agency or CHIP to
participate in the Medicaid program or
CHIP of a given State. Screening would
involve various assessments
commensurate to the risk the provider
posed to the Medicaid program or CHIP,
including license verification, database
checks, site visits, background checks,
and fingerprinting. Enrollment may
involve all of those, as well as collection
of disclosures required under § 455.104,
§455.105, and §455.106, and a host of
State-specific requirements.

We applaud States that already
require periodic re-enrollment of
Medicaid providers. For the sake of
consistency with the Medicare program,
however, we are finalizing § 455.414 as
a 5 year re-validation of enrollment
information, which includes re-
screening as well as the collection of
updated disclosure information, for
providers regardless of provider type,
including, but not limited to, rendering,
ordering, and referring physicians, and
other professionals. The screening
component of the 5 year re-validation
will be conducted by either the
Medicare Administrative Contractors
(for dually-participating providers) or by
the States (for Medicaid-only or CHIP-
only providers). The collection of
updated enrollment information,
including, but not limited to, disclosure
information will be the province of the
State Medicaid agencies, and subject to
their existing procedures, therefore, we
will not issue notices of the need to
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revalidate enrollment information to the
affected providers.

State Medicaid agencies should
complete the first re-validation cycle by
2015, with 20 percent of providers being
re-validated each year beginning 2011.
State Medicaid agencies have the
discretion to determine which providers
or provider types to re-validate
enrollment first. However, they may
want to consider re-validating
enrollment in the first years of the cycle
those providers or provider types that
pose the greatest risk of fraud, waste or
abuse to the Medicaid program and
CHIP.

Comment: We received comments
from States supportive of the proposed
bases for denial of enrollment or
termination of enrollment in § 455.416,
but concerned about the time they
would need for implementation to
amend State laws and rules and to
amend provider agreements. One State
commented that it would be
administratively inefficient, costly, and
unrealistic for each State to
independently confirm providers’
enrollment status or termination history
in another State’s Medicaid program or
CHIP.

Response: We believe that the bases
for denial of enrollment or termination
of enrollment in §455.416 are necessary
to protect the integrity of the Medicaid
program. Therefore, prompt
implementation of these additional
bases for denial or termination will
serve each State and Medicaid programs
nationally. We acknowledge the
additional burden that new bases for
denial and termination will create for
State Medicaid programs, for example,
in changes to systems and forms, and
changes to provider agreements. We are
currently examining to what extent we
can support a centralized information
sharing solution for provider enrollment
across programs and across States.
However, we note that termination
based on termination by Medicare or by
another State’s Medicaid program is a
statutory requirement effective January
1, 2011.

Comment: One commenter
recommended that the reasons for
provider termination should be outlined
and given to the provider upon denial
or termination. The commenter noted
that the provider would then have the
ability to address or correct deficiencies
prior to resubmitting its enrollment
application. This requirement, the
commenter noted, would be in addition
to any appeal rights.

Response: We have provided for a
right of appeals to the extent they are
available under a State’s existing laws or
rules. While we recognize that the

commenter’s suggestion may be helpful,
and States may elect to adopt it, we will
not be disrupting a State’s procedures
under its existing laws or rules with this
regulation.

Comment: One State recommended an
addition to the language of
§455.416(g)(1) to recognize that a
provider’s omissions may be as
egregious as its falsified statements.

Response: We appreciate the
commenter’s suggestion to cover all
possible situations when a provider may
have misled the State in the application
process. However, §455.416(d)
addresses termination for a failure to
submit timely and accurate information
which would include omissions to
provide information. Therefore we
decline to revise section §455.416(g)(1).

Comment: A State requested
clarification on how rigorous the State’s
efforts must be to verify the identity of
the provider applicant or whether a
background check is sufficient.

Response: The State Medicaid
agencies have the discretion to
determine the steps that are appropriate
to verify the identity of the provider
applicant, which may include, but
would not be limited to, verification of
licensure, database checks, and criminal
background checks.

d. Criminal Background Checks and
Fingerprinting—Medicaid and CHIP

Section 1866(j)(2)(B)(ii)(II) of the Act
allows the Secretary to use
fingerprinting during the screening
process; and while several States have
implemented procedures to require
fingerprinting of physicians and non-
physician practitioners as a condition of
licensure, we maintain that if a State
designates a provider as within the high
level of screening as described
previously, each person with an
ownership interest in that provider
should be subject to fingerprinting.

Adding fingerprinting to State
screening processes for those providers
that pose the greatest risk to the
Medicaid program will allow CMS and
the State to: (1) Verify the individual’s
identity; (2) determine whether the
individual is eligible is participate in
the Medicaid program; (3) ensure the
validity of information collected during
the Medicaid enrollment process; and
(4) prevent and detect identity theft.
Ensuring the identity of “high” risk
Medicaid providers through
fingerprinting protects both the
Medicaid program and providers whose
identities might otherwise be stolen as
part of a scheme to defraud Medicaid.

In addition, while § 455.106 requires
providers to submit information to the
Medicaid agency on criminal

convictions related to Medicare and
Medicaid and title XX, current
regulations do not require States to
verify data submitted as part of the
Medicaid enrollment application and
they are sometimes not able to verify
information that was purposefully
omitted or changed in a manner to
obfuscate any previous criminal
activity. According to fiscal year (FY)
2008 SPIA data, at least 20 States report
that they conduct some type of criminal
background check as part of their
Medicaid enrollment practices.

Elements of a robust criminal
background check could include, but
not are necessarily limited to: (1)
Conducting national and State criminal
records checks; and (2) requiring
submission of fingerprints to be used for
conducting the criminal records check
and verification of identity.

We proposed in § 455.434 and
§455.450 for those categories of
providers that a State Medicaid agency
determines is within the high level of
screening, the State must: (1) Conduct a
criminal background check of each
provider and each person with an
ownership or control interest or who is
an agent or managing employee of the
provider, and (2) require that each
provider and each person with an
ownership or control interest or who is
an agent or managing employee of the
provider to submit his or her
fingerprints. The State Medicaid agency
has the discretion to determine the form
and manner of submission of
fingerprints.

At §455.434, we proposed that the
State Medicaid agency must require
providers or any person with an
ownership or control interest or who is
an agent or managing employee of the
provider to submit fingerprints in
response to a State’s or CMS’ request.

We solicited public comment on the
appropriateness of using criminal
background checks in the provider
enrollment screening process, including
the instances when such background
checks might be appropriate, the
process of notifying a provider or
individual that a criminal background
check is to be performed, and the
frequency of such checks.

We also solicited comment on the use
of fingerprinting as a screening measure.
We recognize that requesting, collecting,
analyzing, and checking fingerprints
from providers are complex and
sensitive undertakings that place certain
burdens on affected individuals. There
are privacy concerns and operational
concerns about how to assure individual
privacy, how to check fingerprints
against appropriate law enforcement
fingerprint data bases, and how to store



5902

Federal Register/Vol. 76, No. 22/Wednesday, February 2, 2011/Rules and Regulations

the results of the query of the databases
and also how to handle the subsequent
analysis of the results. As a result, we
solicited comments on how CMS or a
State Medicaid agency should maintain
and store fingerprints, what security
processes and measures are needed to
protect the privacy of individuals, and
any other issues related to the use of
fingerprints in the enrollment screening
process. We expressed interest in
comments on this and other possible
circumstances in which fingerprinting
would be potentially useful in provider
screening or other fraud prevention
efforts. Our proposed screening
approach contemplated requesting
fingerprints from providers assigned to
the high level for screening. We
solicited comments on whether this is
an appropriate requirement, the
circumstances under which it might be
appropriate or inappropriate, and any
alternatives to the proposed approach
regarding fingerprints. Our proposed
approach would allow States to deny
enrollment to newly enrolling providers
and to terminate existing providers if
the provider or if individuals who have
an ownership or control interest in the
provider or who are agents or managing
employees of the provider refuse to
submit fingerprints when requested to
do so. We solicited comments on this
proposal including its appropriateness
and utility as a fraud prevention tool.

In addition, we solicited comment on
the applicability and appropriateness of
using, in addition to or in lieu of
fingerprinting, other enhanced
identification techniques and secure
forms of identification including but not
limited to passports, United States
Military identification, or Real ID
drivers licenses. As technology and
secure identification techniques change,
the tools we or State Medicaid agencies
use may change to reflect changes in
technology or in risk identification. We
solicited comment on the appropriate
uses of these techniques and the ways
in which we should notify the public
about any tools CMS or State Medicaid
agencies would adopt. We also
welcomed comments on whether there
should be differences allowed between
Federal and State techniques, or among
States, and if so, on what basis.

As stated previously, pursuant to
section 2107(e)(1) of the Act, all
provisions that apply to Medicaid under
sections 1902(a)(77) and 1902(kk) of the
Act apply to CHIP. Because we
proposed a new regulation in Part 457
under which all provider screening
requirements that apply to Medicaid
providers will apply to providers that
participate in CHIP, these requirements
for criminal background checks and

fingerprinting under § 455.434 will
apply in CHIP.

Comment: A number of commenters
noted the undue and significant burden
on the States and providers that the
criminal background check requirement
in §455.434, and specifically the
fingerprint requirement, would pose.
These commenters noted that State
Medicaid agencies do not have the staff
or expertise to conduct the checks. One
commenter stated that enforcement of
this provision will have deleterious
effects on the Medicaid provider
network and act as a barrier to care, and
recommended removing the
fingerprinting and background check
requirements for high risk providers.

Other commenters were supportive of
the proposal to conduct criminal
background checks and collection of
fingerprints, noting that the proposal
was intended to screen out
unscrupulous providers. One
commenter recognized that the proposal
to add fingerprinting of high risk
entities was a way to evaluate the
background of potential providers, to
identify fraud and prevent individuals
with known criminal backgrounds from
participating in Medicaid.

Other commenters were concerned
about the relative cost and efficiency of
conducting the criminal background
checks. Several commenters suggested
that the background checks be at the
States’ discretion. One commenter
suggested that CMS conduct any
necessary fingerprinting, regardless of
whether the person or entity is enrolled
in Medicare. Another commenter
recommended that CMS consider
limiting FBI criminal background
checks to cases in which there is
reasonable cause to believe the subject
may have a criminal record in another
State.

Response: We have considered all the
comments received and are sensitive to
the burden the criminal background
checks and fingerprinting will pose to
the State Medicaid agencies and the
affected providers. However, we believe
that criminal background checks are an
effective means of evaluating a high risk
provider. Furthermore, we believe that
fingerprinting high risk providers and
their owners are worthwhile endeavors
to determine identity and whether the
provider and other individuals have
been involved in criminal activities that
would adversely impact the Medicaid
program. While we are finalizing the
requirement to conduct criminal
background checks and collect
fingerprints for high risk providers, the
requirement will be limited to providers
and persons with a five percent or more
direct or indirect ownership interest in

the provider. There will be no
requirement to conduct criminal
background checks on, or collect the
fingerprints of, persons with a control
interest in the provider or the agents or
managing employees of high risk
providers. However, we intend to
monitor the situation and may seek to
extend the scope of fingerprint-based
criminal background checks in the
future if circumstances warrant. We are
making the appropriate changes to
§455.434. States will not be required to
implement criminal background checks
and fingerprinting until we issue
additional guidance. To the extent that
States have the ability to conduct
background checks and collect
fingerprints at this time, it is within
their discretion to do so prior to the
delayed implementation date. States
have the discretion to impose more
stringent requirements for Medicaid-
only and CHIP-only providers than
those we are requiring.

Comment: One commenter asked how
results of criminal background checks
would be communicated in data
available to States from CMS.

Response: We are currently examining
to what extent we can support a
centralized information sharing solution
for provider screening results across
programs and across States. The
individual results of a criminal
background checks performed, however,
would likely be sent directly to the
agency requesting the background check
from the entity that performed the
check.

Comment: One commenter asked
whether there would be standard
criteria that define the types of
convictions that warrant denial of a
provider’s application.

Response: Whether to deny
enrollment or to terminate enrollment
are decisions that are within the
discretion of each State Medicaid
agency in accord with § 455.416. Thus,
the types of convictions that warrant
denial of enrollment would be at the
discretion of the State Medicaid agency.

Comment: Some commenters asked
what level of background check was
required, for example, were State
Medicaid agencies expected to do a
Federal criminal background check or a
State criminal background check.

Response: While it is within the State
Medicaid agency’s discretion to decide
whether to conduct State or Federal
background checks for Medicaid-only
providers, we recommend that the State
conduct Federal criminal background
checks which would provide
information that is national in scope
and therefore would be more complete.
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Comment: A few commenters
questioned which databases a States
should consult to compare fingerprints
against in order to do the screening
under this provision, in the event that
law enforcement is not available to
review the fingerprints?

Response: We are not aware of
databases that the State Medicaid
agencies might search, however, there
are vendors that provide the service for
a fee.

Comment: One commenter questioned
whether the State Medicaid agency must
perform a criminal background check in
its State only or in the neighboring State
for a provider applicant that only
provides services in the neighboring
State.

Response: The States have the
discretion to decide, however, we
would recommend conducting a FBI
criminal history record check, which
would provide information that is
national in scope and therefore would
be more complete and would be
preferable to a State background check
in either the enrolling State or the
neighboring State.

Comment: Some commenters noted
that fingerprints created a logistical
concern for the State Medicaid agencies.
Once they have obtained the fingerprint
cards from the providers, should the
States maintain the files, how should
they maintain the cards, and for how
long? If electronic files, how should the
States maintain those files?

Response: The State Medicaid
agencies should follow their existing
records retention laws and procedures,
however we recommend that the State
Medicaid agencies retain the files for at
least 5 years, until the provider’s
revalidation. To the extent that a State
Medicaid agency itself receives the
fingerprints submitted, we expect them
to maintain those files in a secure
manner to protect the privacy of the
individual who submitted the
fingerprints.

Comment: One commenter suggested
that the provision be revised so that it
does not require two copies of the
fingerprint card but allows for collection
of two copies if the State determines
that two copies are needed.

Response: We agree, and are making
that change to §455.434.

e. Deactivation and Reactivation of
Provider Enrollment—Medicaid and
CHIP

Section 1902(kk)(1) of the Act
requires the screening of Medicaid
providers to ensure they are eligible to
provide services and receive payments.
In an effort to further protect the
Medicaid program and to be consistent

with longstanding Medicare
requirements, we proposed in § 455.418
that any Medicaid provider that has not
submitted any claims or made a referral
that resulted in a Medicaid claim for a
period of 12 consecutive months must
have its Medicaid provider enrollment
deactivated. Further, under § 455.420,
we proposed that any such provider
wishing to be reinstated to the Medicaid
program must first undergo all
disclosures and screening required of
any other applicant. In addition, we
proposed that the provider must pay
any associated application fees under
§455.426.

As stated previously, pursuant to
section 2107(e)(1) of the Act, all
provisions that apply to Medicaid under
sections 1902(a)(77) and 1902 (kk) of the
Act apply to CHIP. Because we
proposed a new regulation in Part 457
under which all provider screening
requirements that apply to Medicaid
providers will apply to providers that
participate in CHIP, the proposed
requirements for deactivation and
reactivation of provider enrollment
under § 455.418 and §455.420 would
apply in CHIP.

Comment: A few commenters
supported the proposed requirement as
written. A number of commenters were
supportive of the spirit of this proposed
requirement but suggested that we
lengthen the timeframe to 24 months.
Other commenters expressed concern
regarding the applicability of the
application fee when reactivating
enrollment and suggested that Medicaid
follow a streamlined reactivation
process similar to what occurs in the
Medicare program.

One State commenter expressed
concern that the requirement to
deactivate providers would necessitate
deactivating one third of the State’s
enrolled providers. Other State
commenters noted that out-of-State
providers would routinely be
deactivated because their billings are so
infrequent.

Response: We recognize that many
out-of-State providers provide
occasional emergency treatment to
Medicaid beneficiaries, and that
requiring States to deactivate those
providers after a year without billings
would cause administrative burdens for
the States and the providers. We believe
States should have the discretion to
police their own provider enrollment,
although we recommend that States
deactivate provider numbers that have
not been used for an extended period of
time.

After reviewing the comments
received and other operational
considerations we are not finalizing the

requirement for deactivation of provider
numbers after 12 months in §455.418 at
this time.

f. Enrollment and NPI of Ordering or
Referring Providers—Medicaid and
CHIP

Section 1902(kk)(7) of the Act
provides that States must require all
ordering or referring physicians or other
professionals to be enrolled under a
Medicaid State plan or waiver of the
plan as a participating provider.
Further, the NPI of such ordering or
referring provider or other professional
must be on any Medicaid claim for
payment based on an order or referral
from that physician or other
professional.

Providers and suppliers under
Medicare and providers in the Medicaid
program are already subject to the
requirement that the NPI be on
applications to enroll and on all claims
for payment, pursuant to section 6402(a)
of the ACA, amending section 1128] of
the Act, and under §424.506, §424.507,
and §431.107, as amended by the May
5, 2010 interim final rule with comment
period (75 FR 24437).

In §455.410, we proposed that any
physician or other professional ordering
or referring services for Medicaid
beneficiaries must be enrolled as a
participating provider by the State in
the Medicaid program. We proposed
that this would apply equally to fee for
service providers or MCE network-level
providers.

Additionally, we proposed to amend
§438.6 to require that States must
include in their contracts with MCEs a
requirement that all ordering and
referring network-level MCE providers
be enrolled in the Medicaid program, as
are fee for service providers, and thus
are screened directly by the State.

Although the NPI requirements in
section 6402(a) of the ACA did not
extend to CHIP providers, section 6401
of the ACA does apply equally to CHIP,
and the proposed requirement for
ordering and referring physicians or
other professionals under the Medicaid
program apply equally under CHIP.

In addition, in § 455.440, we proposed
that all claims for payment for services
ordered or referred by such a physician
or other professional must include the
NPI of the ordering or referring
physician or other professional. We
proposed that this would apply equally
to fee for service providers or MCE
network-level providers.

It is essential that all such claims have
the ordering or referring NPI and that
the State has properly screened the
ordering or referring physician or other
professional. Without such assurances,
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it is difficult for CMS or the State to
determine the validity of individual
claims for payment or to conduct
effective data mining to identify
patterns of fraud, waste, and abuse.

As stated previously, pursuant to
section 2107(e)(1) of the Act, all
provisions that apply to Medicaid under
sections 1902(a)(77) and 1902(kk) of the
Act apply to CHIP. Because we
proposed a new regulation in Part 457
under which all provider screening
requirements that apply to Medicaid
providers will apply to providers that
participate in CHIP, these requirements
for provider enrollment and NPI under
§455.410 and §455.440 apply in CHIP.

Comment: Many commenters
expressed concern regarding whether
the ordering and referring requirements
in the proposed rule applied in the
managed care environment. Many State,
MCO, and association commenters also
expressed concern regarding the impact
that mandatory enrollment under
§455.410 would have upon Medicaid
beneficiary access to providers. These
commenters stated concerns about the
ability to contract with providers and
other professionals if there was a
requirement for those providers to be
enrolled with the State as participating
providers. The MCO and association
commenters also cited their concerns
about network level providers wanting
to control their practices and not being
mandated to participate in the Medicaid
program when their preference was to
serve in a Medicaid MCO. In addition,
a State commenter expressed the
concern that they be able to attract
MCOs to their programs to provide
choice to beneficiaries.

Several State commenters also noted
that adding managed care ordering and
referring providers to their rolls in
addition to the proposed requirement
for re-enrollment every 5 years, as well
as the other proposed screening
requirements would impose
administrative and fiscal burden on
State resources.

A few association commenters
suggested that States implement a
registration process whereby MCO
network level providers would engage
in a process short of full enrollment
with the Medicaid agency, solely for the
purpose of screening. Several
commenters also expressed concerned
related to: (1) Consistency of screening
across Medicare and Medicaid, and
across the MAOs and Medicaid
managed care; and (2) who would
conduct the screening. There was some
confusion about whether the MAOs and
MCOs would conduct the screening of
the network level providers, or whether
Medicare contractors and State

Medicaid agencies would conduct the
screening. There was also the issue of
MAQ providers not being specifically
required to be enrolled to order or refer
for the items and services they ordered
or referred for Medicare beneficiaries to
be paid.

A few commenters noted the
adequacy of current credentialing
performed by Medicaid MCOs and the
absence of any statement to the contrary
justifying enrollment of network level
ordering and referring providers.

Several State commenters questioned
how the NPI requirement would apply
in a managed care environment, when
risk-based health plans file claims for
payment for the services of their
subcontracted network level providers
based on the contract between the State
and the risk-based health plan. The
network level providers ordering or
referring items or services do not file
claims for payment as fee-for-service
providers do.

Response: After careful consideration
of the comments we received, as well as
the statutory language, we have
determined that the new requirements
for ordering and referring physicians
should not apply in a risk based
managed care context. We do not
believe it was the intent of the Congress
to impose stricter requirements on the
Medicaid program than are imposed in
Medicare. To require Medicaid managed
care providers that order or refer items
or services for Medicaid beneficiaries to
enroll as Medicaid participating
providers when MAO providers are not
also required to enroll in the Medicare
program to order or refer items or
services for Medicare beneficiaries
would be to treat the programs
unequally.

In consideration of the concerns for
beneficiary access and the
administrative burden that enrollment
of MCO ordering and referring
physicians and other professionals
would impose on State Medicaid
agencies, and in consideration of the
parity of requirements for the Medicaid
and Medicare programs, we are not
requiring that ordering and referring
physicians and other professionals in
managed care risk based health plans
enroll as participating providers by
State Medicaid programs. Consequently,
we are not finalizing the proposed
change to § 438.6 that would have
required State managed care contracts to
require network level providers enroll
with the Medicaid agency as
participating providers.

We are limiting the exemption to risk
based managed care. Section 1902 (kk)(7)
requires that States must require all
ordering or referring physicians or other

professionals to be enrolled under a
Medicaid State plan or waiver of the
plan as a participating provider. We
want to give the greatest effect to the
statute while creating the least adverse
impact on beneficiaries. Had we
extended the exemption to all forms of
managed care, for example, we would
have allowed physicians or other
professionals that participate in primary
care case management programs that
operate under State plan waivers to
avoid enrollment with a State’s
Medicaid program; or we would have
allowed home and community based
services program providers that order or
refer to avoid enrollment, to the extent
that a State requires such enrollment.
We also gave consideration to the
comments we received regarding access,
burden on State processes, and
credentialing. The State and managed
care organization commenters expressed
concerns about beneficiary access to
managed care networks and providers,
which would be likely to occur in the
risk-based forms of managed care, but
not in primary care case management,
for example. The States also expressed
concerns about the burden of enrolling
as participating providers those
physicians and other professionals in
managed care. Again, we interpret their
concerns to be about risk-based forms of
managed care, rather than forms of
managed care in which the provider or
entity bears no risk, because in the vast
majority of States network level
providers in risk-based forms of
managed care are not enrolled with the
Medicaid agency. Primary case care
managers, however, are already enrolled
with the Medicaid agency as fee-for-
service providers. In addition, risk-
based managed care entities conduct
credentialing required under Federal
regulations and subject to the terms of
the contracts between the States and the
MCOs, PIHPs, or PAHPs. Providers that
participate in non-risk-based forms of
managed care are subject to the various
enrollment requirements that each State
may designate.

Given that managed care services are
recorded in encounter claims, we
recognize that it is not always possible
for such an ordering or referring
physician’s or other professional’s NPI
to be reflected on such a claim. We
leave it to the State’s discretion, based
in part on the capability of the State’s
systems, to require entrance of the NPI
on the encounter record.

Comment: A commenter requested
clarification on whether the requirement
for ordering and referring physicians or
other professionals to be enrolled with
a State Medicaid agency would apply to
professionals who may not be eligible to
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enroll in a State’s Medicaid program but
who provide services under the
supervision of an enrolled provider and
whose services are billed under the
provider identification number of that
eligible Medicaid enrolled provider.

Response: The requirement for other
ordering or referring professionals to
enroll with a State’s Medicaid program
as a participating provider would
depend on whether a State’s Medicaid
program recognized the professional as
a Medicaid provider. If it did not, there
would be no requirement to enroll.

Comment: Several commenters
expressed concern about the
applicability of § 455.410 and §455.440
to public school districts. Public schools
deliver Medicaid school based health
services to Medicaid eligible children
and therefore are enrolled as Medicaid
providers. Commenters expressed
concern about public school-based
providers, for example, speech language
therapists, school psychologists,
occupational therapists, and physical
therapists, employed by public school
districts being required to enroll with
the Medicaid agency as ordering and
referring physicians or other
professionals. The commenters noted
that public school based providers are
able, but have not been required in the
past, to get an NPI. Public school
districts have included their NPI on
claims and the clinicians are assigned
unique provider identification numbers
to facilitate identification of providers
and services. Therefore, the commenters
encourage an exemption for public
school based providers from the NPI
requirement.

Response: Public school based
providers are subject to the ordering and
referring requirements set forth in
§455.410 and § 455.440. However, as a
way to minimize the administrative
burden of enrolling additional
providers, State Medicaid agencies may
implement a streamlined enrollment
process for those providers who only
order or refer, that is, who do not bill
for services, similar to the CMS-855-0
process in the Medicare program.
Additionally, State Medicaid agencies
may delegate to State or local
governmental agencies, such as public
school districts, the responsibility to
screen public school based providers
and to assign unique provider
identification numbers for claims
identification.

Comment: Several commenters noted
that the regulations at § 455.410 do not
address whether CMS will provide a
reliable mechanism or national database
in which screening results can be
shared. Without a method to obtain
results from these other entities, States

will have to screen all Medicaid
providers at considerable cost. One
commenter noted that Medicare and
CHIP do not define providers the same
way which will lead to confusion over
who has been screened through
Medicare and the sister agencies.

Response: We are currently examining
to what extent we can support a
centralized information sharing solution
for provider enrollment across programs
and across States.

Comment: Several commenters
responded that the proposed regulation
would be burdensome on both States
and providers, requiring providers who
do not normally work with the
Medicaid program and new groups of
providers to enroll. One commenter
suggested that rather than being
required to enroll with the Medicaid
program, providers be permitted to use
the NPI as evidence of successful
Medicare screening and enrollment.

Response: We are sensitive to the
additional burden that obtaining an NPI
will pose, however, inclusion of the NPI
on all Medicaid claims is a statutory
requirement. The commenter suggested
that providers enroll with Medicare and
use the NPI as evidence of successful
screening and enrollment. Providers
should be aware that the NPI is not
evidence of successful Medicare
screening and enrollment, but providers
who are actually enrolled in Medicare
will not have to be screened again by
the States to be enrolled in the Medicaid
programs. The States may implement a
streamlined enrollment process for
those providers who only order or refer,
that is, who do not bill for services,
similar to the CMS—855—0 process in
the Medicare program.

Comment: One commenter described
a scenario of a salaried hospital
physician who was not enrolled by the
State Medicaid agency, but the hospital
that employed the physician was an
enrolled, participating Medicaid
provider. The commenter questioned
whether the referral rule applied to the
physician.

Response: Yes, the salaried hospital
physician must enroll with the State
Medicaid agency to order or refer for
Medicaid beneficiaries.

Comment: A commenter sought
clarification whether the order or
referral rule applied when an order or
referral was made prior to the Medicaid
beneficiary being eligible for Medicaid.

Response: No, if the order or referral
was made before the beneficiary was
Medicaid eligible, then the beneficiary
may have the order filled or the referral
fulfilled and the claim for the order or
referral will be paid.

Comment: A commenter asked
whether the ordering and referring rule
applied to Medicare crossover claims.

Response: Yes, the beneficiary’s
claims would be Medicaid claims,
therefore the provider who ordered or
referred the Medicaid beneficiary’s
services would be required to be
enrolled as a Medicaid participating
provider.

Comment: One commenter requested
clarification on whether CMS will be
changing claims forms to accommodate
the collection of information regarding
ordering and referring providers.

Response: To the extent it is necessary
for the State Medicaid agencies to make
changes to their claim forms to
accommodate the new requirement
regarding ordering and referring
providers, and then the States should
make those changes.

Comment: Several commenters sought
clarification on whether the terms
“ordering and referring physicians or
other professionals” included
prescribing providers.

Response: We interpret the statutory
terms “ordering” and “referring” to
include prescribing (either drugs or
other covered items) or sending a
beneficiary’s specimens to a laboratory
for testing or referring a beneficiary to
another provider or facility for covered
services.

Comment: Some of the commenters
sought clarification on the definition of
the term “other professional.” For
example, does it include rendering
providers, non-professional providers,
or providers in waiver programs?

Response: Under § 455.410(b) and
section 1902(kk) of the Act, the phrase
“ordering and referring physicians and
other professionals” does not include
rendering providers, as these authorities
impose a new enrollment requirement
with respect to physicians and other
professionals that order or refer items or
services for Medicaid beneficiaries.
Other professionals include any person
or entity recognized to be enrolled by a
State Medicaid agency, and that may
order or refer. Of course, to be able to
submit a claim to a State Medicaid
agency, for services rendered or items
supplied to a Medicaid beneficiary, a
provider must be enrolled as a
participating provider with that State
Medicaid agency.

Comment: One commenter sought
clarification whether the requirement
for all ordering and referring physicians
or other professionals to be enrolled
with the Medicaid agency as
participating providers applied to IHS
providers.

Response: IHS providers are required
to comply with § 455.410(b). However,
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as a way to minimize the administrative
burden of enrolling additional
providers, State Medicaid agencies may
implement a streamlined enrollment
process for those providers who only
order or refer, that is who do not bill for
services, similar to the CMS—-855-0
process in the Medicare program.

Comment: A commenter questioned
whether a provider that has enrolled as
a participating provider to comply with
§455.410(b) must submit fee-for-service
claims to the Medicaid agency, or is the
provider’s status as an enrolled provider
sufficient for compliance.

Response: Under §455.410(b), a
physician or other professional need not
submit fee-for-service claims to the State
Medicaid agency to remain enrolled as
a Medicaid provider.

Comment: With respect to § 455.440,
one State asked whether the provider’s
NPI must be on each and every claim or
whether it is sufficient for the provider’s
NPI to be on file with the State
Medicaid agency, and whether the
prescribing provider’s NPI would be
required on pharmacy claims.

Response: Under § 455.440, “all
claims for payment for items and
services that were ordered or referred”
must contain the NPI. This is based
upon the statutory requirement in
section 1902(kk)(7)(B) of the Act that
States require the NPI “of any ordering
and referring physician or other
professional to be specified on any
claim for payment that is based upon an
order or referral of the physician or
other professional.” Therefore, the
provider’s NPI must be on every claim,
including pharmacy claims; it is not
sufficient for the provider’s NPI to be on
file.

g. Other State Screening—Medicaid and
CHIP

Section 1902(kk)(8) of the Act
establishes that States are not limited in
their abilities to engage in provider
screening beyond those required by the
Secretary. Accordingly, in § 455.452, we
proposed that States may utilize
additional screening methods, in
accordance with their approved State
plan.

As stated previously, pursuant to
section 2107(e)(1) of the Act and
specified in our regulations in Part 457,
all provisions that apply to Medicaid
under sections 1902(a)(77) and 1902(kk)
of the Act apply to CHIP. Because we
proposed a new regulation under which
all provider screening requirements that
apply to Medicaid providers will apply
to providers that participate in CHIP,
this requirement for other State
screening under § 455.452 applies in
CHIP.

h. Final Screening Provisions—
Medicaid and CHIP

We are adopting the Medicaid and
CHIP provider screening requirements
as proposed with the following
modifications:

e We clarified § 455.104(b)(1)
regarding the elements of corporate
addresses.

e We clarified §455.104(b)(2) with
regard to whom the spouse, parent,
child, or sibling is related.

e We clarified §455.104(b)(4) to
require managing employees to provide
SSNs and DOBs.

e We clarified §455.104(c)(1), and
§455.104(c)(1)(1) and (ii) to include
submission of disclosures from
disclosing entities as well as providers.

e We clarified §455.104(c)(1)(iii) to
require submission of disclosures upon
the request of the Medicaid agency
during the revalidation of enrollment
process.

e We are adopting §455.450 with
modifications, having clarified that the
State agency must screen applications
both in re-enrollment and re-validation
of enrollment in the introductory
paragraph; deleted the reference to
publicly traded companies in
§455.450(a); deleted reference to
persons with controlling interests,
agents and managing employees who
are required to provide fingerprints in
§455.450(d); and clarified the basis for
adjusting a screening level related to
moratoria §455.450(e)(2).

o At §455.414 we clarified that States
must revalidate the enrollment
information of all providers at least
every 5 years.

e We are adopting § 455.416 with
modifications clarifying terminations of
persons with 5 percent of more direct or
indirect ownership interests in the
provider; and deleting reference to
persons with controlling interests,
agents and managing employees under
bases for termination for failure to
provide fingerprints.

e We clarified §455.434 to require
criminal background checks from
providers or persons with a five percent
or more direct or indirect ownership
interest in the provider who meet the
State Medicaid agency’s criteria as a
high risk to the Medicaid program; and
to require fingerprints from providers
and person with a five percent or more
direct or indirect ownership interest in
the provider, upon the State Medicaid
agency’s or CMS’ request.

e We are not finalizing the proposed
provision that States deactivate the
enrollment of any provider that has not
billed for 12 months.

¢ And finally, we are not finalizing
the proposed requirement at

§438.6(c)(5)(vi) that required all
ordering and referring Medicaid
Managed Care network providers to be
enrolled as participating providers
based on commenters’ concerns
regarding access to services for
beneficiaries.

5. Solicitation of Additional Comments
Regarding the Implementation of the
Fingerprinting Requirements

While this final rule with comment
period is effective on the date indicated
herein, we strongly believe that certain
issues warrant further discussion.
Accordingly, we will continue to seek
comment limited to our implementation
of the fingerprinting provisions
contained in §424.518 and §455.434 of
this rule.

Specifically, we seek comment on
methods that we can use to ensure the
privacy and confidentiality of the
records that will be generated pursuant
to adopting the criminal history records
check provisions specified herein. As
described, we will adopt all protocols
issued by the FBI. However, we are
interested in any other privacy concerns
that interested parties may have in
addition to thoughts on how best to
address these concerns.

In addition, we seek comment on the
means by which we can measure the
effectiveness of our adoption of criminal
history records checks. That is, we are
seeking comments on tangible,
measureable methods we should use to
demonstrate the effectiveness of these
provisions.

In addition, we seek comment on
whether we should adopt additional
technology to identify providers and
suppliers that are enrolling in the
program. In the proposed rule, we
solicited specific comments on this
topic. However, we are interested in
receiving additional input from
providers, suppliers, and other
interested parties in light of the
provisions set forth in this final rule
with comment period.

As noted, we are only seeking
comment on the limited areas
previously described. We will accept
public com