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NIH programs. http:// 
commonfund.nih.gov/about. 

Intellectual Property: By submitting 
the Submission, each Solver warrants 
that he or she is the sole author and 
owner of any copyrightable works that 
the Submission comprises, that the 
works are wholly original with the 
Solver (or is an improved version of an 
existing work that the Solver has 
sufficient rights to use and improve), 
and that the Submission does not 
infringe any copyright or any other 
rights of any third party of which Solver 
is aware. 

To receive an award, Solvers will not 
be required to transfer their exclusive 
intellectual property rights to the NIH. 
Instead, Solvers will grant to the federal 
government a nonexclusive license to 
practice their solutions and use the 
materials that describe them. To 
participate in the Challenge, each Solver 
must warrant that there are no legal 
obstacles to providing a nonexclusive 
license of Solver’s rights to the federal 
government. This license will grant to 
the United States government a 
nonexclusive, nontransferable, 
irrevocable, paid-up license to practice 
or have practiced for or on behalf of the 
United States throughout the world any 
invention made by the Solvers that 
covers the Submission. In addition, the 
license will grant to the federal 
government and others acting on its 
behalf, a paid-up, nonexclusive, 
irrevocable, worldwide license in any 
copyrightable works that the 
Submission comprises, including the 
right to reproduce, prepare derivative 
works, distribute copies to the public, 
and perform publicly and display 
publicly said copyrightable works. 

Liability and Indemnification: By 
participating in this Challenge, each 
Solver agrees to assume any and all 
risks and waive claims against the 
federal government and its related 
entities, except in the case of willful 
misconduct, for any injury, death, 
damage, or loss of property, revenue, or 
profits, whether direct, indirect, or 
consequential, arising from 
participation in this Challenge, whether 
the injury, death, damage, or loss arises 
through negligence or otherwise. By 
participating in this Challenge, each 
Solver agrees to indemnify the federal 
government against third party claims 
for damages arising from or related to 
Challenge activities. 

Insurance: Based on the subject 
matter of the Challenge, the type of 
work that it will possibly require, as 
well as an analysis of the likelihood of 
any claims for death, bodily injury, or 
property damage, or loss potentially 
resulting from competition 

participation, Solvers are not required to 
obtain liability insurance or 
demonstrate financial responsibility in 
order to participate in this Challenge. 

Privacy, Data Security, Ethics, and 
Compliance: Solvers are required to 
identify and address privacy and 
security issues in their proposed 
projects and describe specific solutions 
for meeting them. In addition to 
complying with appropriate policies, 
procedures, and protections for data that 
ensures all privacy requirements and 
institutional policies are met, use of 
data should not allow the identification 
of the individual from whom the data 
was collected. Solvers are responsible 
for compliance with all applicable 
federal, state, local, and institutional 
laws, regulations, and policies. These 
may include, but are not limited to, 
Health Information Portability and 
Accountability Act (HIPAA) protections, 
Department of Health and Human 
Services (HHS) Protection of Human 
Subjects regulations, and Food and Drug 
Administration (FDA) regulations. If 
approvals (e.g., from an Institutional 
Review Board) will be required to 
initiate project activities in Phase 2, it 
is recommended that Solvers apply for 
approval at or before the Phase 1 
submission deadline. The following 
links are intended as a starting point for 
addressing regulatory requirements but 
should not be interpreted as a complete 
list of resources on these issues: 

HIPAA 

Main link: http://www.hhs.gov/ocr/ 
privacy/index.html. 

Summary of the HIPAA Privacy Rule: 
http://www.hhs.gov/ocr/privacy/ 
hipaa/understanding/summary/ 
index.html. 

Summary of the HIPAA Security Rule: 
http://www.hhs.gov/ocr/privacy/ 
hipaa/understanding/ 
srsummary.html. 

Human Subjects—HHS 

Office for Human Research Protections: 
http://www.hhs.gov/ohrp/index.html. 

Protection of Human Subjects 
Regulations: http://www.hhs.gov/ 
ohrp/humansubjects/guidance/ 
45cfr46.html. 

Policy & Guidance: http://www.hhs.gov/ 
ohrp/policy/index.html. 

Institutional Review Boards & 
Assurances: http://www.hhs.gov/ 
ohrp/assurances/index.html. 

Human Subjects—FDA 

Clinical Trials: http://www.fda.gov/ 
ScienceResearch/SpecialTopics/ 
RunningClinicalTrials/default.htm. 

Office of Good Clinical Practice: 
http://www.fda.gov/AboutFDA/ 

CentersOffices/OfficeofMedical
ProductsandTobacco/Officeof
ScienceandHealthCoordination/ 
ucm2018191. 

Consumer Protection—Federal Trade 
Commission 

Bureau of Consumer Protection: http:// 
business.ftc.gov/privacy-and-security. 

Challenge Judges 

Director, Division of Program 
Coordination, Planning, and Strategic 
Initiatives, NIH. 

Director, National Institute of Mental 
Health. 

Director, National Institute of 
Biomedical Imaging and 
Bioengineering (NIBIB). 
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BILLING CODE 4140–01–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2014–0036] 

National Infrastructure Advisory 
Council 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: Committee Management; Notice 
of an Open Federal Advisory Committee 
Meeting. 

SUMMARY: The National Infrastructure 
Advisory Council (NIAC) will meet 
Friday, September 5, 2014, at the Navy 
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League of the United States Building, 
2300 Wilson Boulevard, Suite 100, 
Arlington, VA 22201. The meeting will 
be open to the public. 
DATES: The NIAC will meet on Friday, 
September 5, 2014, from 1:30 p.m. to 
4:30 p.m. The meeting may close early 
if the council has completed its 
business. For additional information, 
please consult the NIAC Web site, 
www.dhs.gov/NIAC, or contact the NIAC 
Secretariat by phone at (703) 235–2888 
or by email at NIAC@hq.dhs.gov. 
ADDRESSES: Navy League of the United 
States Building, 2300 Wilson Boulevard, 
Suite 100, Arlington, VA 22201. For 
information on facilities or services for 
individuals with disabilities, or to 
request special assistance at the 
meeting, contact the person listed under 
FOR FURTHER INFORMATION CONTACT 
below as soon as possible. 

To facilitate public participation, we 
are inviting public comment on the 
issues to be considered by the Council 
as listed in the ‘‘Summary’’ section 
below. Comments must be submitted in 
writing no later than 12:00 p.m. on 
September 2, 2014, must be identified 
by ‘‘DHS–2014–0036,’’ and may be 
submitted by any one of the following 
methods: 

• Federal eRulemaking Portal: 
www.regulations.gov. Follow the 
instructions for submitting written 
comments. 

• Email: NIAC@hq.dhs.gov. Include 
the docket number in the subject line of 
the message. 

• Fax: (703) 603–5098. 
• Mail: Nancy Wong, National 

Protection and Programs Directorate, 
Department of Homeland Security, 245 
Murray Lane SW., Mail Stop 0607, 
Arlington, VA 20598–0607. 

Instructions: All written submissions 
received must include the words 
‘‘Department of Homeland Security’’ 
and the docket number for this action. 
Written comments received will be 
posted without alteration at 
www.regulations.gov, including any 
personal information provided. 

Docket: For access to the docket to 
read background documents or 
comments received by the NIAC, go to 
www.regulations.gov. 

Members of the public will have an 
opportunity to provide oral comments 
on the Transportation Resilience 
Working Group study and on Senior 
Executive/Chief Executive Officer (CEO) 
Engagement and Summary of the 
National Infrastructure Protection Plan 
2013: Partnering for Critical 
Infrastructure Security and Resilience 
(NIPP 2013). We request that comments 
be limited to the issues listed in the 

meeting agenda and previous NIAC 
studies. All previous NIAC studies can 
be located at www.dhs.gov/NIAC. Public 
comments may be submitted in writing 
or presented in person for the Council 
to consider. Comments received by 
Nancy Wong after 12:00 p.m. on 
September 2, 2014, will still be accepted 
and reviewed by the members, but not 
necessarily by the time of the meeting. 
In-person presentations will be limited 
to three minutes per speaker, with no 
more than 15 minutes for all speakers. 
Parties interested in making in-person 
comments should register on the Public 
Comment Registration list available at 
the meeting location no later than 15 
minutes prior to the beginning of the 
meeting. 

FOR FURTHER INFORMATION CONTACT: 
Nancy Wong, National Infrastructure 
Advisory Council Designated Federal 
Officer, Department of Homeland 
Security, (703) 235–2888. 
SUPPLEMENTARY INFORMATION: Notice of 
this meeting is given under the Federal 
Advisory Committee Act, 5 U.S.C. App. 
(Pub. L. 92–463). The NIAC shall 
provide the President, through the 
Secretary of Homeland Security, with 
advice on the security and resilience of 
the Nation’s critical infrastructure 
sectors. 

The NIAC will meet to discuss issues 
relevant to critical infrastructure 
security and resilience as directed by 
the President. At this meeting, the 
committee will receive and discuss a 
presentation from the Transportation 
Resilience Working Group documenting 
their work to date on a study reviewing 
the Transportation Sector’s resilience 
against potentially disruptive events. 
The committee will also receive a 
working group update on the 
development of recommendations for an 
Executive Summary of the National 
Infrastructure Plan 2013, targeted for 
use by Senior Executive Level/CEO 
critical infrastructure owners and 
operators and a communication strategy 
with this target community. Both 
presentations will be posted no later 
than one week prior to the meeting on 
the council’s public Web page— 
www.dhs.gov/NIAC. The council will 
review and discuss the presentations, 
and determine a path forward on each 
initiative. 

Meeting Agenda 

I. Opening of Meeting 
II. Roll Call of Members 
III. Opening Remarks and Introductions 
IV. Approval of Meeting Minutes 
V. Working Group Presentation on 

Transportation Resilience Study, 
Path Forward to Execute Study 

VI. Working Group Presentation on 
Status, and Refinement of Path 
Forward of Government Requested 
Recommendation on Senior 
Executive/CEO Engagement and 
Executive Summary of the NIPP 
2013 

VII. Public Comment: Topics Limited to 
Transportation Resilience Study; 
Senior Executive/CEO Engagement 
and Executive Summary of NIPP 
2013; and Previously Issued NIAC 
Studies and Recommendations 

VIII. Discussion and Deliberations by 
Council on Presentations and Paths 
Forward of Working Groups 

IX. Closing Remarks 

Nancy Wong, 
Designated Federal Officer for the NIAC. 
[FR Doc. 2014–18871 Filed 8–8–14; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Office of the Secretary 

[Docket No. DHS–2014–0040] 

Privacy Act of 1974; Department of 
Homeland Security U.S. Citizenship 
and Immigration Services—011 E- 
Verify Program System of Records 

AGENCY: Privacy Office, Department of 
Homeland Security. 
ACTION: Notice of Privacy Act System of 
Records. 

SUMMARY: In accordance with the 
Privacy Act of 1974, the Department of 
Homeland Security proposes to update 
and reissue a current Department of 
Homeland Security system of records 
titled, ‘‘Department of Homeland 
Security/U.S. Citizenship and 
Immigration Services—011 E-Verify 
Program System of Records.’’ The U.S. 
Citizenship and Immigration Services E- 
Verify program allows employers to 
electronically verify the employment 
authorization of newly hired employees. 
To provide individuals the ability to 
learn about their work authorization 
status information, the U.S. Citizenship 
and Immigration Services also operates 
a free service called Self-Check. The 
U.S. Citizenship and Immigration 
Services is launching enhanced features 
to the Self Check service that permits 
individuals who successfully complete 
a Self Check identification process the 
opportunity to establish a myE-Verify 
account. The information collected to 
register and maintain a myE-Verify 
account is covered by the ‘‘Department 
of Homeland Security/ALL—037 E- 
Authentication System of Records’’ 
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