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open captioning over the Internet from 
the FCC Live Web page at www.fcc.gov/ 
live. 

For a fee this meeting can be viewed 
live over George Mason University’s 
Capitol Connection. The Capitol 
Connection also will carry the meeting 
live via the Internet. To purchase these 
services, call (703) 993–3100 or go to 
www.capitolconnection.gmu.edu. 

Copies of materials adopted at this 
meeting can be purchased from the 
FCC’s duplicating contractor, Best Copy 
and Printing, Inc. (202) 488–5300; Fax 
(202) 488–5563; TTY (202) 488–5562. 
These copies are available in paper 
format and alternative media, including 
large print/type; digital disk; and audio 
and video tape. Best Copy and Printing, 
Inc. may be reached by email at FCC@
BCPIWEB.com. 
Federal Communications Commission. 
Marlene H. Dortch, 
Secretary. 
[FR Doc. 2014–29693 Filed 12–18–14; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL COMMUNICATIONS 
COMMISSION 

Federal Advisory Committee Act; 
Downloadable Security Technical 
Advisory Committee 

AGENCY: Federal Communications 
Commission. 
ACTION: Notice; intent to establish. 

SUMMARY: In accordance with the 
Federal Advisory Committee Act, the 
purpose of this notice is to announce 
that a Federal Advisory Committee, 
known as the ‘‘Downloadable Security 
Technology Advisory Committee,’’ is 
being established. This committee will 
report to the Commission about 
downloadable security for devices that 
access multichannel video programming 
services, as required by the STELA 
Reauthorization Act of 2014. 
DATES: The first meeting of the 
Downloadable Security Technology 
Advisory Committee will take place no 
later than Wednesday, March 4, 2015. 
ADDRESSES: Federal Communications 
Commission, 445 12th Street SW., 
Washington, DC 20554. 
FOR FURTHER INFORMATION CONTACT: For 
additional information on this 
proceeding, contact Brendan Murray, 
Brendan.Murray@fcc.gov, of the Media 
Bureau, Policy Division, (202) 418–1573 
or Nancy Murphy, Nancy.Murphy@
fcc.gov, of the Media Bureau, 202–418– 
1043. 
SUPPLEMENTARY INFORMATION: Section 
629 of the Communications Act, 47 

U.S.C. 549, directs the Commission to 
adopt regulations that will allow 
consumers to buy set-top boxes and 
other equipment that can access cable, 
satellite, and other multichannel video 
programming services (which the 
Commission refers to as ‘‘navigation 
devices’’) in lieu of leasing them from 
their providers. Section 629 also 
requires that these regulations respect 
the ‘‘legal rights of a provider of such 
services to prevent theft of service.’’ 47 
U.S.C. 549(b). Pursuant to the 
regulations adopted under section 629, 
the cable industry has supported the 
hardware-based CableCARD standard to 
support consumer-owned equipment 
and prevent theft of service over the 
course of the past ten years. 

Section 106 of the STELA 
Reauthorization Act of 2014, Public Law 
113–200 (2014), directs the Commission 
to establish an advisory committee ‘‘of 
technical experts that represent the 
viewpoints of a wide range of 
stakeholders to identify, report, and 
recommend performance objectives, 
technical capabilities, and technical 
standards of a not unduly burdensome, 
uniform, and technology- and platform- 
neutral software-based downloadable 
security system to promote the 
competitive availability of navigation 
devices in furtherance of Section 629 of 
the Communications Act.’’ 

The duties of the advisory committee 
will be to study and report findings and 
recommendations regarding a ‘‘uniform, 
and technology- and platform-neutral 
software-based downloadable security 
system.’’ STELA Reauthorization Act of 
2014, Public Law 113–200, § 106 (2014). 
The Committee Management Secretariat, 
General Services Administration 
concurs with the establishment of the 
advisory committee. 

This Downloadable Security 
Technical Advisory Committee will 
present its report to the Commission no 
later than September 4, 2015. 
Federal Communications Commission. 

Marlene H. Dortch, 
Secretary. 
[FR Doc. 2014–29756 Filed 12–18–14; 8:45 am] 

BILLING CODE 6712–01–P 

FEDERAL DEPOSIT INSURANCE 
CORPORATION 

Notice to All Interested Parties of the 
Termination of the Receivership of 
10361, First Choice Community Bank 
Dallas, Georgia 

Notice is hereby given that the Federal 
Deposit Insurance Corporation (‘‘FDIC’’) 
as Receiver for First Choice Community 

Bank, Dallas, Georgia (‘‘the Receiver’’) 
intends to terminate its receivership for 
said institution. The FDIC was 
appointed receiver of First Choice 
Community Bank on April 29, 2011. 
The liquidation of the receivership 
assets has been completed. To the extent 
permitted by available funds and in 
accordance with law, the Receiver will 
be making a final dividend payment to 
proven creditors. 

Based upon the foregoing, the 
Receiver has determined that the 
continued existence of the receivership 
will serve no useful purpose. 
Consequently, notice is given that the 
receivership shall be terminated, to be 
effective no sooner than thirty days after 
the date of this Notice. If any person 
wishes to comment concerning the 
termination of the receivership, such 
comment must be made in writing and 
sent within thirty days of the date of 
this Notice to: Federal Deposit 
Insurance Corporation, Division of 
Resolutions and Receiverships, 
Attention: Receivership Oversight 
Department 32.1, 1601 Bryan Street, 
Dallas, TX 75201. 

No comments concerning the 
termination of this receivership will be 
considered which are not sent within 
this time frame. 

Dated: December 16, 2014. 
Federal Deposit Insurance Corporation. 
Robert E. Feldman, 
Executive Secretary. 
[FR Doc. 2014–29758 Filed 12–18–14; 8:45 am] 

BILLING CODE 6714–01–P 

FEDERAL RESERVE SYSTEM 

Formations of, Acquisitions by, and 
Mergers of Bank Holding Companies 

The companies listed in this notice 
have applied to the Board for approval, 
pursuant to the Bank Holding Company 
Act of 1956 (12 U.S.C. 1841 et seq.) 
(BHC Act), Regulation Y (12 CFR part 
225), and all other applicable statutes 
and regulations to become a bank 
holding company and/or to acquire the 
assets or the ownership of, control of, or 
the power to vote shares of a bank or 
bank holding company and all of the 
banks and nonbanking companies 
owned by the bank holding company, 
including the companies listed below. 

The applications listed below, as well 
as other related filings required by the 
Board, are available for immediate 
inspection at the Federal Reserve Bank 
indicated. The applications will also be 
available for inspection at the offices of 
the Board of Governors. Interested 
persons may express their views in 
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writing on the standards enumerated in 
the BHC Act (12 U.S.C. 1842(c)). If the 
proposal also involves the acquisition of 
a nonbanking company, the review also 
includes whether the acquisition of the 
nonbanking company complies with the 
standards in section 4 of the BHC Act 
(12 U.S.C. 1843). Unless otherwise 
noted, nonbanking activities will be 
conducted throughout the United States. 

Unless otherwise noted, comments 
regarding each of these applications 
must be received at the Reserve Bank 
indicated or the offices of the Board of 
Governors not later than January 12, 
2015. 

A. Federal Reserve Bank of Atlanta 
(Chapelle Davis, Assistant Vice 
President) 1000 Peachtree Street NE., 
Atlanta, Georgia 30309: 

1. Home Bancorp, Inc., Lafayette, 
Louisiana; to become a bank holding 
company by acquiring 100 percent of 
the voting shares of Home Bank, N.A., 
Lafayette, Louisiana, after its conversion 
from a federal savings bank to a national 
bank. 

In connection with this application, 
Applicant also has applied to engage in 
making, acquiring, brokering, or 
servicing loans, or other extensions of 
credit, pursuant to section 225.28(b)(1). 

B. Federal Reserve Bank of Cleveland 
(Nadine Wallman, Vice President) 1455 
East Sixth Street, Cleveland, Ohio 
44101–2566: 

1. Peoples Bancorp Inc., Marietta, 
Ohio; to acquire 100 percent of the 
voting shares of NB&T Financial Group, 
Inc., and thereby indirectly acquire 
voting shares of National Bank and 
Trust Company, both in Wilmington, 
Ohio. 

B. Federal Reserve Bank of Kansas 
City (Dennis Denney, Assistant Vice 
President) 1 Memorial Drive, Kansas 
City, Missouri 64198–0001: 

1. Olney Bancshares of Texas, Inc., 
Olney, Texas; to acquire 100 percent of 
the voting shares of Waukomis 
Bancshares, Inc., and thereby indirectly 
acquire voting shares of First State 
Bank, both in Yukon, Oklahoma. 

Board of Governors of the Federal Reserve 
System, December 15, 2014. 

Michael J. Lewandowski, 
Associate Secretary of the Board. 
[FR Doc. 2014–29689 Filed 12–18–14; 8:45 am] 

BILLING CODE 6210–01–P 

GENERAL SERVICES 
ADMINISTRATION 

[Notice–CIB–2014–04; Docket No. 2014– 
0002; Sequence No. 37] 

Privacy Act of 1974; Notice of Updated 
Systems of Records 

AGENCY: General Services 
Administration. 
ACTION: Notice. 

SUMMARY: The General Services 
Administration (GSA) reviewed its 
Privacy Act systems to ensure that they 
are relevant, necessary, accurate, up-to- 
date, and covered by the appropriate 
legal or regulatory authority. 
DATES: January 20, 2015. 
ADDRESSES: GSA Privacy Act Officer 
(ISP), General Services Administration, 
1800 F Street NW., Washington, DC 
20405. 

FOR FURTHER INFORMATION CONTACT: Call 
or email the GSA Privacy Act Officer 
telephone 202–208–1317; email 
gsa.privacyact@gsa.gov. 
SUPPLEMENTARY INFORMATION: GSA is 
creating a new system of record notice. 
This system collects the information 
required to control physical access to 
GSA-managed facilities and restricted 
areas within the facilities in all regions 
across the United States. Refer to the 
system notice regarding what 
information is collected and where it 
will be stored. Nothing in the notice 
will impact individuals’ rights to access 
or amend their records in the systems of 
records. 

Dated: December 11, 2014. 
James L. Atwater, 
Director, Policy and Compliance Division, 
Office of the Chief Information Officer. 

GSA/OMA–1 

SYSTEM NAME: 

E–PACS 

SYSTEM LOCATION: 

GSA Enterprise Service Center (ESC), 
14426 Albemarle Point, Suite 120, 
Chantilly, VA 20151; GSA 
Headquarters, 1800 F Street NW., 
Washington, DC 20405; and other 
Federal facilities with electronic 
identification card access controls 
(Enterprise Physical Access Control 
System, E–PACS). 

CATEGORIES OF INDIVIDUALS IN THE SYSTEM: 

This system covers individual with 
electronic facility access credentials 
including GSA employees, contractor 
employees, building occupants, interns, 
and volunteers. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Photo, Full Cardholder Unique 
Identifier (CHUID), Public Key 
Infrastructure (PKI) Certificate—(X509), 
Card Authentication Key (CAK) 
Certificate, Full Name, Person 
Classification, Badge Expiration Date, 
Card State, User Principal Name (UPN), 
Federal Agency Smart Card Number 
(FASC–N), and Globally Unique 
Identifier (GUID). 

AUTHORITIES FOR MAINTENANCE OF THE SYSTEM: 

5 U.S.C. 301, 40 U.S.C. 582, 40 U.S.C. 
585, 40 U.S.C. 3101, 40 U.S.C. 11315, 
and HSPD–12. 

PURPOSE: 

This system (E–PACS) collects the 
information required for and related to 
physical access to GSA-managed 
facilities and restricted areas within 
facilities in all regions across the United 
States. 

ROUTINE USES OF THE SYSTEM RECORDS, 
INCLUDING CATEGORIES OF USERS AND THEIR 
PURPOSE FOR USING THE SYSTEM: 

System information may be accessed 
and used by authorized GSA employees 
and contractors to conduct official 
duties associated with Federal 
government building security and 
access responsibilities. Information from 
this system may be disclosed as a 
routine use: 

a. In any legal proceeding, where 
pertinent, to which GSA is a party 
before a court or administrative body. 

b. To a Federal, State, local, or foreign 
agency responsible for investigating, 
prosecuting, enforcing, or carrying out a 
statute, rule, regulation, or order when 
GSA becomes aware of a violation or 
potential violation of civil or criminal 
law or regulation. 

c. To duly authorized officials 
engaged in investigating or settling a 
grievance, complaint, or appeal filed by 
an individual who is the subject of the 
record. 

d. To the Office of Personnel 
Management (OPM), the Office of 
Management and Budget (OMB), the 
Government Accountability Office 
(GAO) or other Federal agency when the 
information is required for program 
evaluation purposes. 

e. To another Federal agency in 
connection with the hiring or retention 
of an employee; the issuance of a 
security clearance; the reporting of an 
investigation; clarifying a job; the letting 
of a contract; or the issuance of a grant, 
license, or other benefit to the extent 
that the information is relevant and 
necessary to a decision. 

f. To a Member of Congress or his or 
her staff on behalf of and at the request 
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