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Federal Communications Commission § 12.4 

cable systems, and DBS providers shall 
comply with the aural and visual mes-
sage requirements in § 11.51. Special 
EAS tests at the State and Local Area 
levels may be conducted on daily basis 
following procedures in State and 
Local Area EAS plans. 

(b) Entries shall be made in EAS Par-
ticipant records, as specified in 
§ 11.35(a) and 11.54(a)(3). 

[70 FR 71038, Nov. 25, 2005, as amended at 76 
FR 12604, Mar. 8, 2011; 77 FR 16707, Mar. 22, 
2012; 80 FR 37177, June 30, 2015] 

PART 12—RESILIENCY, REDUN-
DANCY AND RELIABILITY OF 
COMMUNICATIONS 

Sec. 
12.1 Purpose. 
12.3 911 and E911 analyses and reports. 
12.4 Reliability of covered 911 service pro-

viders. 
12.5 Backup power obligations. 

AUTHORITY: Sections 1, 4(i), 4(j), 4(o), 5(c), 
201(b), 214(d), 218, 219, 251(e)(3), 301, 303(b), 
303(g), 303(j), 303(r), 307, 309(a), 316, 332, 403, 
405, 615a-1, 615c, 621(b)(3), and 621(d) of the 
Communications Act of 1934, as amended, 47 
U.S.C. 151, 154(i), 154 (j), 154 (o), 155(c), 201(b), 
214(d), 218, 219, 251(e)(3), 301, 303(b), 303(g), 
303(j), 303(r), 307, 309(a), 316, 332, 403, 405, 615a- 
1, 615c, 621(b)(3), and 621(d) unless otherwise 
noted. 

SOURCE: 72 FR 37673, July 11, 2007, unless 
otherwise noted. 

§ 12.1 Purpose. 
The rules in this part include re-

quirements that will help ensure the 
resiliency, redundancy and reliability 
of communications systems, particu-
larly 911 and E911 networks and/or sys-
tems. 

§ 12.3 911 and E911 analyses and re-
ports. 

The following entities must analyze 
their 911 and E911 networks and/or sys-
tems and provide a detailed report to 
the Commission on the redundancy, re-
siliency, and reliability of those net-
works and/or systems: Local exchange 
carriers (LECs), including incumbent 
LECs (ILECS) and competitive LECs 
(CLECs); commercial mobile radio 
service providers required to comply 
with the wireless 911 rules set forth in 
§ 20.18 of this chapter; and inter-

connected Voice over Internet Protocol 
(VoIP) service providers. LECs that 
meet the definition of a Class B com-
pany set forth in § 32.11(b)(2) of this 
chapter, non-nationwide commercial 
mobile radio service providers with no 
more than 500,000 subscribers at the 
end of 2001, and interconnected VoIP 
service providers with annual revenues 
below the revenue threshold estab-
lished pursuant to § 32.11 of this chap-
ter are exempt from this rule. 

(a) The Public Safety and Homeland 
Security Bureau (PSHSB) has the dele-
gated authority to implement and acti-
vate a process through which these re-
ports will be submitted, including the 
authority to establish the specific data 
that will be required. Where relevant, 
these reports should include descrip-
tions of the steps the service providers 
intend to take to ensure diversity and 
dependability in their 911 and E911 net-
works and/or systems, including any 
plans they have to migrate those net-
works and/or systems to a next genera-
tion Internet Protocol-based E911 plat-
form. 

(b) These reports are due 120 days 
from the date that the Commission or 
its staff announces activation of the 
911 network and system reporting proc-
ess. 

(c) Reports filed under this Part will 
be presumed to be confidential. These 
reports will be shared with The Na-
tional Emergency Number Association, 
The Association of Public Safety Com-
munications Officials, and The Na-
tional Association of State 9–1–1 Ad-
ministrators only pursuant to a protec-
tive order. PSHSB has the delegated 
authority to issue such protective or-
ders. All other access to these reports 
must be sought pursuant to procedures 
set forth in 47 CFR 0.461. Notice of any 
requests for inspection of these reports 
will be provided to the filers of the re-
ports pursuant to 47 CFR 0.461(d)(3). 

[72 FR 37673, July 11, 2007] 

§ 12.4 Reliability of covered 911 serv-
ice providers. 

(a) Definitions. Terms in this section 
shall have the following meanings: 

(1) Aggregation point. A point at 
which network monitoring data for a 
911 service area is collected and routed 
to a network operations center (NOC) 
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