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unforeseen condition in the CMS Pro-
vider infrastructure precludes distribu-
tion of the RMT. A Participating CMS 
Provider Gateway shall indicate such 
an unforeseen condition by a response 
code to the Federal Alert Gateway. 

(4) The RMT shall be initiated only 
by the Federal Alert Gateway Adminis-
trator using a defined test message. 
Real event codes or alert messages 
shall not be used for the WEA RMT 
message. 

(5) A Participating CMS Provider 
shall distribute an RMT within its 
WEA coverage area within 24 hours of 
receipt by the CMS Provider Gateway 
unless pre-empted by actual alert traf-
fic or unable due to an unforeseen con-
dition. 

(6) A Participating CMS Provider 
may provide mobile devices with the 
capability of receiving RMT messages. 

(7) A Participating CMS Provider 
must retain an automated log of RMT 
messages received by the CMS Provider 
Gateway from the Federal Alert Gate-
way. 

(b) Periodic C interface testing. In addi-
tion to the required monthly tests, a 
Participating CMS Provider must par-
ticipate in periodic testing of the inter-
faces between the Federal Alert Gate-
way and its CMS Provider Gateway, in-
cluding the public television broadcast- 
based backup to the C-interface. This 
periodic interface testing is not in-
tended to test the CMS Provider’s in-
frastructure nor the mobile devices but 
rather is required to ensure the avail-
ability/viability of both gateway func-
tions. Each CMS Provider Gateway 
shall send an acknowledgement to the 
Federal Alert Gateway upon receipt of 
such interface test messages. Real 
event codes or Alert Messages shall not 
be used for this periodic interface test-
ing. 

(c) State/Local WEA Testing. A Par-
ticipating CMS Provider must support 
State/Local WEA Tests in a manner 
that complies with the Alert Message 
Requirements specified in Subpart D. 

(1) A Participating CMS Provider’s 
Gateway shall support the ability to 
receive a State/Local WEA Test mes-
sage initiated by the Federal Alert 
Gateway Administrator. 

(2) A Participating CMS Provider 
shall immediately transmit a State/ 

Local WEA Test to the geographic area 
specified by the alert originator. 

(3) A Participating CMS Provider 
may forego a State/Local WEA Test if 
the State/Local WEA Test is pre- 
empted by actual alert traffic or if an 
unforeseen condition in the CMS Pro-
vider infrastructure precludes distribu-
tion of the State/Local WEA Test. If a 
Participating CMS Provider Gateway 
forgoes a State/Local WEA Test, it 
shall send a response code to the Fed-
eral Alert Gateway indicating the rea-
son. 

(4) Participating CMS Providers shall 
provide their subscribers with the op-
tion to opt in to receive State/Local 
WEA Tests. 

[73 FR 47558, Aug. 14, 2008, as amended at 78 
FR 16808, Mar. 19, 2013; 81 FR 75726, Nov. 1, 
2016] 

Subpart D—Alert Message 
Requirements 

§ 10.400 Classification. 
A Participating CMS Provider is re-

quired to receive and transmit four 
classes of Alert Messages: Presidential 
Alert; Imminent Threat Alert; Child 
Abduction Emergency/AMBER Alert; 
and Public Safety Message. 

(a) Presidential Alert. A Presidential 
Alert is an alert issued by the Presi-
dent of the United States or the Presi-
dent’s authorized designee. 

(b) Imminent Threat Alert. An Immi-
nent Threat Alert is an alert that 
meets a minimum value for each of 
three CAP elements: Urgency, Sever-
ity, and Certainty. 

(1) Urgency. The CAP Urgency ele-
ment must be either Immediate (i.e., 
responsive action should be taken im-
mediately) or Expected (i.e., responsive 
action should be taken soon, within the 
next hour). 

(2) Severity. The CAP Severity ele-
ment must be either Extreme (i.e., an 
extraordinary threat to life or prop-
erty) or Severe (i.e., a significant 
threat to life or property). 

(3) Certainty. The CAP Certainty ele-
ment must be either Observed (i.e., de-
termined to have occurred or to be on-
going) or Likely (i.e., has a probability 
of greater than 50 percent). 

(c) Child Abduction Emergency/AMBER 
Alert. (1) An AMBER Alert is an alert 
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