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initiated by a local government official 
based on the U.S. Department of Jus-
tice’s five criteria that should be met 
before an alert is activated: 

(i) Law enforcement confirms a child 
has been abducted; 

(ii) The child is 17 years or younger; 
(iii) Law enforcement believes the 

child is in imminent danger of serious 
bodily harm or death; 

(iv) There is enough descriptive in-
formation about the victim and the ab-
duction to believe an immediate broad-
cast alert will help; and 

(v) The child’s name and other data 
have been entered into the National 
Crime Information Center. 

(2) There are four types of AMBER 
Alerts: Family Abduction; Non-family 
Abduction; Lost, Injured or Otherwise 
Missing; and Endangered Runaway. 

(i) Family Abduction. A Family Ab-
duction (FA) alert involves an abductor 
who is a family member of the ab-
ducted child such as a parent, aunt, 
grandfather, or stepfather. 

(ii) Nonfamily Abduction. A Nonfamily 
Abduction (NFA) alert involves an ab-
ductor unrelated to the abducted child, 
either someone unknown to the child 
and/or the child’s family or an ac-
quaintance/friend of the child and/or 
the child’s family. 

(iii) Lost, Injured, or Otherwise Miss-
ing. A Lost, Injured, or Otherwise Miss-
ing (LIM) alert involves a case where 
the circumstances of the child’s dis-
appearance are unknown. 

(iv) Endangered Runaway. An Endan-
gered Runaway (ERU) alert involves a 
missing child who is believed to have 
run away and in imminent danger. 

(d) Public Safety Message. A Public 
Safety Message is an essential public 
safety advisory that prescribes one or 
more actions likely to save lives and/or 
safeguard property during an emer-
gency. A Public Safety Message may 
only be issued in connection with an 
Alert Message classified in paragraphs 
(a), (b) or (c) of this section. 

[73 FR 43117, July 24, 2008, as amended at 81 
FR 75726, Nov. 1, 2016] 

§ 10.410 Prioritization. 
A Participating CMS Provider is re-

quired to transmit Presidential Alerts 
upon receipt. Presidential Alerts pre-
empt all other Alert Messages. A Par-

ticipating CMS Provider is required to 
transmit Imminent Threat Alerts, 
AMBER Alerts and Public Safety Mes-
sages on a first in-first out (FIFO) 
basis. 

[81 FR 75726, Nov. 1, 2016] 

§ 10.420 Message elements. 
A WEA Alert Message processed by a 

Participating CMS Provider shall in-
clude five mandatory CAP elements— 
Event Type; Area Affected; Rec-
ommended Action; Expiration Time 
(with time zone); and Sending Agency. 
This requirement does not apply to 
Presidential Alerts. 

[78 FR 16808, Mar. 19, 2013] 

§ 10.430 Character limit. 
A Participating CMS Provider must 

support transmission of an Alert Mes-
sage that contains a maximum of 360 
characters of alphanumeric text. If, 
however, some or all of a Participating 
CMS Provider’s network infrastructure 
is technically incapable of supporting 
the transmission of a 360-character 
maximum Alert Message, then that 
Participating CMS Provider must sup-
port transmission of an Alert Message 
that contains a maximum of 90 char-
acters of alphanumeric text on and 
only on those elements of its network 
incapable of supporting a 360 character 
Alert Message. 

[81 FR 75726, Nov. 1, 2016] 

§ 10.441 Embedded references. 
Participating CMS Providers are re-

quired to support Alert Messages that 
include an embedded Uniform Resource 
Locator (URL), which is a reference (an 
address) to a resource on the Internet, 
or an embedded telephone number. 

[81 FR 75726, Nov. 1, 2016] 

§ 10.450 Geographic targeting. 
This section establishes minimum re-

quirements for the geographic tar-
geting of Alert Messages. 

(a) This section establishes minimum 
requirements for the geographic tar-
geting of Alert Messages. A Partici-
pating CMS Provider will determine 
which of its network facilities, ele-
ments, and locations will be used to 
geographically target Alert Messages. 
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